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Anti-Money Laundering/ Combating the FinancingTarrorism

Assets Under Management
Banking Institutions Act
Determinations under the Banking Institutions Act
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Government Institution Pension Fund
Government of Namibia
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Largely compliant
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Mutual Legal Assistance
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Ministry of Finance
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A. PREFACE

1. An assessment of the anti-money laundering (AML) and combtttefinancing of terrorism
(CFT) regime of Namibia was conducted based on the Forty Reeodations 2003 and the Nine
Special Recommendations on Terrorist Financing 2001 of tren€&ial Action Task Force (FATF), and
prepared using the AML/CFT Methodology 2004. The assesstnasidered the laws, regulations and
other materials supplied by the authorities, and informatidained by the assessment team during its
mission from October 24-November 3, 2005. During th&sion, the assessment team met with officials
and representatives of all relevant government agencies and the pdegir. A list of the agencies met
is set out in Annex 1 to the detailed assessment report.

2. The assessment was conducted by a team of assessors compadthg§amk staff and a
consultant. The evaluation team was led by Isabelle Schoonwatanckil Sector Specialist, with other
members being Stuart Yikona, Financial Sector Specialist, Y@mWang, Financial Sector Specialist
and John McDowell, Consultant. The assessors reviewed thatiosal framework, the relevant
AML/CFT laws, regulations, guidelines, practices and other mesasund systems in place to deter
money laundering (ML) and the financing of terrorism (Hf)terms of institutions, the team covered
both the financial institutions and Designated Non-FinamBiginesses and Professions (DNFBP). The
team also assessed the capacity, the implementation and the eféssigénll measures and systems
relating to AML and CFT in Namibia.

3. This report provides a summary of the AML/CFT measun force in the Republic of
Namibia on November 2, 2005 or shortly thereaftadescribes and analyzes those measures, sets
out Namibia’s level of compliance with the FATF Z&0Recommendations (see Table 2) and
provides recommendations on how certain aspedteeafystem could be strengthened (see Table
3). The report was produced by the World Bank asgfahe Financial Sector Assessment
Program (FSAP) of the Republic of Namibia. It vedso presented to the Eastern and Southern
African Anti-Money Laundering Group (ESAAMLG) ana@orsed by this organization on its
plenary meeting of August 22, 2007.
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B. Executive Summary
Introduction

4. This Report on the Observance of Standards and Codes feATiteForty recommendations
(2003) on Anti-Money Laundering and the Nine Special Recordatemns (2001 and 2004) on
Terrorist Financing (FATF 40 + 9) was prepared by a team osetpof staff and consultant of the
World Bank, using the 2004 AML/CFT Methodology.

5. This Report provides a summary of the level of compliantie the FATF 40+9, and provides
recommendations to improve compliance with the prevailing confédamibia. The views expressed
in this document are those of the assessment team and do netanceslect the views of the
Government of Namibia or the Boards of the International Mopdtund (IMF) and the World Bank.

Information and methodology used for the assessment

6. In preparing the detailed assessment, World Baafk stviewed the institutional framework, the
laws, regulations, guidelines and other requirememd,the regulatory and other systems in place to
deter money laundering (ML) and the financing of terroi{s) through financial institutions and
designated non-financial businesses and professions (DNFRBRsEIll as examined the capacity, the
implementation and the effectiveness of all these systensREport contains a summary of the
AML/CFT measures in effect in Namibia on April 21, 2006.

Main Findings

7. The Prevention of Organized Crime Act, which criminalizes mdagndering, was passed in
parliament in December 2004, but has not been put into bffebie Ministry of Justice. The Financial
Intelligence Bill that will establish the Financial IntelligenUnit was tabled in parliament in February
2006 Given the absence of an AML/CFT framework, the Bank of NinfoN) has exercised its
powers under the Banking Institutions Act (BIA) to isgieneral anti-money laundering related
determinations and circulars to address aspects of money lagndierinvith limited success.
Nevertheless, they fall short of compliance with the internatistandards and are not sufficient to
ensure industry compliance. Meanwhile, all South African oviraedks and larger insurance companies
have adopted home office AML/CFT policies to some degree.

8. With respect to combating the financing of terrorism (FTamibia has neither criminalized FT nor
provided for the legislative, regulatory framework and ingtinal mechanism for the freezing, seizing
and confiscation of terrorism related funds pursuant t&Jthé&ecurity Council Resolutions 1267 and
1373.

General

General Situation of Money Laundering and Financing of Errorism

! The Bill was only enacted into law as the Finahititelligence Act, 2007 on July 5, 2007. HoweWer, it
to become operational it will have to be gazettgdhie Ministry of Finance. Additionally, the autlitggs
have taken administrative steps to begin settintheg-IU housed in the Bank of Namibia.
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9. Criminal activities have a regional as well as domestic dimensitdrem. However, with respect to
the regional dimension law enforcement authorities advise thaibiaisimainly used as a transit point.

10. Those with a regional dimension relate to falsification ofiedocuments or illegally obtained
identity documents as well as customs forms with falsenmdion, including falsified invoices; theft of
motor vehicles mainly from South Africa and brought inemiibia to be resold again on the market.
Criminal syndicates are believed by the Namibia law enforcement agémojgsrate this organized
activity using Namibia as a transit point to support opamatin South Africa, Angola ardternational
networks transiting through Dubai.

11. There seem to be a clear route for hard drugs that come froim Smetica and Asia into Southern
Africa. Some of the hard drugs destined for Europe fromethegions come through South Africa for
re-routing to the European region and sometimes to Cananee & the drugs are routed to South
Africa through Luanda and Dar Es Salaam. Namibia is more attcauositry than a consumption one,
except at a low level for ecstasy and cocaine, and is not a pmdeche. There have been seizures of
cocaine at the Namibian International Airport, which was beimgggled from Brazil and destined for
Angola. West African syndicates have been identified in some aase®rdinating part of these
activities.

12. On the domestic front the real estate sector is a concern. Bdsaildulent investments in game
resorts and lodges were identified by law enforcement agengha$es for money laundering patterns.
Furthermore, there are various informal activities in somel $msinesses like shebeens, such as
gambling and remittances which are vulnerable to abuse by neureerers.

13. With respect to the diamond industry, despite a strict galenforcement framework, authorities
advised that there are diamonds or precious stones smuggliitiegcat a small scale.

14. The authorities assess that there is a low risk of teramiistity occurring within Namibia
particularly with the ending of civil war in Angola.

Overview of the Financial Sector and Designated Non-FinandiBusinesses and Professions
(DNFBPs)

15. Namibia has one of the most highly developed financial sysierfrica. The system consists of
four private commercial banks, about 30 insurance compani@gesdion funds, a stock exchange, a
number of asset management and unit trust management compariesd, ggcialized lending
institutions, and a large number and variety of micro-lendisgitutions. Most of these institutions are
private with strong ownership links to South Africantitogions.

16. The DNFBP sector includes accountants, lawyers, real estate agenéserod but does not cover
dealers in precious stones and metals as accountable institufioei® are approximately 14
accounting firms operating in Namibia. With respect to lawythese are currently 88 private law firms
in Namibia; 390 licensed practitioners out of which 190mapivate practice. About 70% of the law
firms are sole practitioners.

17. Namibia is one of the leading producers of diamonds in tr&ywwith the diamond industry
contributing significantly to the GDP. A number of diarda@ompanies operate in Namibia. The market
leaders are Namdeb Diamond Corporation (Pty) Ltd, a jointvetetween the Namibian Government
and De Beers of South Africa; and Namibia Minerals CorporghidsMCO), in which the Namibian
government holds some shares. There are numerous other spatos holding mining licenses that
authorize them to carry out mining operations. Namibia besigreatory to and participant in the

10
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Kimberly Certification Process of rough diamonds has endtegdhe security of the diamonds is of
international standards.

18. There are currently four casinos in Namibia with a total offé@0hines. They are all in hotels as
under the existing regulatory regime casinos can only be opénadadted hotel with specified rooms.
In this regard, for Windhoek the capital city, the requireithgat a 4 star with at least 100 rooms, while
hotels outside Windhoek require a 3 star rating with at ¥asboms. There are licensed by the Casino
Board under the Ministry of Environment and Tourism. Nehwadess, informal and then unmonitored
gambling activities have been described by our counterpartewAegulation for casinos and gambling
activities that would have a larger coverage is currently beintedrhf the Board.

Legal System and Related Institutional Measures

19. Criminalization of money laundering is dealt with in thre\Rntion of Organized Crime Act, 2004
(POCA) passed by parliament in December 2004. It will bgtimeary legislation that criminalizes
money laundering. When the POCA comes into effect, monegdaingy will be criminalized under
Chapter 3 of the POCA. The offence of ML is defined in a mawhéarh is generally consistent with the
Vienna and Palermo Conventions although Namibia has noedatife Vienna Convention. Namibia
adopts a list and threshold approach to define the predicateceff, which includes any offence
punishable by more than 12 months. The authorities addséhn offence of ML as currently provided
in POCA applies to persons who commit a predicate offence artzbqanosecuted for laundering of
one’s own illicit funds. There are penal and financial sancteasgable for the ML offence, which are
applicable to both natural and legal persons and proportiandtdissuasive.

20. Namibia has not criminalized FT and none of the provisiudrtse POCA cover FT. Moreover,
Namibia has signed but not ratified the UN International @otion for the Suppression of the
Financing of Terrorism. There is an Anti-Terrorism Adtes Bill with no time frame as to when it will
be tabled before parliament for debate and passage. The Bill ddesa@ver, provide for liability for
legal persons which are used to facilitate terrorist financingroorist activities. Furthermore, there is
no legislative, regulatory or institutional framework farezing and seizing terrorist funds or other
assets of persons.

21. The legal provisions for the identification, tracing and eatihg property subject to confiscation,
seizing and freezing, confiscation and forfeiture of propegrypaovided for in the POCA and are
comprehensive. Under the POCA, confiscation refers to a critvésald process dependent on the
conviction of an accused person, while forfeiture refers toibbeised process regardless of whether an
accused person is prosecuted. However, in the absence of the cumieffect of the POCA, the legal
framework for the confiscation, freezing and seizing of theg®ds of crime are governed by the
Criminal Procedure Act, 1977 and soon by the Criminal Praeeict, 2004 which will replace the

1977 statute.

22. There is no Financial Intelligence Unit in Namibia. The versibiine Financial Intelligence Bill
provided to the assessors confers on the BoN the powerfeopéhe functions of an FIU in Section 5.
The interpretative note related to FATF Recommendation 26 reguilgggendence of the FIU. It is not
clear how this will be addressed in a department within tié. Bmancing of terrorism does not come
within the scope of the BoN’s jurisdiction. Otherwise, eireéd in the current draft the functions and
powers are consistent with the international standards.

23. Currently, the Ministry of Finance (MoF), the Ministry ddistice (MoJ) and the BoN are the lead
institutions responsible for developing the AML/CFT pylilegislation, and agenda and will oversee its
implementationThe Ministry of Justice championed the POCA and is resplerfsibpreparing the
regulations which will bring this Act into operation. Tiinistry of Finance is sponsoring the Financial

11
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Intelligence Bill and will be responsible for tabling it befgarliament. With regard to the BoN, the
authorities have made a decision to house the Financial Intelligericien the BoN.

24. The Prosecutor General, the Namibian Police and the Namibia ReAethagity under the
Customs and Excise Department will be involved in conductiogey laundering investigations.
However, in discussions with these agencies it was eviderthéhst agencies suffer from both human
and logistical constraints and require training in condudiirancial crime investigations.

25. The Customs and Excise Act, 1998 (Customs Act) establisthedaration and disclosure
framework for the physical transportation of all goods iditlg cash or other monetary instruments
which is imported or exported out of Namibia. In Namilie, authorities advise that the reason why
cash has to be declared or disclosed if requested to do smbipoas officer is not only that this is
required under existing Exchange Control regulations, hdeuthe Customs Act, money in whatever
form is deemed to be goods for customs declaration purpsesleclaration or disclosure is required
of all persons regardless of country of citizenship. Theme ihreshold amount that is prescribed when
bringing in currency into Namibia. On the other hand gl threshold amount of N$160,000 for
individuals and N$750 million for corporate entities fakihg currency out of Namibia.

26. Mechanisms for the collection of AML/CFT related statistics hantebeen developed due to the
lack of implementation of the POCA.

Preventive Measures — Financial Institutions

27. Absent an appropriate AML/CFT framework, the BoN has egedits powers under the Banking
Institutions Act, 1998 (BIA) to issue general anti-motayndering related Determinations and
Circulars to address aspects of money laundering until suehas the POCA is brought into effect or
the Anti-Terrorism Activities Bill and Financial IntelligencdiBire enacted and brought into effect. In
this regard, the BoN issued in June 1998, DeterminatioMdamey Laundering and “Know Your
Customer Policy” BID-3 (BID-3), which requires bankingtihgions to keep records relating to their
customers. A complementary Circular, BIA 2/02 was issuetid¥dN in June 2002. This 2002
Circular is an attempt to provide guidance regarding the prevemtétection and control of possible
money laundering activities. However, the specific authoritieunthe BIA and the Determination and
Circular issued do not meet international standards for AKL/C

28. But in the absence of the POCA, the Determination and Cirbalar a weak legal basis to the
extent that there are issued under the BIA which does not éypticver AML/CFT. The likelihood of
this power being challenged in a court of law is high andhigrreason the authorities indicated in
discussions with the assessment team that no attempt has ddetorenforce these directives or
integrate them in the conduct of their annual examinations édrimpmstitutions. Furthermore, in view
of the sophistication and developed nature of the financismsysf Namibia, a strong and robust legal
and institutional AML/CFT framework is an imperative.

29. The non-bank financial institutions sector is superviseth®yNamibia Financial Institutions
Supervisory Authority (NAMFISA). NAMFISA was created2001 to regulate the NBFI sector.
Entities covered by NAMFISA include pension funds, insuraxmrepanies, asset managers, the capital
markets, micro-lenders, public accountants and auditors, fyisodleties, unit trusts and trust
companies. NAMFISA has not issued any AML/CFT rules, ginds| circulars or requirements to its
supervised institutions. Currently there are no AML/C&Quirements for the non-bank financial sector
to comply with international standards. Some institutisash as larger insurance companies, have
adopted parent company AML/CFT safeguards as a part of grdiojgpo

12
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Preventive Measures — Designated Non-Financial Businesses &rdfessions (DNFBPSs)

30. There are currently no AML/CFT measures imposed on designatefinancial businesses and
professions. Further, a review of the proposed FI Billsvincluding most DNFBPs as required by
international standards does not cover dealers in precious stuhesetals as accountable institutions.
On the other hand, Namibia has fully participated and cooperated Kimberly ProcessNamibia
underwent a review of its processes in 2005. The feedbackliei&imberly Process assessors was that
the systems currently in place are such that they do redudskloé llegal peddling of diamonds from
Namibia. There has been no record that links Namibia’s dianesudirces to money laundering or
terrorist financing.

31. The authorities have not considered how the DNFBPs will persised with regard to their
AML/CFT obligations. Some professions such as car dealetsaters in semi-precious stones do not
have any supervisory body. Therefore specific monitoringldhimudeveloped. There is no staff
expertise on this issue in NAMFISA.

Legal Persons and Arrangements and Non-Profit Organizations

32. The office responsible for the registration of all companiesodimel business entities in Namibia is
the Companies and Patents Registration Office (Registrar op&ues). As part of the registration
process, prospective companies through their promoters aresdtpusubmit the Memorandum and
Articles of Association with the Registrar of Companiedisfof shareholders including their full
names, occupation and residential, business and postal addstdseraubmitted together with the
documents of incorporation. Every company including a foreigmis required to have a physical and
postal address in Namibia. Public companies can issue bearer sftaveser, it is not clear from the
Companies Act whether private companies can also issue bearer Bloasss/er, there is no
mechanism to monitor and control the issuance of bearer shaesuwe that the companies know who
the holders of the shares are.

33. The Registrar of Companies is the central authority that eegiahd maintains all company
records. All the records kept by the office are available f&géntion subject to a minimal fee.

34. The Registrar of Companies has no mechanism by which to de¢ewhb else has beneficial
interest in a registered company other than those that are ®ebtuithe office and are indicated on the
documents submitted by the company upon incorporation enewer there are changes in the
composition of shareholders, directors or change in locaflmmauthorities advised that the office
cannot go beyond any information presented, because infornsatiomitted to the office is presumed to
be made in good faith.

Z2“The Kimberley Process is a joint government, finggional diamond industry and civil society iniiie to
stem the flow of conflict diamonds - rough diamotiast are used by rebel movements to finance wars
against legitimate governments. The trade in tisié stones has contributed to devastating ciotslin
countries such as Angola, Cote d'lvoire, the DerticRepublic of Congo and Sierra Leone. The Kirtgyer
Process Certification Scheme is an innovative, Malty system that imposes extensive requirements on
Participants to certify that shipments of roughtimds are free from conflict diamonds. The Kimberle
Process is composed of 45 Participants, includieggduropean Community. Kimberley Process Partitipa
account for approximately 99.8% of the global prtéhn of rough diamonds3ee,
http://www.kimberleyprocess.com

13
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Non-Profit Organizations (NPOSs)

35. Registration of NPOs in Namibia is mandatory in that albamtions seeking to operate as NGOs
are required to incorporate their entities under section 2ied€ompanies Act, 1973 (the provision will
remain the same under the 2004 Act). There are an estimated 480 2&atompanies in Namibia. The
Registrar of Companies is responsible for registering NRd@svever, while the Companies Act
provides an adequate framework for NPOs, the authorities atdohged in discussions with the
mission team that there is no monitoring mechanism for NR@eged, no follow up is made by the
Registrar to monitor their activities and determine whethey Hre undertaking activities reflected in
the Memorandum of Association submitted to the companytregis

National and International Cooperation

36. Money Laundering is not yet an extraditable offence. In addiggen though Namibia has ratified
the Palermo Convention it excluded the application of the &uion as the basis of extradition from
applying to Namibia. Further, the provisions of the Vieand Palermo Conventions have not been
fully implemented in domestic law. The Ministries of Finance dustice are the principal institutions
responsible for coordinating the government’'s AML/CFT ge8 both domestically and internationally.
There is a Task Force on AML/CFT established in 1999 thraugabinet decision. It was constituted
within the framework of Eastern and Southern African Antifdy Laundering Group’s (ESAAMLG’s)
MOU signed by the government of Namibia. It currently reptortthe Ministry of Finance and has been
chaired by NAMFISA. However, at the time of the assessmengutherities advised that the BoN
would soon take over the responsibility of chairing thekTramce.
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C. GENERAL
General information on Namibia

37. Namibia is a unitary republic with a multiparty democratistem It gained its independence in
March 1990 from South African control. The 1990 constituprovides the basis for Namibia’s legal
and administrative system and contains entrenched clausesipgotentiamental human rights and
freedoms that cannot be amended without invalidating the entigtitttion. The constitution has
safeguards for an independent Judiciary.

38. Namibia is divided into 13 regions: Caprivi, Erongo, digr, Karas, Khomas, Kunene, Ohangwena,
Okavango, Omaheke, Omusati, Oshana, Oshikoto, and Otjozan#japh region has several local
governments elected by the community to take care of commuattgns The land area is 824 269 sq
km, with a total of 1.93 m people (2003 population amdsing census). The total of land boundaries is
3936 km and borders countries are Angola ( 1376 km), Botayl360 km), South Africa ( 967 km),
Zambia ( 233 km), with a coastline of 1572 km . Namibiashlzsv average population density of 2.2
per sq km and an average household size of 5.1 persons. ratedt39% of Namibians are aged 15 or
less. The Khomas region which includes Windhoek and its sitea imost highly populated region with
200.000 inhabitants. The fastest growth rate is recordedvango region, owing to the immigration of
a large number of Angolans in the region’s capital Runduigh per capita GDP, relative to the region,
hides a great inequality of income distribution.

39. According to the International Monetary Fund Article IV repmr2004, Namibia has enjoyed good
macroeconomic stability since independence in 1990. The cowdrgdveloped a market oriented
economyA stable political and legal environment has also been conducaehomic activity. Real
GDP growth has averaged 4.5 percent in the last five years @gveonstruction, diamond and other
mining, transport and communications. However, economic grbas been insufficient to generate a
reduction in unemployment and povertye income distribution is highly skewed, reflecting an uneven
distribution of land and rigid segmentation between higlelyeloped services and primary production
industries and a large informal sector.

System of Government

40. The Executive power in Namibia vests with the Presidentla@abinet. The President is
therefore the Head of State and Government. He is elected dirgtilg people every five years in
which he must win more than 50% of the votes. The Cgumttivided into regional and local units.
The Legislative branch of Government is the Parliament, whickistsrof two different chambers, the
National Assembly and the National Council. Articles 78 t@Bthe Constitution establish the judicial
structure of Namibia consisting of: the Supreme Court, igh Bourt and Lower Courts. The
Constitution has established the office of the Ombudsntaa Oimbudsman is appointed by the
President to guard against corruption and injustice in theeBment and to help protect fundamental
rights.

Legal System

41. The legal system of Namibia is administered by the MinistiJustice. The Ministry of Justice is
charged with running the court system and other ministeesled for the administration of justice in
accordance with Article 10 of the Constitution. These otheisinies include; the Directorate of
Legislative Drafting, responsible for helping to produce @vitw legislation, the Office of the
Attorney General, the principle legal advisor to the governiuetthead of the office of the prosecutor-
general, and the Office of the Ombudsman, which is resporisitilevestigating and reporting on
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government maladministration and human rights abuses.

42. In 1990 the new government inherited the South African kegdem. This system was a common
law system similar to the British system. This sys&dso almost completely ignored areas outside of
the capital. There were no permanent magistrates in the “homefarastb independence. After
independence this was a problem quickly addressed. As of th@®é were fifty-five magistrates
located in twenty-five offices, thus bringing courts toradlions of the country.

Transparency, good governance, ethics and measures againstrogtion

43. At the core of Namibian Government's policy is a "zero toleraf@eCorruption. In keeping with
this central policy, the government enacted the Anti-Corrogiict (ACA) in May 2003 pursuant to
which an Anti-Corruption Commission was established. dto@er 2005 as required by the ACA, the
director and deputy director of the resulting Anti-CorraptCommission were appointed by parliament.
The Commission will complement civil society’s anti-corroptprograms and support existing
institutions such as the Ombudsman's Office and Attorreme€l. In addition to this, Transparency
International ranked Namibia 49 out of 159 countries irr @05 corruption perceptions index, which
measures business and country analysts’ perceptions of the degoeiption in a country. A score of
10 reflects a "highly clean" and 0 reflects a "highly corrumattion. Namibia scored 4.3 just behind
South Africa’s score of 4.5. Only two sub-Saharan Africamtges (Botswana and South Africa)
ranked higher.

44. Although corruption continues to surface, particularlyhie parastatals, the judiciary is
investigating several widely publicized cases. There has been a welaomadt of transparency and
media attention surrounding these cases. In 2004, the govenuokmaction against corrupt officials.
In September a high ranking government official resigned dabetgations of corruption and had to
relinquish his parliamentary seat. In December the governmenisdesd and brought charges of
misappropriation against the director of the state-run catioor.

45. Namibia has signed and ratified the UN Convention againsufiion and the African Union’s
African Convention on Preventing and Combating Corruptiamibia signed the Southern African
Development Community’s Protocol against Corruption.

General Situation of Money Laundering and Financing of EBrrorism

46. In discussions with the authorities they advised that taeréndications of the existence of
organized crime activity in the Southern African region which egeatpotential for money-laundering
possibilities in Namibia. There is a growing problem hbotterms of consumption and transiting in
heroin, cocaine, hashish, ecstasy and mandrax. The presence ofyadiicates in the region is linked
to the expansion of these activities. The authorities advisentaime of the seizures made, they have
been apparent links to such syndicates. They seem to be takemgggement role as more people are
being used as couriers. But law enforcement authorities adsisdadmibia is mainly used as a transit
point.

47. There seem to be a clear route for hard drugs that come froim Swmetica and Asia into Southern
Africa. Some of the hard drugs destined for Europe fronmethesgions come through South Africa for
re-routing to the European region and sometimes to Cananee & the drugs are routed to South
Africa through Luanda and Dar es Salaam. Namibia is more a tcansitry than a consumption one,
except for ecstasy and cocaine, and is not a production zone.hBwverbeen seizures of cocaine at the
Namibian International Airport, which was being smuggledhfirazil and destined for Angola.

16



FINAL

48. On the domestic front the real estate sector is a source of colmcdiscussions with law
enforcement agencies, possible fraudulent investments in gamts gesbiodges were identified as
vehicles for money laundering.

49. The authorities assess that there is a low risk of teraaristity occurring within Namibia
particularly with the ending of civil war in Angola.

Overview of the Financial Sector and Designated Non-Financi@usinesses and Professions
(DNFBPs)

50. General: The formal financial sector consists of four private commereiaky, about 30 insurance
companies, 500 pension funds, a stock exchange, a nundssedtfmanagement and unit trust
management companies, several specialized lending institutions Jamgg number and variety of
micro-lending institutions. Most of these institutiare private with strong ownership links to South
African parent companies.

51. Banking: Three of the commercial banks are subsidiaries of South AfremalksbFirst National
Bank of Namibia Limited, Standard Bank Namibia Limited andBéei Namibia Limited. The fourth
commercial bank, Bank Windhoek Limited, is locally owned babkmmercial Banks account for
more than 40 percent of total financial assets. Loans and advans&tug® by far the largest
proportion of total assets, while demand, savings anddepesits make up a large part of total
liabilities. Around 90 percent of total credit to the prévaector is provided by the commercial banks.

52. The two main commercial banks, First National and Standaltdj@tiinate the banking industry in
Namibia. They account for close to 62 percent of the totalsagadtclose to 60 percent of total deposits
and loans in the system. They also control the majoritge@personal retail banking sector. Presently,
there are 85 commercial bank branches in the country. The nufriiranohes increased considerably
during the 1990s - at independence in 1990 there were ofigaB8hes. Despite this growth in the
number of branches, most rural areas remain without any finameahediary. Most bank branches are
still located in the urban areas and the capital, Windhoek, atsctmr about 35 percent of the total.

53. The distribution of ownership of bank branches is alsovekl - Standard Bank and First National
Bank account for more than 50 percent of the branches. Fromrenship perspective the Namibia
banking sector has strong links with South Africa. Indetohdard Bank is 100 percent South African
owned. South African ownership in the three other bankssafigm 43.6 percent (Bank

Windhoek) and 93 percent (NedBank of Namibia), to 78 pe(East National Bank).

54. Non-Bank Financial Institutions: The non-bank financial institutions sector is supervisethé
Namibia Financial Institutions Supervisory Authority (NAMA). NAMFISA was created in 2001 to
regulate the NBFI sector. Entities covered by NAMFISA inclpelesion funds, insurance companies,
asset managers, the capital markets, micro-lenders, public accommighaisditors, friendly societies,
unit trusts and trust companies.

55. Designated Non-Financial Businesses and Professioni$ie DNFBP sector includes accountants,
lawyers, real estate agents and dealers in precious metals and pstamiess There are no trust and
company service providers.

56. Public accountants and auditors:There are approximately 14 accounting firms operating in
Namibia. NAMFISA has oversight over public accountants addas through the SRO. Under the
NAMFISA Act, the definition of financial institution incties a person registered in terms of section 23
of the Public Accountants' and Auditors' Act, 1951, and i8ha member of the Institute of Chartered
Accountants of Namibia referred to in that Act.
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57. Lawyers: Lawyers, notaries and other independent legal professionswmgd by the Legal
Practitioners Act, 1995 (LPA) and the rules and guidelissseid by the Law Society of Namibia (LSN)
pursuant to the LPA. There are currently 88 private law fimi¢amibia; 390 licensed practitioners out
of which 190 are in private practice. About 70% of the lamsiare sole practitioners. The largest law
firm has 11 partners although at the time of the missienl. SN advised that this law firm was on the
verge of being dissolved.

58. Real Estate AgentsThis is a statutory regulator of the estate agency induetrynembers of
which are appointed by Cabinet through the Ministry of &radd Industry. The board consists of not
fewer than 7 members, 4 of which shall be practicing estate agleose names shall be nominated by
the Institute of Estate Agents. The final appointment @¢hmembers lies with Cabinet. There is the
Institute of Estate Agents Namibia (IEAN) comprisinge@distered estate agents. The IEAN is
responsible for making sure that its members are both profed and ethical by setting standards of
professionalism for its members and assist them to renfagakand well informed.

59. Dealers in Precious Stones and Metal®lamibia is one of the leading producers of diamonds in
the world, with the diamond industry contributing sfgraintly to the GDP. A number of diamond
companies operate in Namibia. The market leaders are Namdeb Diamquadgfion (Pty) Ltd, a joint
venture between the Namibian Government and De Beers of Sough;A&ind Namibia Minerals
Corporation (NAMCO), in which the Namibian government kaddme shares. There are numerous
other smaller operators holding mining licenses that aathdiiem to carry out mining operations.

60. Casinos:There are currently four casinos in Namibia with a total 6f®@chines. They are all in
hotels as under the existing regulatory regime casinos cab@wlgerated in a rated hotel with
specified rooms. In this regard, for Windhoek the capita) ttiy required rating is a 4 star with at least
100 rooms, while hotels outside Windhoek require a Jratarg with at least 50 rooms. Specifically,
casino’s are not subject to a comprehensive regulatory and sapgmegime.

Overview of commercial laws and mechanisms governing legal persoband arrangements

61. The office responsible for the registration of all companiesiness entities and non-profit
organizations in Namibia is the Companies and Patents Regist@ifice (Registrar of Companies).
This office is a Directorate of the Ministry of Trade and ktdy The office is responsible for
administering the Companies Act 61 of 1973. However, th8 @Y will be replaced by the Companies
Act, 2004 as soon as the implementing regulations are isgubd Minister of Trade and Industry.

62. As part of the registration process, prospective compamiesgh their promoters are required to
submit the Memorandum and Articles of Association withRlegistrar of Companies. A list of
shareholders including their full names, occupation and reg@tlénisiness and postal address must be
submitted together with the documents of incorporation (Mandum and Article of Association). In
addition, particulars of the directors of the company and sgately the directors regarding adequacy
of the share capital should also be submitted. Every compalwgling a foreign one is required to have
a physical and postal address in Namibia.

63. In Namibia, trust arrangements are primarily done for estajgopes. The office of the Master of

the High Court is responsible for the administrationexfahsed estates in terms of the Administration of
Estates Act, 1995 (Act 66 of 1995); the administratiomedlvent estates in terms of the Insolvency
Act, 1936 (Act 61 of 1936), the Companies Act, 1973, apdlrust Moneys Protection Act, 1934 (Act
34 of 1934). The preparation of trusts is primarily @by legal practitioners. Legal practitioners and
auditing firms assist clients in the drafting and preparatforrust Deeds. There are, however, no
prescribed formalities, and a trust can even be constituted.drbbllyTrust Deed needs to specify the
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beneficiaries, or, as in charitable trusts, a class of benefigiatitessufficient particularity that they can
readily be identified.

Overview of strategy to prevent money laundering and terroristihancing
a. AML/CFT Strategies and Priorities

64. Namibia has prepared a draft National AML/CFT strategy. The decuwas prepared with
assistance from the Commonwealth Secretariat under the auspice€aftern and Southern Africa
Anti-Money Laundering Group. The main priorities are to enantiprehensive anti-money laundering
and terrorist financing laws and develop requisite capacity ametexeant public sector bodies to ensure
effective implementation of the laws and regulations when effected

b. The Institutional framework for combating money laundering and terrorist financing

65. Bank of Namibia: The Bank of Namibia (BoN) acts as banker, fiscal agent andcieladviser to
the government of Namibia. BoN is also responsible for lsaplervision, including licensing and
regulating financial institutions authorized under the pioms of the Banking Institutions Act, 1998
(BIA). Supervisory functions are carried out by the BanlSagervision Department comprising of 10
examiners. Currently there are no AML/CFT examination procedumedittle or no compliance work
on AML/CFT is undertaken.

66. Prosecutor General's Office:The Prosecutor General (PG) is established under Article @@ of
Constitution. The PG has responsibility to prosecutereflinal cases. The Office has a staff of about
97 prosecutors serving all the regions in Namibia incluthiegcentral office in WindhoeKhe PG

works closely with law enforcement agencies particularly the pdtiadiscussions with the PG, the
assessors were advised of plans that are being developed tslespétialized units within the office
to deal with different areas of offences including money laungerAs a result, one of the critical areas
identified by the authorities is the need to enhance the capédtiity prosecutors and police to
understand the nature of complex financial transactions; tlity advicollect forensic financial evidence
and lead such evidence in court.

67. Judiciary: The judicial system is established under Article 78 of thes@tution. Pursuant to this
article, judicial powers are vested in the Courts of Namibigiwtonsist of, the Supreme Court, High
Court, and Lower Courts. Lower Courts are presided bystratgs or other judicial officers. The
judiciary comprises 54 magistrates. There are two permanent judiiesSupreme Court, others being
ad hoc. 7 are in the High Court (4 are acting).

68. Namibian Police: The Inspector General of the Namibian Police is appointedebi?resident of
the Republic as the commander in chief of the armed forces. $pechor General has the powers to
determine their functions, their powers and duties, taiitstdisciplinary proceedings, to increase
penalties for certain offences, to submit criminal statisticestablish a Police Advisory Board, to
provide for municipal police.

69. The Namibian Police comprises the Crime Investigation Divigibith deals with crime
administration and has the following specialized units: Cerial Crime Investigation Unit, Drug
Law Enforcement Unit, Crime Information Unit (C.I1.U), #ierrorist Unit, Protected Resources unit,
Crime Investigation Support Unit, Motor Vehicle Theft Utkitre Arms Unit, Namibian Police Criminal
Records Center (N.P.C.R.C), Namibian Forensic Science Insfite@es of Crimes Units, Serious
Crime Investigation Unit, Women and Child Protection Ufilte Commercial Crime Unit would be in
charge of ML and FT cases.
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70. Customs and Excise DepartmentThe Customs and Excise department is governed by the
Customs and Excise Act No 20, 1998. It falls under thadttinof Finance (MoF) and is responsible for
inter alia controlling movement of goods at major entry points, @amdng others the physical
transportation of cash and other monetary instruments tobc@ndNamibia. Through BoN regulations,
the Customs Department has the power to seize undeclared currdrioyhand over such cases to the
police, as well as for other goods. The Department has a clogeration with the BoN on currency
issues. It has approximately 400 staff.

71. Anti-Corruption Commission: The Anti-Corruption Commission recently constituted enttie
ACA 2003 is headed by a Director and Deputy Director. k$ponsible for the initiation and
investigation of allegations of corrupt practices in the puohd private sectors and to take measures
aimed at preventing corruption in public and private bodies.

72. Ministry of Justice: The Ministry of Justice (MoJ) is responsible for the adisiviation and
implementation of the framework for international cooperaéis it relates to mutual legal assistance
and extradition. This is conducted through the Extraddiosh Mutual Legal Assistance Unit of the MoJ.

c. Approach concerning risk

73. The authorities have not considered developing or adoptingoaalatsk based approach to
combating ML and FT.

d. Progress since the last ESAAMLG mutual evaluation

74. Since the last ESAAMLG mutual evaluation, which took placeaiin 2004, the Namibian
authorities have taken measures to strengthen the AML/CFT frameWhe changes have been
primarily the promulgation of legal measures. This sectioartenly on the changes made with
respect to the recommendations of the 2004 ESAAMLG repdaonibia.

75. The money laundering offenceMoney laundering is still not an offence as the POCA, 2G4
not yet been brought into effect through regulations waiehstill being prepared.

76. Financing of Terrorism: There has been no progress in enacting the Anti-Terrorisivited Bill
and consequently, terrorist financing is still not coveredthiermore, there are still no mechanisms for
fully implementing United Nations Security Council Resaos.

77. Confiscation and provisional measuresWith the implementation of the POCA, 2004 still
pending, the confiscation and forfeiture frameworks areistilequate. The Criminal Procedure Act,
2004 is also awaiting implementing regulations in orddretgiven effect to.

78. Financial Intelligence Unit and the reporting mechanismsThe FIU has yet to be established.
The Financial Intelligence Bill which was tabled in February 200igprovide for the establishment of
the FIU within the BoN. This Bill, which also criminalize®ney laundering, will complement the
POCA.

79. Statistical data: There are still no statistics readily available from law er@orent agencies, the

prosecution office and other relevant agencies. This is an areawiliinked technical assistance in
order to enable the authorities to establish appropriate das. bas
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D. DETAILED ASSESSMENT
Table 1: Detailed Assessment

1. Legal System and Related Institutional Measures

1.1 Criminalization of Money Laundering (R.1 & 2)

Description and analysis

Relevant Legal Provisions:
80. At the time of the assessment, the law that critiies money laundering, the Prevention of OrganiZedche
Act, 2004 (POCA) has not yet been put into effelctder Namibia’s legal system, the responsible Mémigives
notice in the Gazette the date on which a law mhbkgeparliament will come into effect and at thensatime issue
implementing regulations. In discussions with théharities, the mission was advised that the Migisf Justice
were already drafting the regulations. When the R@@mes into effect, money laundering will be cmiadized
under Chapter 3 of the Prevention of Organized €rivat, 2004 (POCA). On a general level, the POCA:

(a) criminalizes racketeering and creates offemetating to activities of criminal gangs;

(b)criminalizes money laundering in general alst areates a number of serious offences in reggdéatindering
and racketeering;

(c) contains a general reporting obligationtfasinesses coming into possession of suspicioysepsg and
(d) contains mechanisms for criminal confiscation afgareds of crime and for civil forfeiture of proceexhd
instrumentalities of offences.
81. Money laundering is defined as doing any act witighstitutes an offence under Sections 4, 5 andtiéeof
POCA. The offences are committed when acts ar@peed in respect of the “proceeds of unlawful atés”.
“Proceeds of unlawful activities” is defined in tiea 1 of the POCA as any property or any senack/antage,
benefit or reward that was derived, received aineid, directly or indirectly in Namibia or elsewlgin connection
with or as a result of any unlawful activity cadien by any person. Further, proceeds of unlawdtivities include
any property representing property so derived aollide property which is commingled with propetgttis
proceeds of unlawful activity. It covers proceedsikd directly or indirectly at any time beforeadter the
commencement of the POCA. “Unlawful activity” isfished in section 1 of the POCA as any conduct which
constitutes a crime or which contravenes any lagspective of whether or not such conduct occupefdre or after
the commencement of the POCA and whether it ocdunrélamibia or elsewhere as long as that condutstitutes
an offence in Namibia or contravenes ANY law of Niaim
82. With respect to “property”, section 1 of the POGQkfines the term broadly as money or any other ivleya
immovable, corporeal or incorporeal thing and idelsi any rights, privileges, claims and securities any interest
in the property and ALL proceeds from the property.
83. The POCA establishes two aspects of the money &inmgl The first one is related to proceeds ofalns of
crimes, while the other involves proceeds stemrfriogn a pattern of racketeering.

General money laundering offence

The Physical and Material Elements of the Offence:

84. Specifically, in regard to the first aspect, theGXOprovides three elements to the offence of mdaagdering:
85. Firstly, section 4 of the POCA makes it an offetmeisguise the unlawful origin of property. It pides that a
person who knows or ought reasonably to have krtbamnproperty is or forms part of the proceedsrdbwful
activities, commits an offence in terms of sectaifihe enters into any agreement, arrangememgosaction
(whether legally enforceable or not) in connectidgth the property; or performs any other act inrmection with the
property, which has the effect or likely to have #ifect, (i) of concealing or disguising the natdocation,
disposition or movement of the property or the oship of the property or any interest in the proyeor (i) of
enabling or assisting any person who committedffamoe to avoid prosecution or to remove or dintirasy
property acquired as a result of an offence, whiaéthBlamibia or elsewhere.

86. Secondly, section 5 of the POCA makes it an offdoassist a person to benefit from proceeds awill
activities. It provides that a person commits aemde, who knows or ought reasonably to have knitnahanother
person has obtained the proceeds of unlawful dietivand enters into any transaction, agreemeatrangement
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whereby, the retention or control by or on behéthat other person of the proceeds of unlawfulvitis is
facilitated, or the proceeds are used to make fandgable to that person or to acquire properthisror her behalf
or to benefit him or her in any other way.

87. Finally, the third aspect under section 6 of theJROnakes it an offence to acquire, possess or igepds of
unlawful activities. It provides that a person comsnan offence that acquires, uses, has possesfionbrings into
or takes out of Namibia, property and knows or aughsonably to have known that it is or forms péthe
proceeds of unlawful activities.

88. The provisions that will criminalize money laundwyiare consistent with the requirements of therRuale
Convention.

The Laundered Property:

89. As indicated above, the offence of money laundeisrextended to any type of property, regardlestsofalue,
that represents property so derived and includegepty which is commingled with property that ispeeds of
unlawful activity — that is, “the proceeds of preds”. Under sections 4, 5 and 6 of the POCA then®
requirement that a defendant be convicted of alaya@ predicate offence in order to prove that propis the
proceeds of crime.

The Scope of the Predicate Offences and Extraterorially Committed Predicate Offences:

90. Under the POCA, predicate offences for money latindeapply to all underlying “unlawful activities”
irrespective of whether committed in Namibia oeglkere. It also covers offences that are provideihfSchedule
1 to the POCA. The scope of the offences as enuetenathe Schedule is wide enough to include gsghated list
of offences as enumerated in the FATF standardsli$hincludes murder; rape; kidnapping; arsorgligwiolence;
robbery; assault with intent to do grievous bodidym; indecent assault; indecent violation of aaninffences
related to gambling, gaming or lotteries; extortiohild stealing; burglary; malicious injury to prerty; theft; fraud;
forgery or uttering a forged document; offenceatel to coinage; smuggling of arms and other rélatiéitary type
of weapons; trafficking endangered species inclygilants; dealing in precious metals or stonestrotison of
justice; perjury; subornation of perjury; any oferpunishable by more than 12 months; corruptionspiracy,
incitement or attempt to commit any offence prodider in the Schedule. Furthermore, the languageanagraph 28
of the Schedule includes any offence punishablignpyisonment for a period of 12 months or moredistussions
with officials in the Prosecutor-General’s offickey advised that this language would encompas&aor omission
punishable by law. This interpretation it was sigigé is consistent with section 1 of the CPA, 1@#ith defines
an offence to mean “an act or omission punishapliew.”

Laundering One’s Own lllicit Funds:

91. Under current law, a person can be prosecutedefalirdy in property arising out of a criminal offend@ his
could apply for instance in the case of sellindest@roperty or the sale of drugs. The act of sglsuch tainted
property will be considered as dealing in propeftyerefore, it will be possible in theory for a pan to be charged
with self-laundering. However, since the POCA is inceffect and it may be a while before its priamis are tested
in court, it only remains a theoretical possibiligsed on the current experience with the offefickaling in stolen

property.

Ancillary Offences:

92. Paragraph 30 of the Schedule to the POCA will distakhe offence of conspiracy, incitement or afpeio
commit any offence under the POCA when it comes dfitect. In addition to this offence, the authestin the
Prosecutor-General’s office advised that under N&is common law principles, there is an offence of cinasy
to commit, facilitate and aid and abet the commissif an offence.

The Mental Element of the ML Offence:

93. The offence of money laundering under sectionsah®b6 can only be committed by a person who kraows
ought reasonably to have known that the propentgemed constituted the proceeds of unlawful a@ivi For
purposes of the POCA under section 1(2), a perasrkhowledge of a fact if (a) that person (accusetlally knew
that fact, or (b) the court is satisfied that tleeson (accused) believed that there was a reasopabsibility of the
existence of that fact and then failed to obtaforimation to confirm or disprove the fact.

Liability of Legal Persons:
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94. Under section 7 of the POCA, legal persons canrelie Ifable for engaging in or facilitating a moneyndering
offence. Where a money laundering offence is cotehiby a corporate body, in addition to the corfbeing
liable, every person who, at the time of the consinis of the offence acted in an official capacay ér on behalf of
that body of persons, whether as a director, manageretary or other similar office, or was putpay to act in that
capacity, will be liableSection 356 of the CPA establishes the prosecufi@oerporations and members of
associations whether an offence is committed ust@¢ute or common law. An act done by a directaroployee of
a corporate body to further the interests of tipparate body is deemed to have been performed diysody.
Provisions of the Companies Act, the Insolvency &ud similar laws apply in imposing legal liabiliby a legal
person. In prosecuting a corporate entity, theaiitas indicated that in addition to the provisasf the CPA,
reference has to be made to the Companies Act writieh a corporate entity was incorporated.

Sanctions:
95. Money laundering offences are punished by imprisemnfor up to 30 years or fines not exceeding N$100
million (US$16 million), which can be consideredie effective, proportionate and dissuasive.

Other Relevant Features: Pattern of Racketeering ashmoney laundering
96. With respect to the second aspect of the moneykrimg offence related to a pattern of racketeeichgpter 2
of the POCA provides for offences related to rag&ehg activities.
97. The POCA does not define the term “racketeering’dvavides a definition for the phrase “pattern of
racketeering activity”. Under section 1 of the PQ@®His refers to planned, ongoing, continuous peated
participation or involvement in any offence refefte in Schedule and includes at least two offemetsred to in
Schedule 1, of which one of the offences occurfeet the commencement of the POCA and the lashoéfe
occurred within 10 years (excluding any periodmprisonment) after the commission of such prioenée referred
to in Schedule 1. Therefore, in terms of the définias provided, a pattern of racketeering istdistaed when at a
minimum, two of the listed offences are committigld,the last offence occurred within 10 years (ediig any
period of imprisonment); and (2) one of the offenoecurred after the commencement of the POCA.
98. Importantly, the money laundering offences are cittechwhen the proceeds of a pattern of racketgerin
activity are invested in or on behalf of an “entés@’. This is defined in section 1 as any indiatjipartnership,
corporation, association or other juristic persotegal entity, and any union or group of indivitkiassociated in
fact, although not a juristic person or legal gntit
99. In particular, section 2 provides a number of adigch constitute offences if the person knows agtdu
reasonably to have known that the property is @eridirectly or indirectly, from a pattern of ratkering activity.
These offences like the general money launderifenoés, are extra-territorial in nature. Thattiss irrespective of
whether there are committed in Namibia or abrod fbllowing acts constitutes offences, if a person
(a) receives or retains any property derived, diyawr indirectly, from a pattern of racketeering;
(b) knows or ought reasonably to have known thait pinoperty is so derived; and
(c) uses or invests, directly or indirectly, arartpof that property in the acquisition of any net&t in, or the
establishment or operation or activities of, antegrise (section 2(1)(a) — (c)); or
(d)receives or retains any property derived, diyemt indirectly, on behalf of any enterprise; and
(e)knows or ought reasonably to have known thatghaperty derived or is derived from or througpadtern of
racketeering activity (section 2(2)); or
(fluses or invests any property, directly or indilg, on behalf of any enterprise or in the acdigsiof any
interest in, or the establishment or operationativities of any enterprise; and
(g)knows or ought reasonably to have known thatphaperty derived or is derived from or througpadtern of
racketeering activity (section 2(3)); or
(h)any person who acquires or maintains, direatlyndirectly, any interest in or control of any emirise through
a pattern of racketeering activity (section 2(4));
(any person who, whilst managing or employed bgssociated with any enterprise, conducts or@paties in
the conduct, directly or indirectly, of that entasp’s affairs through a pattern of racketeeringvég (section
2(5)); or
(any person who manages the operation or aets/itf an enterprise and who knows or ought reatptabave
known that any person, whilst employed by or asdedi with that enterprise, conducts or participateke
conduct, directly or indirectly, of that enterprsaffairs through a pattern of racketeering attiysection 2(6)).
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1001In addition to the offences outlined above, thera conspiracy offence under section 2(7) witheesto the
offences in subsections (1) to (6) of the POCA.

1011n contrast to the penalties for a money laundeoiifignce, a person convicted for engaging in aepatbf
racketeering activity is liable on conviction tdirme not exceeding N$1 billion (US$ 159 million) ionprisonment of
up to 100 years, or to both.

Analysis of effectiveness
102 Since it is a new law and has not come into eff@gtdiscussion on the effectiveness of enforcemamionly be
theoretical.

Recommendations and comments

103 Although the POCA has been passed by parliameistniit yet in force as the Ministry of Justice hasissued
the regulations to bring the POCA into effect. Asoasequence, money laundering is not yet crinzadli
notwithstanding that when the POCA comes into dpmrdhe provisions criminalizing money launderindi
satisfy the requirements of the Palermo Converttbomhich Namibia is a party. The authorities areemaged
to expedite the bringing into operation of the POCA

104 While paragraph 28 of the Schedule does appeavier @ny offence that may be committed under Naamibi
law, the authorities may wish to consider addintheoschedule offences related to the environntenrism
and terrorist financing; and drug trafficking.

105Although there have been high profile cases the fheen referred to the Prosecutor-General’s gffioemoney
laundering cases have been prosecuted.

Compliance with FATF Recommendations 1 & 2

Rating Summary of Factors underlying rating
R.1 PC * Though POCA crminalizes money laundering it is yedtin force.
R.2 PC » Though POCA crminalizes money laundering it is yedtin force.

1.2 Criminalization of terrorist financing (SR.II)

Description and analysis

Relevant Legal Provisions:

106.The proposed Combating of Terrorist Activities BiDO3 (Terrorism Bill), will establish various terism
offences and activities under Chapter 2 of the Billlefines in section 1 of the Terrorism Bill tieems
“combating terrorism”; “funds”; “material support a resources”; “property”; “terrorism”; and “terrori st
organization. The Bill satisfies the requirements under thermational Convention for the Suppression of
Financing of Terrorism of 1999.

Definition of the offence

107 Although the definition of the offence of financodderrorism as a separate and autonomous offéasenot
been provided for in the Terrorism Bill, sectiorls 12 and 13 of the Terrorism Bill create offencgated to
financing of terrorism. Section 11 deals with fuaising for purposes of terrorism; section 12 deaith
entering into or becoming involved in a financimgaamgement with other persons; and section 13 destls the
use and possession of money or property by anyppéos purposes of terrorism.

108Under section 11 it is an offence when any peragitas another to provide money or other propeoty;
receives money or other property; or provides masregther property; and intends that such monegtber
property or any part thereof to be used or oughbaoe known, or suspected that the money or otfogrepty or

the

any part thereof may be used, for the purposesradrism. This money or property can either be givent or

3 Italized comments regarding the Combating of Trstd\ctivities Bill, 2003 are for informational dn
guidance purposes and is not considered or includ#w assessment rating process since the Bilhbayet
been enacted.
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otherwise made available for the purposes of teésrar It further goes on to provide that for an &xtonstitute
an offence under the provision, it is not neces#iaay the funds or property were actually useddmmit the
said offence.

109Under section 12, it is an offence for any persti wnters into or becomes concerned in an arrangémea
result of which money or property is made availablanother and he or she knows or ought to hawsvknor
suspect or ought to have suspected that it withay be used for the purpose of terrorism.

110Under section 13, it is an offence for any persmnge or attempt to use money or other propertgmyrpart
thereof for purposes of terrorism; or possessesayianm other property or part thereof; and intentattthe
money or property or part thereof be used, or oughtave known or suspect that the money or prgperpart
thereof may be used or attempted to be used fggsess of terrorism. However, there is no provigmthe
effect that such money or property should not resrég be actually used in facilitating a terroriatt. As in the
case of fund raising under section 11, it shouldbiicient that there was an attempt to use thaaypmr

property.

111 Overall, the elements or ingredients required unéldicle 2 of International Convention for the Suggsion of
the Financing of Terrorism appear to have been loyethe three sections outlined above

112 Further, terrorism is defined to include acts ordhts of action in or outside Namibia which inva\serious
bodily harm to a person; damage to property; endasg person’s life; the use of firearms or explesi or
creates a serious risk to the health or safetyheffiublic or a section of the public; or is madetfee purpose of
achieving or advancing a political, ideological @ligious cause. It also extends to disruptionhaf banking or
financial services; or any public service. Therd@vever, an exception when an act is committgaifeuance
of a protest, demonstration or stoppage of worlkchSactions or threats of actions are not deemektterrorist
acts. “Terrorist organization” means a person, gmurust, partnership, fund or an unincorporatedasiation
or organization which has one of its purposes toycaut, is carrying out or plans to carry out oagses to be
carried out terrorism; promotes or encourages teism; facilitating activities of terrorism; or a scribed
organization.

113*Funds” mean cash, assets or any other propertygiale or intangible, however acquired and any tgpe
financial resource, including cash or the currerafyany state, bank credits, travelers cheques, lchekjues,
money orders, shares, securities, bonds, drafi®rteof credit or any other negotiable instrumamany form,
including electronic or digital form. “Property” maens real or personal property of any descriptionda
whether tangible or intangible and includes an ias# in any real or personal property and funds.

114 Pursuant to section 36 of the Terrorism Bill, argrgon who aids and abets the commission of anagfander
the Terrorism Bill; or attempts to commit an offenmder the Terrorism Bill; or conspires to comrit,
counsel or procures the commission of an offenckeuthe Terrorism is guilty of an offence.

115Section 2 of the Terrorism Bill makes it an offeifi@eperson whether in Namibia or elsewhere, cotsiam act
of terrorism. The act punishable by life imprisomt&Vhere an organization is engaging in acts obtésm or
encouraging such acts, section 3 empowers the nsiigle Minister may by notice in the Gazette, pribsc
such an organization as a terrorist organizatiorowever, within 30 days the proscribed organizatioay
make an application to the Minister for the revaecatof the order of proscription. But before makswgh a
decision, the Minister has to consult with the S¢Commission.

Scope of the offence and money laundering

116Terrorist financing is not provided for specificalhs a predicate offence for money laundering. Hareunder
the POCA, Schedule 1, one of the predicate offescasy offence which is punishable by imprisonirfena
period of 12 months or more”. The offences reldteterrorism under the proposed Terrorism Bill edirry a
penalty of more than 12 months. The offences caethatso apply to acts done in or outside Namibra.
discussions with the authorities the mission wassadl that under Namibian law, reference to angrufé
which is punishable by imprisonment for a period #fmonths or more, would invariably include finamgcof
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terrorism should the Terrorism Bill be enacted asgmsed (see the discussion on this issue in pay0
above).

117Use of Funds: Section 11 of the Terrorism makas ibffence to provide or receive property, or theention of
doing both, which can be actual or circumstantiafurther goes on to provide that for an act taetitute an
offence under the provision, it is not necessaay the funds or property were actually used to cdrtime said
offence.

Liability of legal persons

118There is a duty imposed on financial institutionslisclose information relating to property of terist
organizations in section 37, and this is the orlcp were liability of legal persons is provided tmder the
Terrorism Bill. The scope of liability of legal geEms is consequently limited under the TerroristhaBi
currently drafted and is not provided for as is ttase for example in the POCAiIs recommended that the
authorities should provide for the liability of elgpersons under the Terrorism Bill.

Jurisdiction

119 Section 46 of the Terrorism Bill gives the Namibiitigh Court the original jurisdiction to try a pesa in
respect of any offence committed under the TemoBdll. It shall have jurisdiction if (a) the perpator of the
act is arrested in the territory of Namibia; (b)etlact or any part of such act is committed, (i)ra territory of
Namibia and the perpetrator is arrested in the itemy of Namibia, or committed elsewhere, if théiac
punishable in terms of the domestic laws of Namibien terms of the obligations of Namibia undereaty,
international arrangement or international layii) on board a vessel or a ship or fixed platfofiyring the flag
of Namibia or an aircraft which is registered undbe laws of Namibia at the time the offence isrodited,;

(iii) by a national or group of nationals of Nam#hi(iv) against a national of; against Namibia oigavernment
facility of Namibia abroad, including an embassyotiner diplomatic or consular premises, or any othe
property of Namibia; (v) by a stateless personeftuigee who has his or her habitual residence intehgétory of
Namibia; or (vi) against the security of Namibia.

Mental Element:

120 With respect to the mental element of offencesruhédelerrorism Bill, section 1(2) provides a suttjee and
objective test. First a person has knowledge @fcaif he or she has actual knowledge of that facthe court
is satisfied that the person believes that the@ersasonable possibility of the existence of theat, and the
person fails to obtain information to confirm offuée the existence of that fact. Second, a perasrkhowledge
of a fact if that person ought reasonably to hawevin or suspected a fact if the conclusions thairhghe
ought to have reached, are those which would haes lbeached by a reasonably diligent and vigileerspn
having both the general knowledge, skill, trainamgl experience that may reasonably be expectegp&rson
in his or her position.

Sanctions:

121.The proposed Terrorism Bill imposes life imprisontrfer acts of terrorism as well as the aiding atuktting of
such actions. However, there are no provisiongHerconfiscation of assets or instrumentalities tr@ proved
to have been used in any way in relation with ti@mission of a terrorism offence.

Analysis of effectiveness

122 Since there the Terrorism Bill has not been engdteel effectiveness of enforcement of terrorisiateel laws
cannot be assessed.

123.0n the other hand, it is important that terrorisafcing is criminalized because the authoritiestineed that in
view of the upcoming 2010 World Cup event in Soiflica, SADC is already discussing the challendred t
will be faced by the region including terrorism dtid financing through front companies and hovatiress
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these challenges. Having an adequate and appmjegslative and regulatory framework to combatoiésm
will be a critical component of the way in whicletbhallenges are addressed.

Recommendations and comments

124The Combating of Terrorist Activities Bill is stilh draft form and there is no time frame as to awhevill be
tabled before parliament for debate and passageatitinorities should expedite the tabling and enewt of the
Terrorism Bill as described above, satisfies tlipiements of SR 1. The absence of an Anti-Tesmrlaw can
make it difficult for a requesting country to sétithe condition of dual criminality. Expediting e passing of
the Terrorism Bill will strengthen the existingénbational cooperation framework.

125 Provision should be made to hold legal personddiahder the Terrorism Bill as in the case underRROCA.

Compliance with FATF Recommendations |l
Rating Summary of Factors underlying rating
SR.II NC » Terrorist financing has not been criminalized and he Terrorism Bill is
still in draft form and there is no time frame as b when it will be tabled in
parliament.

1.3 Confiscation, freezing and seizing of proceed$ crime (R.3)

Description and analysis

Relevant Legal Provisions:

126.The legal provisions for the identification, tragiand evaluating property subject to confiscatsmizing and
freezing, confiscation and forfeiture of propertil e provided for in the POCA and will be compegisive.
The provisions will be provided for under chaptemsnd 6 of the POCA in sections 17 through 68. Utlike
POCA, confiscation refers to a criminal based pssaependent on the conviction of an accused perdole
forfeiture refers to a civil based process regasilef whether an accused person is prosecuted. \¢owe the
absence of the coming into effect of the POCA |¢igal framework for the confiscation, freezing amikzing of
the proceeds of crime are governed by the CriniPmatedure Act, 1977 and soon by the Criminal Proczd
Act, 2004 which will replace the 1977 statute. H@®CA replicates the provisions in the CPA dealiriidp whe
seizure and freezing powers. The relevant provisadtthe 1977 Act will be discussed below underhtbading
dealing with provisional measures in paragraph4-135.

127 The confiscation and forfeiture regime proposeliaised on two pillars of (i) criminal confiscati@and (ii) civil
forfeiture. Chapter 5 of the POCA deals with cotdison procedures and other provisional measueshtve
to be followed to confiscate the proceeds of unlawattivities. In chapter 6 of the POCA, the lawyides for a
civil forfeiture procedure. The differences betwélease two regimes includes the following:

(a)The criminal confiscation procedure focuseshendriminal benefit that a person obtained througlawful
activities. Civil forfeiture can also be used toféit such criminal benefit. However, in additianthis, under the
civil forfeiture system, property that aided therouission of an offence or the instrumentality af tffence can
be forfeited.

(b) The criminal confiscation procedure follows agbe conviction of a person for a predicate oféetiat gave
rise to criminal benefit. On the other hand, nowiction or even prosecution of any person is resliiior
tainted property to be forfeited.

(c) Under the criminal confiscation framework, wiéhere is a successful prosecution of a defendasturt
can make an order requiring the convicted defendapay a specific amount to the State. With respecivil
forfeiture, an order can only be made forfeiting fipecific property which is the subject of thddiure
proceeding to the State.

Confiscation of Property Process:

128Under section 35 of the CPA, 1977, a court whichvicts an accused of any offence may, without eaticany
person, declare any weapon, instrument or othiedealty means whereby the offence was committedtoch
was used in the commission of the offence, orafdbnviction is in respect of an offence in whickehicle,
container or article was used, be forfeited toSkete. Although this authority under the CPA, 1&7Broad as it
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does not require a notice to be given to any persertion 35(3) requires property which is subjedie
forfeited to the State to be kept for a period @fdays with effect from the date of declaratioriasfeiture. This
provision under section 35 is retained under th&,G®04.

129.0n confiscation of an instrument that has been urséte commission of an offence or is the proceddm
offence, section 35 gives broad powers to the $teltave forfeited an instrument or article thaswaed in the
commission of an offence.

130.The provisions under the CPA, 1977 and 2004 wilkkbmplemented under the POCA. Section 32 of the RO
provides for the confiscation of property wheresfeddant, who is convicted, may have derived amefie
from an offence of which he or she is convictedawy other offence of which the defendant has loeenicted,
or any criminal activity which the court finds te Bufficiently related to the offences for whicle thefendant
has been convicted. Pursuant to section 32(23)eoPOCA, a court holding an enquiry into whetherghhas
been a benefit accruing to the defendant, oncgtabéishes such a finding, may make a confiscairder
against the defendant for the payment to the $fad@y amount it considers appropriate. Howevestice
32(6) of the POCA provides that, where a court makeorder for a defendant to pay the State, tleuam
cannot exceed the value of the defendant’s procefeitie offences or related criminal activities.

131 With regard to confiscation of property that hasm&undered or which constitutes proceeds from, or
instrumentality used in, or instrumentality intedder use in, the commission of a money laundeoingther
predicate offences, section 61 under chapter BeoPOCA which deals with civil forfeiture, providis the
High Court to make a forfeiture order of propettgtt(i) is an instrumentality of an offence referte in
Schedule 1; or (ii) is the proceeds of unlawfuhatiés. Section 1 of the POCA defines “instrumeityaof an
offence” as any property which is concerned indbmmission or suspected commission of an offencativen
committed within Namibia or elsewhere.

132 Therefore, when chapters 5 and 6 are read togetteecpnfiscation framework in Namibia covers nut
laundered property but any proceeds or benefitu@rgito a defendant as a consequence of the uivagrly
offence from which the proceeds of unlawful actastarise. As discussed earlier under criminatratf
money laundering, the proceeds of unlawful actgitextends to property commingled with property iha
proceeds of unlawful activities including any seeviadvantage, benefit or reward, derived diremtiyndirectly,
from any unlawful activity.

133The proceedings for civil forfeiture are civil pesdings and not criminal proceedings. As suchrules
applicable in civil proceedings apply to the fotfiee proceedings.

Provisional Measures:

134 At present the powers to search and seize proadeddawful activity are contained in Chapter 2ttoé
Criminal Procedure Act, 1977 (CPA) dealing withrebawarrants, entering of premises, seizure, fanfeiand
disposal of property connected with offences. Inipalar sections 19 through 34 of the CPA dealthwi
provisional measures. In discussions with the aitths the mission was advised that the provisiarthe CPA
have been replicated and enhanced in the POCA.

135These powers will be complementary to the provisida be discussed later under the POCA. Thisaecti
provides that the State may seize any article wisidoncerned in or is on reasonable grounds beli¢éw be
concerned in the commission or suspected commisgian offence, whether within Namibia or elsewhere
which may provide evidence of the commission opsated commission of an offence, within or outside
Namibia; or which is intended to be used or is@aspnable grounds believed to be intended to lkingke
commission of an offence. The section gives germraders to the GoN to seize certain articles ireotd
obtain evidence for the institution of a proseautio the consideration of instituting such proseeutThe
powers under section 20 are given effect to byiee&1 of the CPA, which is the authority to sedrsy article
by virtue of search warrant issued by the courteek a search warrant is issued under section fie@PA, a
law enforcement official is authorized to searcl parson identified in the warrant, or to enter aadrch any
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premises identified in the warrant and to searghpanson found on or at such premises. The CPAmIzades
for circumstances when an asset related to the éssion of an offence can be seized without a seasshant.
This can be done where the person to be searcimsémts to such search; or the law enforcementalffias
reasonable grounds to believe that a search wasifite issued if applied for, and that a delayltaining
such warrant would defeat the object of the seakchording to the authorities interviewed during th
assessment and Namibian case law, whether reasogralbinds were present is an objective questioichah
answered by looking to all facts before the court.

136.Section 24 of the POCA provides that, where a pnatgen for an offence has been instituted against a
defendant; or either a confiscation order has Inegte against a defendant or it appears to the tmirthere
are reasonable grounds for believing that a coatfise order may be made against a defendant; or tha
proceedings against a defendant have not beenudtattlor that a person has been charged with anadf and
that there are reasonable grounds for believingaltanfiscation order may be made against thaopethen
the High Court may make a restraint order uponiegibn by the Prosecutor-General.

137 Under section 25, if the High Court is satisfiedhathe application made by the Prosecutor-Geninmalyst, on
anex partebasis, make an order having immediate effectegpect of such realisable property as may be
specified in the restraint order and which is Hatdhe person against whom the restraint ordeeiisgomade; or
in respect of all realisable property held by sperson, whether it is specified in the restraikeoror not; and
in respect of all property which, if it is trangfed to such person after the making of the regtoather, would
be realisable property.

138Section 20 of the POCA defines realisable propastgny property held by the defendant concerneainypr
property held by a person to whom that defendasitdiv@ctly or indirectly made any affected gift;tbe
instrumentality of an offence attributable to trefeshdant.

139When the POCA comes into effect, before an apjtinas made for a forfeiture order, the Prosec@eneral
may apply, under section 51 of that Act, to thetH@purt for a preservation order prohibiting anyspa from
dealing in any manner with any property which is slubject of the application. The application iscacpanied
by an affidavit indicating that the deponent ha§icgent information that the property concernedis
instrumentality of an offence or the proceeds déwful activities. If the High Court is satisfieth@
preponderance of probabilities with the evidendengitted that the information shows prima facie tivtre are
reasonable grounds for that belief, the Court madte a preservation order. There is no requiremoegit/e
notice to any other person or the adduction offarther evidence from any other person.

140When the High Court makes a preservation of prgpader it is required at the same time to makeraler
authorizing the seizure of the property concerngd lmember of the police, and any other ancilladecs that
the court considers appropriate for the proper,dad effective execution of the order. The propsetized has
to be dealt with in accordance with the directiohghe High Couirt.

141 According to the provision in section 52, it is palfter the High Court has made the preservatiquraperty
order that the Prosecutor-General is required as ae practicable after the making of the ord€i)tgive
notice of the order to all persons known to thesBecator-General to have an interest in the propenigh is the
subject of the order; and (ii) publish a noticelaf order in the Gazette.

142 Chapter 9 of the POCA provides the framework ferittentification and tracing of property. The Pimger-
General, if satisfied that there are reasonablargte for believing that a person is committing, tasmitted or
is about to commit an offence referred to in Sclhedymay apply to court for an order for the idfécdtion,
locating or quantifying any property, or identifgior locating any document necessary for the tearaffany
property to be delivered to law enforcement agents.

143 There are general powers of search warrants uedéos 86 where there are reasonable grounds ievieehat
tainted property is present on a premise, buildiedpicle, vessel, train or aircraft.
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144 Pursuant to section 55 of the POCA, where the Kighrt has made a preservation of property ordeuyator
bonisis appointed and has responsibility under the P@Canage the seized assets. He assumes corgrol
the property, takes care of it, administers theerty and where the property is a business or takiag,
carries on the operations of the business or uakieg. Currently, the management of seized asselgrie by
the police although discussions with the autharitEvealed that when it comes to dealing with manamt of
currency or cash, this posed a challenge.

Assets Held by Third Parties:

145.The CPA, 1977 under section 20 and 21 permitse¢imire of any weapon, instrument or other artigleneans
of which an offence was committed whether in thesession of the defendant or a third party. Morgove
section 35 of the CPA 1977 permits the forfeiturewch property. Furthermore, as discussed in papagl 38,
the POCA permits the confiscation and restrairgssiets held by third parties (section 20 and 22).

Rights of Third Parties:

146 Sections 30, 31 and 35 of the CPA, 1977 providegeption for third parties who may or do have aeri@st in
seized property or property that may be subjebtieiture. According to case law developed byNmibian
courts, third parties should be informed of theimion to forfeit in order to afford a third pattye opportunity
to address the court and to lead evidence if l#herso wishes. Further, there is a comprehensiweefivork
under the POCA for the protection of interestshirfk parties in forfeited property.

147 Section 65 of the POCA provides that any persoectétl by a forfeiture order who was entitled teree
notice of the application for a forfeiture ordeutldid not receive such notice, may, within 30 dafgsr the
notice of the making of the order is publishedne Gazette, apply for an order excluding his oriti@rest in
the property concerned from the operation of thieegror varying the operation of the order in respé that
property. However, the third party affected hadeémonstraténter alia the nature and extent of the applicant'
right, title or interest in the property concernadgd the time and circumstances of the applicantsiisition of
the right, title, or interest in the property.

148 Where a third party who furnishes an affidavit tgpgort their application to exclude their interieetn the
operation of the order, makes a false statemethieimffidavit knowing that statement to be falseot believing
it to be true, he or she commits an offence aidlide on conviction to a fine of N$100,000 (US¥1®)) or to
imprisonment for up to five years, or to both.

Power to Void Actions:

149There is no provision under the CPA, 1977 or 2@4vbiding contracts. It was not clear from dis¢oss with
the authorities whether this could be done undermon law.

Confiscation of Property of Criminal Organizations:

150.There is no explicit provision under the CPA to fiszate property of criminal organization. On thbhey hand,
to the extent that it is established that propkeipngs to individuals found to have committed ckedeering
offence under Chapter 2 of the POCA, these wilkktnafiscated since organizations primarily crimimahature
are more likely than not to be engaged in a pattéracketeering activity.

Burden of Proof in Confiscation Cases:

151 Chapter 6 of the POCA will establish the framewfankthe civil forfeiture of instrumentalities of feinces as
well as the proceeds of unlawful activities. Set® of the POCA provides for all proceedings urdeapter 6
to be conducted as civil proceedings meaning tlestandard of proof is on the preponderance dfgiitities.
In addition, the rules of evidence applicable wilgiroceedings apply to proceedings under Chapter

[2)
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Statistics on confiscated and forfeited property:

152. There are no statistics related to confiscateggnty and no database is maintained by the aug®rithe
statistics available are limited to the numberaf\dctions, acquittals and the type of offencesvibich
convictions are given.

Recommendations and comments

153.The current CPA provides adequate powers for laareement agencies. However, the proposed framewor
for confiscation and provisional measures as egedainder the CPA, 2004 and POCA will strengthen th
existing system. Consequently, the authorities shexpedite the coming into effect of the 2004 Aot the
POCA.

154 The authorities should provide for the power tadvactions such as contracts related to criminabities.

155The authorities should establish a database astitatdealing with confiscated and forfeited pnape

Compliance with FATF Recommendations 3

R.3 PC e The CPA, 1977 does not provide Namibia with a cahpnsive legal regime
for confiscation.

* There are no provisions dealing with the tracind @entification of proceeds
of crime.

» The POCA though enacted is not in force.

1.4 Freezing of funds used for terrorist financing SR.11I)

Description and analysis

Freezing, Seizing and Confiscation of Terrorism-Relted Funds:

156.There is no legal framework yet for the freezirgjzg and confiscation of terrorism-related funéisthe
present moment, in the absence of legislation fi@ment the Security Council resolutions, the arities use
the BIA, the CPA and common law, to require all coencial banks to report to the BoN any suspicious
transactions related to terrorism or terroristuditéis and to advise on whether any persons otJthé.ist of
suspected terrorist or terrorist organizations r@s@unts in Namibia. As mentioned in paragrapht35BoN
has issued two Exchange Control Circulars (BoN @dfINovember 2001 and BoN 02/08 of March 2002) to|
commercial banks, who are the authorized dealefiar@ign exchange. There are required to reportfargign
transactions involving identified persons and nsibns to the BoN. The BoN has the power underuRempn 4
of the Exchange Regulations to freeze accountssifients transferring funds identified to persams a
organizations on the UN List. No such cases haea beported. Further, where for instance, assetasgfected
terrorists or terrorist organizations were to bentified in Namibia, they would be frozen pursugmsection 20
of the CPA, 1977.

157 The mission was further advised that currentlylinded Nations List was received through the Aneanic
Embassy or the Ministry of Foreign Affairs. At pees because of the absence of any framework whether
administrative or otherwise to deal with the freggziseizing and confiscation of terrorism relatedds. This is
compounded by the absence of a law criminalizingriting of terrorism which will give the authorgithe
power to freeze, seize and confiscate funds. Indéednission was advised by the authorities thabuld be
difficult for Namibia to deal with a situation inhich names on the UN List were found to have actoimthe
banks operating in Namibia. There is no mechanigwliich to enforce the United Nations obligatioss a
mandated by the UN Security Council.

Freezing Assets under S/Res/1267:
158 Besides the actions taken under the Exchange Cquveers, the authorities advised that Namibia duss
have any legal and institutional system to implentlee freezing and seizing obligations under theusity
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Council Resolutions.

Freezing Assets under S/Res/1373:

159 See the discussion in paragraph TBte authorities advised that Namibia does not lzanyelegal and
institutional system to implement the freezing aeizing obligations under the Security Council Retsons.
This is not helped by the absence of the Terrolésm Indeed, in Namibia’'s report to the Securityu@ail on
how they have implemented this resolution, it waidated that “currently there is no law which cdiegpwith
this aspect of the Resolution.”

Freezing Actions Taken by Other Countries:

160.The authorities advised the mission that they mtaeceived any lists of designated by other aeembther
than those submitted by the US Embassy. Furtheretis no specific provision under any law that Naancan
freeze funds suspected of being related to temoaisthe request of another state.

The Definition of Funds:
161 There is currently no definition of what constitifeinds. However, this will be provided for once #errorism
Bill is enacted by Parliament.

Communications with the Financial Sector:

162 As mentioned earlier, there is no mechanism folémenting the Resolutions. In this regard thereftirere is
no laid down procedure on the manner of communigat the financial sector on any freezing actioat may
be taken in giving effect to the Resolutions.

Guidance to Financial Institutions:
163There has been no guidance to financial institstiwith respect to the obligations under the Rekgwist

De-Listing:

164 Namibia has not designated domestically any perspestities for the purposes of freezing assd#iae to
terrorism and therefore, it has not taken any adiiode-list any persons or entities nor is thepecezedure for
de-listing of listed persons or entities.

Unfreezing Procedures:
165No process exists for unfreezing funds that mayehmen mistakenly frozen.

Access to frozen funds for expenses and other purges:

166.In view of the fact that there has been no impldu#on of the Resolutions and no funds have bewrefr as
yet in Namibia, the issue of access to frozen fdodexpenses and other purposes has not beervdtaly
the authorities. There is nevertheless no procedystace to authorize access to frozen funds.

Review of Freezing Decisions:
167 There is no mechanism by which the authoritiesreaiew freezing decisions made pursuant to the UN
Resolutions.

Enforcing the Obligations under SRIII:

168 Namibia has no system as yet by which it can esftite obligations under SR Ill. With the exceptidn
drafting a Terrorism Bill and actions taken unde Exchange Control powers, the authorities havenaale an
effort in establishing a comprehensive mechanismibigh the Resolutions can be implemented. As the
situation currently stands, there is no systenimfilementing the Resolutions and enforcing thegattions
envisaged by SR II.

Recommendations and comments

169 Absent an Anti-Terrorism law, the authorities shibcbnsider the following:

170The authorities should establish a comprehensistesyfor implementing all the requirements of the
Resolutions.

171 Within the comprehensive system, establish thege®by which funds can be frozen and unfrozen amd h
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these decisions are to be made.

172 Provide for the process of reviewing decisions #ratmistakenly made with regard to freezing ofiun

173 Establish a mechanism to communicate effectiveth #ie financial sector with respect to the UN géalions as
reflected in the Resolutions.

Compliance with FATF Recommendations Il

SR.II NC » There is no legal system for the freezing, seizirapd confiscation of
terrorism-related funds and implementation of the Resolutions.

» Namibia does not have an institutional framework toeffectively provide
assistance to another jurisdiction pursuant to UNS® 1373.

e There is no mechanism to communicate effectively thi the financial
sector.

1.5 The Financial Intelligence Unit and its functims (R.26, 30 & 32)

Description and analysis

Establishment of Central Agency:

174 There is no established operational central natiagency responsible for receiving, (and as peeuhjtt
requesting), analyzing and disseminating to thepmient authorities, disclosures of financial infation,
concerning suspected proceeds of crime and poténaacing of terrorism, or other information recpd by
domestic law. In the absence of an FIU, bankingtirt®ns are required to report suspicious tratisas to the
BoN. The commercial banks have submitted 10 STIRRef which have been referred to the police fattier
investigations. The Police did not give any feedkdar these STRs and no investigations have takare as a
result for such reports. At the moment there ispecial unit within the BoN to deal exclusively WwBTRs.
There is no specific mechanism and capacity to dwéhlthe investigation or analysis of STRs or ottedated
information. There is no dedicated coordinationussn the BoN and concerned law enforcement ageranies
moreover no formal mechanism for information shagsivith FIU’s in other countries.

1751t was mentioned by the ESAAMLG team in their mdiegaluation report that Namibia had a draft Finahc
Intelligence Bill (FI Bill), establishing a finarai intelligence directorate (FIU) within the BoNin&e the
assessment in July 2004, the draft Financial igtatice Bill has not yet been passed into law b tabled
before Parliament on February 22, 2006. The autesnqprovided the mission team with the FI Billtthas
approved by Cabinet.

176.The FI Bill as proposed is intended to provide mptimentary legal and institutional framework famsbating
money laundering and financing of terrorism; tabsh an Anti-Money Laundering Advisory Councd; t
provide the BoN with the necessary powers to chllegsess and analyze financial intelligence daiahmmay
lead or relate to money laundering and financintgofrism; and to impose certain duties on instihs and
other persons who may be used for money laundaridginancing of terrorism purposes.

FIU’'s Powers

177 Section 5 of the FI Bill designates the BoN asnilional central agency for collecting, processiagalyzing
and assessing all reports and information receivsed disseminating information to the competenhauities.

178The BoN compiles statistics and records, dissemafigformation within Namibia or elsewhere and nsake
recommendations arising out of any information reed. It coordinates the activities of the variqaessons,
bodies or institutions involved in the combatingrafney laundering. It informs, advises and cooperatith
investigating authorities and the intelligence seeg. It supervises compliance with the Act by antable
institutions and gives them guidance.

1791n order to attain its objectives and perform métions as an FIU, the BoN will have the followpmwvers:

(a)lt may call for and obtain further informatiorofm persons or bodies that are required to supplgrovide
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180

181

information, the BoN has an immediate access tordesckept (at least five years) by an accountafgitution
or a supervisory body and may examine, get codiésese records.

(b)It may request for information from any goverminggency and supervisory body. Nothing is saicceaning
the limits of this access to information from lamfe@cement and others.

(c)It can direct any accountable institution or sugisory authority to take such steps as may be@piate in
relation to any information or report received thetBank; enforce compliance or facilitate any stigation
anticipated by the BoN; issue determinations tg supervisory body; in consultation with supervisbodies,
issue guidelines, directives, circulars or notitesiccountable institutions.

(d)The BoN conducts research into trends and devedmts in the area of money laundering and thenfimey
of terrorism and improved ways of detecting, préwgnand deterring money laundering and the finagobf

terrorism activities.

(e) It exercises any other power or does any othiaig not inconsistent with the FI Act, which icessary to
achieve the objectives of the Act.

(f) In sections 27 and 28 of the FI Bill, evennfaccountable institution has made a report, it magtinue with
and carry out the transaction. However, the BoN kalve the power to direct the institution, in g, not to
proceed with the transaction for a period thatétermines, but not for more than five working days.
(g)The BoN has in the AML/CFT field the powers datiles in all respects corresponding to the povesrd
duties conferred on a registrar by the Inspectibfrinancial Institutions Act, 1984 (Act No 38 of8#9.

(h)The BoN in section 5, (2) has the power ofafigaating information within Namibia or elsewhebg, (
furthermore it must (section 34) disclose an infation to an investigating authority inside Namilaiad to the
Intelligence Service, when it has reasonable greundsuspect that information to be relevant tortagonal
security of Namibia. However, it is not very cleader the FI Bill, if the BoN has to disseminatstsgnatically
analyzed information originated in STR's to lawanément agencies or to the prosecutor or both, @md
which grounds or level of suspicion.

(DApart from that, the BoN can disseminate infofiorato foreign counterparts with similar powersdaduties
on such terms and conditions as are set out in &UMigned between the BoN and the foreign agency.

Independence of FIU:

The FI Bill states that all financial matters oktBoN relating to the Bank’s performance of itsesitinder the
FI Act must be kept separately from the BoN'’s oftmancial matters under the Bank of Namibia A&91, Act
No 15 of 1997(7 (2)). Furthermore the governor rdalegate, in writing, any of the powers entrustethe
Bank in this Act to an officer or officers of theNB A ministry, an agency or an office may, afamaultation
with the bank, second a staff member to the BoNtHt® purpose the person is considered as an eyeplof
the BoN. Moreover in section 5 (5, 6), the lawestahat a person must not unduly influence or feterwith the
BoN in exercising its functions, responsibilitiexanaking decisions. Any person who contravenss thi
provision commits an offence and is liable to @ fom to imprisonment or both. Nevertheless, notlsrgpid
more precisely about the operational independerieyspecific department that would be in chargéhefFIU’s
functions, if any, within the BoN.

At the same time, the FI Bill creates an Anti-Mohayndering Advisory Council (Part 3). This Counaill
advise the Minister on policies and measures tobaimrmoney laundering and financing of terrorismatt as a
forum in which the BoN, associations representiaggories of accountable institutions, organs eft&and
supervisory bodies can consult one another. Thestéinof Finance will be responsible for appointiitg)
members, who are the Governor, the Permanent Sagret the Ministry of Finance, the Inspector-Geadenf
the Namibian police force, the Permanent Secret@the Ministry of Trade and Industry, the Permanen
Secretary in the Ministry of Justice, a Directortire Ministry responsible for Intelligence Servicke Chief
Executive Officer of the Namibia Financial Instituts Supervisory Authority (NAMFISA), the presidefrihe
bankers association, one person representing ag8ons, one person representing supervisory boalesone
more designated person. The Governor of the BolNckair the AMLC.

Confidentiality of Information:
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182 Sections 32 and 33 of the FI Bill provide adequagxhanism to protect the information reported ® BoN,
and has a process by which such information isetdibseminated. This process is intended to mairiei
integrity of the information in the custody of BeN. In addition, no duty of secrecy or confidelitifeor any
other restriction on the disclosure of informatiavhether imposed by legislation or arising from coom law
or agreement, affects compliance with a provisibthe FI Bill. However, there is a specific prowisi
concerning the common law right to professionaVviepe (30, (2), see DNFBP’s comments).

Periodic Reports:

183 No obligation to make periodic reports on statstigpologies and trends in ML and FT as well asa@ther
information related to its activities is specifiedthe draft. This responsibility has not beenunled in the
provisions of the FI Bill.

Structure and function:

184 As the BoN has not yet began functioning as thenfimal intelligence unit, consideration has nothetn given
to structural, staffing and funding issues. Howewarthe funding matter, section 6 of the FI Biibpides that
the BoN may request the Minister to appropriatelfuto the Bank in order for the BoN to exercisaliiies and
functions under the FI Bill. Further, the BoN catept any other money legally acquired. On staffasges, as
described previously section 6 of the FI Bill githe BoN the authority to second its staff to perfahe
functions of a FIU as envisaged under the Bill. $eondment is subject to any conditions the BoM ma
impose, and retains control over any decision tdkea seconded staff memb@&he BoN does not yet a precig
view of the staff profiles to be dedicated to thE'E functions. They expect to start operating vitbr 8
personsThe BoN has already worked on the necessary I'EByst

Recommendations and comments

185Therefore the FIU should be established with amadie budget and other relevant resources. Giariha FI
Bill has already been tabled, practical steps shbaltaken towards establishing the FIU such as the
development of an implementation plan.

186 Adequate experience should be required from stadEsential fields such as law enforcement anchdiah
matters.

187 Structured training programs for staff should belemented.

188.The independence of the Unit in charge of the Ffursctions within the BoN should be strongly workadt in
order to comply with recommendation 26, particyladncerning the decision process and status fif Ata
independent structure should be created withirBiilg exclusively dedicated to the FIU work with sifiec
staff, premises and equipment.

189 Protection and Integrity of staff should be guaganit

190 Exchanges of information with state agencies ant priosecutors and judiciary should be organizeatdter to
facilitate the BoN'’s analysis of STRs and optimiizework.

191 Destination of analyzed STRs that reveal a crimamaivity should be clarified (Police, Prosecutaffice), as
well as feed back for the FIU.

192 When the FIU is operational, statistical and aredytools should be put in place to understand eyon
laundering and financing of terrorism patterns antbia, to be able to analyze the efficiency of AGL/CFT
framework, and to improve the advising role of Bi& and the Advisory Council. Annual reports are
recommended.

193The Combating of Terrorist Activities draft Bill shld be passed, so financing of terrorism wouldibaer the
scope of the reporting process.

194 Compliance with FATF Recommendations 26, 30 & 32

R.26 NC » The law establishing the FIU has not been enacted

R.30 NC e There is no FIU and no specific investigating uniin charge of ML and FT
cases

R.32 NC » There were no statistics available.
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1.6 Law enforcement, prosecution and other competémauthorities—the framework for the investigation and
prosecution of offences, and for confiscation anddezing (R.27, 28, 30 & 32)

Description and analysis

Relevant Legal Provisions:

195.The Criminal Procedure Act 25 of 2004 organizemfs of entries in accounting records and docuntemtaf
banking institutions (s. 267, 268), even in cow#mutside Namibia as well as use of traps androoder
operations and admissibility of evidence so obthifsection 282). Under the POCA, law enforcement
authorities are responsible for investigation ofaes and money laundering offences. The investiggiowers
are exclusively for authorized members of the goéis per section 2 of the Police Act 19, 1990. FBEA, in
chapter 9, (see sections: Criminalization of ML, R1Confiscation..., R 1, 2 ) addresses investigatio
property tracking orders, warrant to search for sgide tainted property, powers conferred by warraquest
for information, sharing of information. For examphn order can be issued by Court that a finantséitution
immediately produce to an authorized member opthiliee all information about any transaction cortdddy
or for that person with the institution during gmgriod before or after the date of the order. Atharized
member of the police may request any person emglyer associated with an agency, office or migisr
statutory body to furnish him free of charge anthimi a period specified in the request, with albimation that
may reasonably be required for any investigatioteims of the POCA.

196. Moreover, with a view to mutual cooperation ane sharing of information, the Minister of Finanaeaoy
official designated by him for this purpose mustlogified of an investigation related to organizeuine, or of
an investigation into the property, financial aitids, affairs or business of any person, notwithding the
Income Tax Act, 1981. Investigating techniques haeen added in the Anti-terrorist Activities DrBitl, such
as possibilities to disclose information to an ayppiate authority of a foreign State concerningaest
properties or transactions, easier interceptiotoofimunications, and issuance of directions for stigations to
members of the Police.

Justice:

197 Judicial powers are vested in the Courts of Namivlach consist of, the Supreme Court, High Coang
Lower Courts. Lower Courts are presided by magdissrar other judicial officers. The Attorney Generad the
Prosecutor General are the chief law enforcemdiaien$ in the government. The two offices are it
appointments whose terms expire with that of theegament they were appointed by. The judiciary coses
54 magistrates. There are two permanent judgdsistipreme Court, others being ad hoc. 7 are iRligje
Court (4 are acting). There are 97 prosecutord avibtal of 119 staff in the prosecutors’ offices.

198. The law enforcement agencies in Namibia incluiesNamibian Police, the Customs and Excise Depattme
and the Immigration Department

Police:

199. The Inspector General of the Namibian Police goited by the President of the Republic as themsander
in chief of the armed forces. The Inspector Geneaglthe command powers and accountability to diggh
members, to determine their functions, their poveerd duties, to institute disciplinary proceedirtgincrease
penalties for certain offences, to submit crimistalistics, to establish a Police Advisory Boaodptovide for
municipal police.

200.The Namibian Police comprises the Crime Investigabivision which deals with crime administratiomdshas
the following specialized units: Commercial Criln@estigation Unit, Drug Law Enforcement Unit, @e
Information Unit (C.1.U), Anti-terrorist Unit, Ptected Resources unit, Crime Investigation Suppnit,
Motor Vehicle Theft Unit, Fire Arms Unit, NamibidPolice Criminal Records Center (N.P.C.R.C), Nanmibia
Forensic Science Institute, Scenes of Crimes Ugsious Crime Investigation Unit, Women and Child
Protection Unit. The Commercial Crime Unit wouldibeharge of ML and FT cases.

201. Despite requests by the assessors no data havedeenunicated to the mission concerning numbetaf,
equipments and moreover kind of criminal investmat handled by the Namibian Police (NAMPOL) or any
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statement of criminal activity in Namibia.

202.The Namibian police employ many techniques to acoesords in the course of an investigation. Thaay c
engage in an undercover operation in order to ateestigate or uncover the commission of anrafée They
can use informers, electronic surveillance, intptiod and monitoring of telecommunications under Bolice
Act, 1990. They have the power to search persotigan vessel under section14 of the Police Act.ddride
CPA they can seize property suspected to be preademtime. (see the discussion in paragraph 13%4eh3
provisional measures)

203 According to the authorities, the main crimes itiiggged by NAMPOL are robbery, fraud, motor vehitieft,
forged documents and drug trafficking. Most incgsrstop at the first levels, due to difficultiedbmable to
trace leaders of a syndicate. The main reasonth@fdack of trained staff, insufficient number tdf§ and
adequate resources. At the moment, investigatorniques and methods of obtaining evidence do mulydo
money laundering and financing of terrorism.

204.The authorities do not keep statistics or anatypelogies, or criminal schemes related to monemdiering
and its predicate offences and financing of tesrarilnternational cooperation will be describethia section
on Gther forms of international cooperation.

205Training is provided mostly through the Southermiéein Regional Police Chiefs Cooperation (SARPC&)
Interpol. However, no specific information was pro®Rd concerning these training programs (number,
sequence).

Customs and Excise Department

206.The Customs and Excise department is governedeb@tistoms and Excise Act No 20, 1998. It falls uride
Ministry of Finance (MoF) and is responsible foter alia controlling movement of goods at major entry psin
and among others the physical transportation df easl other monetary instruments to and from Neamibi
Through BoN regulations, the Customs Departmenti@power to seize undeclared currency and to baad
such cases to the police, as well as for other gjoblde Department has a close cooperation witBtié¢ on
currency issues (see secti@R IX on Cash couriers).

207 The list of prohibited goods or submitted to restoins is wide, including live animals, tobacconsnals,
compounds of precious metals, second hand goddsxaty goods, minerals. Smuggling is an offence.

208.The system relies on the declarations made by awfegoods being brought into Namibia.

209.The Customs Department, which falls under the Mipisf Finance, has approximately 400 staff. It is
responsible fomter alia controlling the physical transportation of cask ather monetary instruments to and
from Namibia. It has a performing secured IT net@sycuda system) which includes analytical sofeva

210All relevant customs officers have law enforcenmamivers for customs offences. Nevertheless, unaxiose
4(2) of the Customs Act, no customs officer carldise information relating to any person, concerhusiness
unless it is for the purpose of enforcing the psminis of the Act, except when required to do sa a#tness
giving evidence in court. Therefore they can orichbse to the police information related to Custasffences.

211l ack of professional skills, especially for offiseait the borders, coupled with the 3936 km lanchbaties and
the four border countries make it hard for the @omst to be plainly efficient. Agents are facing idiffties in
evaluating goods, particularly at the borders winenvalue of goods has to be checked in comparisitn
Customs forms and invoices. Therefore there ispmodunity for criminals to over value or undenalgoods,
for the purpose of different kinds of traffickingcluding money laundering objectives. On the otheend, the
strong incentives for import-export activities deea need for a good balance between efficientotsnand
flexible cross border commercial activities.

212 Customs representatives have mentioned as maidufient typologies, smuggling (drugs, diamonds, iouec
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stones, luxury goods), “round tripping” or “carolider VAT frauds and trafficking of second handayts like
cars. Cars’ trafficking is a concern and joint giiems at a national level with the dedicated agenand at the
regional level in the Southern Africa Customs Un{BCU) network have been successfully organizgzhr
from the latest scheme and smuggling, tax frawdten the motive, like in “VAT carousel” patterrensitive
zones are mostly the north with the “Angolan métkatd the southern border. A strong cooperatiiste
between Customs, Tax administration, Police, andBthN. International and regional cooperation il
treated in sectiorOther forms of international cooperation

213 No data have been communicated on seizures amhesistffences.

Home Affairs and Immigration

214.The ministry has an important on-going projeabiider to avoid replication, counterfeiting and ifidstion of
official ID documents. The aim is to centralizeaicomputerized system ran by the Home Affairs,dipgnts,
ID information and identification documents referes. Databases are located in South Africa. Thaskiynis
working on the possibility to answer to requestsrfithe private sector, like banks, to check infdiamaon
clients, taking into account the KYC obligationsivRte sector would be charged for this service.

2151t is important to mention that in Namibia a lasegraved national ID card is mandatory for a Naamgitizen
at the age of 16. Moreover the Home affairs arekimgron improving the safety of birth certificatelivery.
Immigration officers are also sensitized to forgleduments. Namibia has been presented as a gabstwagen
Angola and South Africa. Immigration is a real cemcwith a million Angolans crossing the northeonder
into Namibia with a majority of these being woméns not clear if this is due to human trafficking
immigration of individuals looking for economic ogpunities. Home Affairs mentioned also that tlaeg
facing a mushrooming of churches, which is congidexs a real problem as far as there is a loophdhe
control of these organizations. At the moment, loofit organizations are registered with the Tradd
Industry Ministry but the Ministry of Home Affairsould be designated to cover these activities amtk @n
strengthening controls. Currently there is no arhesking with the Registrar of Companies.

Recommendations and comments

216.Training for all law enforcement agencies, proseuand magistrates should be organized on inastigy
techniques, on organized crime typologies, inclgditoney-laundering and financing of terrorism.

217 Staffing and resources should be adequate toesatitparties to handle properly ML and FT cases.

218Inter agencies cooperation should be improved dégarexchange of information, joint operations dféack.

219 Access to useful databases should be facilitatddwanen applicable, particularly with the FIU.

220 Statistical and Analytical tools should be in plat¢he different concerned administrations withrshg of
information.

22117 should be promoted. (databases and IT systems)

Compliance with FATF Recommendations

R.27 PC « Namibia has designated law enforcement authoritie® be responsible for
investigating ML and FT offences, however, as suatffences are not
criminalized yet, such measures are not in effect.

e  Criminal procedure tools exist but rarely used. Corplex investigations
seem rare. No precise data on nature and number @ivestigations.

R.28 PC » Legal tools exist but rarely used.
» POCA and CPA though enacted are not yet in force.
R.30 PC * FIU not in place, lack of specialized skills, no pcise data available on
staffing.
R.32 NC * No statistics are available.

1.7 Cash couriers (SR.IX)

Description and analysis

Relevant Legal Provisions:
222 The Customs and Excise Act, 1998 (Customs Actpéistees a declaration and disclosure frameworlkier
physical transportation of all goods including caslother monetary instruments which is importe@xported
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out of Namibia. In Namibia, the authorities adisat the reason why cash has to be declared doskéstif
requested to do so by a customs officer is not thdythis is required under existing Exchange €dnt
regulations, but under the Customs Act, money iateer form is deemed to be goods for customs deida
purposes. The declaration or disclosure is requifedl persons regardless of country of citizepshihere is no
threshold amount that is prescribed when bringmgurrency into Namibia. On the other hand, thera i
threshold amount of N$160,000 for individuals ar’HO million for corporate entities for taking cemcy out
of Namibia.

223The authorities did not indicate what type of imfation is required when making a declaration ocld&ure.
Customs and Excise Department

224 See paragraphs 206 and 209 on the structure @fubtoms department. All relevant customs officenseHaw
enforcement powers and work closely with the InlRedenue, the BoN and the police.

225Under section 4(2) of the Customs Act, no custoffises can disclose information relating to any s,
concern or business unless it is for the purposnfufrcing the provisions of the Act; or when regdito do so
as a witness giving evidence in court. Howevedistussions with the customs officials, the missi@s
advised that although the department is bound bresg, they can disclose information if there detetninal
activities or a person is reasonably believed teeffar example, failed to declare or disclose et that there
are bringing into Namibia currency. It was therefordicated that the department will have no diiig in
working with a FIU once it is established espeyiallth respect to exchange of information. At prase
however, there is no system in place whereby the Baeives information on cross border transpantadif
currency from the customs office.

226.In discussions with the customs officials, it wagealed that they have had no experience in gppigsical
currency. It was speculated that the reason ferrthight be because money intended to be usedviestiment
purposes is done through the commercial banksuBssgns with the Inland Revenue authority, the Bibid,
LSN and banking institutions indicate that becaafdthe existence of exchange control regulatiomsisactions
involving significant sums of money are done thilmegmmercial banks.

227 The authorities have the power under section 3BeCustoms Act to seize and detain any currenacydit
into Namibia in violation of the Customs Act or amgulations issued under the Act. But as indicated
paragraph 228, this power has not been used bgutherities. Since the POCA is not yet in effeal #re FI
Bill has not been enacted, the customs officialsalper selook at money laundering or terrorist financing
cases as a matter of practice. This arises onlgusecfailure to declare or a false declarationooidg may lead
to suspecting that a person is engaged in crinsici@lities. Indeed, in discussing with the custafigials, this
is one area in which they lacked the capacity tfilermoney laundering cases. Although the Custéuts
appears to provide adequate powers to the custep@imnent to seize and detain currency, therelesaah of
information on effective enforcement of the prowis of the Act as they relate to monitoring of srberder
transportation of currency.

228 Where a person makes a false declaration to arossiéficer and an officer upon further inquiry ddishes that
this is the case, and then the currency is liabferfeiture to the State. On the other hand, tission was
advised that where a person admits guilt for viotaainy provision of the Customs Act such as afals
declaration, the Commissioner may after considettiegadmissions made by the person determine tkterma
summarily and not institute criminal proceedingkisTaction can be by way of forfeiture to the Statéhe
entire amount or an amount agreed upon with thiomssofficials.

229 Domestic coordination among customs, immigratiot aimer related competent authorities is ad hoer&lre
no formal coordination meetings held among thesmeigs. However, during the discussions with trstams
and tax authorities an example of some measureastlmation was given in which the Ministry of Firee, the
Police, the Immigration office and the Customs dgpant worked well together in investigating somesistors
in the Northern part of Namibia.
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230. With respect to international cooperation, the@os department participates fully in the Southidsin
Customs Union (SACU) and within the context of SAD@Ier the Trade Protocol. Notwithstanding thielef
cooperation driven largely by trade issues wheoihes to monitoring of smuggled goods, there is no
mechanism to report to countries from which sucbdgoriginate.

231 There are no statistics available on seizures wénuay by customs officials.

Recommendations and comments

232 A monitoring mechanism of cross border transpartatf currency should be put in place.
2331n addition to the cooperation the customs departrhas with the Inland Revenue, domestic coordinatiith
other competent authorities should be enhancedtaedgthened.

Compliance with FATF Recommendations

SR.IX PC * There is a lack of effective implementation of SRX and no monitoring
mechanism of transportation of currency.

Preventive Measures—Financial Institutions

2.1 Risk of money laundering or terrorist financing

Description and analysis

234.Currently there is no AML/CFT framework in placgeNamibia; however, coverage of AML/CFT will be
significantly enhanced if the Financial IntelligenBill (FI Bill) is enacted as it includes requirents for bank
and non-bank financial institutions. Namibia hasyet developed risk based requirements for itppsed
AML/CFT regime but is considering such an approach.

2.2 Customer due diligence, including enhanced oeduced measures (R.5 to 8)

Description and analysis

Banking Sector

235.There are four Namibian commercial banks that apewvised by the Bank of Namibia (BoN) and goverbgd
the BIA. Three of the commercial banks are subsig$ of South African banks, the First NationahBaf
Namibia Limited, Standard Bank Namibia Limited ateldbank Namibia Limited. The fourth commercial kar
Bank Windhoek Limited, is locally incorporated. éfbanks that are subsidiaries of South African bautitize
some parts of their home office AML/CFT policiesitlsince AML/CFT has not been criminalized in Naiajb
the use of home office AML/CFT policies is very ited in most cases. All of the banking institusare in the
process of examining and enhancing their AML/CFagpams in order to meet the expected changes in the
Namibian law.

236 Absent an AML/CFT framework the BoN has implemengéedhe rudimentary measures to safeguard against
ML/TF activities. The BIA, while covering a vanebf prudential bank supervision issues does addrepuple
of issues indirectly related to AML/CFT. Under PdH of the BIA, basic record keeping requiremeate
addressed along with the required reporting ofaieuspicious transactions.

237.1n an effort to bolster AML/CFT measures in thenkiag sector, until legislation is enacted, the Bud$ issued
two documents that provide policy guidance to taeking industry regarding AML/CFT.

238(1) BID-3 - Pursuant to the powers vested on the BoN undxioge71(3) of the BIA, the BoN does by notice in
the Gazette make determinations on any matter whigdguired or permitted by the BIA and all otheaitters
which the BoN considers necessary or expediengterchine for the conducting of banking business pmudent
manner and consistent with the best standards raatiqes of corporate governance and sound financia
management. In this regard, the BoN issued on & 1888, Determinations on Money Laundering and ‘kno
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239.(2) Circular — BIA 2/02 - The second issuance was a Circular — BIA 2/82ed 5 June 2002. This circular ha

240Although the BoN has issued BID-3 and Circular BI2/02 to help combat money laundering, they apybre

241.The Determinations on Money Laundering and “KnawryCustomer Policy” (BID-3) addresses the issue of

242.The FI Bill under Part IV, Money Laundering CamitMeasures Duty to Identify Clients, covers anooys

243BID-3, under section 3.2, Opening of Accounts, sdte&t banking institutions should ensure propentification

Your Customer Policy” BID-3, which became effectivduly 1998 under the Banking Institutions Act9&9
The Determination covers KYC policy developmenteimipg of accounts, record keeping, Basle Statenfent
Principles, reporting of suspicious transactiomigcmate internal control procedures, designaticaadmpliance
officer at the management level, training and siafdreness, account monitoring, anonymous accemat$unds
transfers. There is a question of whether thiebeination can be enforced since ML/TF has not been
criminalized. The reading of section 71(3) of BIA requires that the Determination or Circulanisd must be
for purposes of implementing specific provisionsaay matter required or permitted under the BlAhsas for
example large loan exposures, or appointment ettirs and officers, or appointment of bank auditdhis is
not the case with BID-3 and Circular — BIA 2/02 wlhis not cross referenced with any specific piowisn the
BIA or any other law for that matter for purposé®nforcing AML or TF obligations. It is thereforthe view of
the assessors that there is sufficient uncertaintthe enforceability of these instructions to mmithem
ineffective. Consequently, BID-3 does not fall e tcategory of legal instrument that is enforcealyléaw,
regulation or other enforceable means with theis#igusanctions.

four main purposes: (1) to address the issueasfay laundering on an interim basis until defirgtlegislation
is enacted; (2) to provide guidance regardingotieeention, detection and control of money launugHctivities
; (3) to remind boards of directors and managesehtinancial institutions of their responsibilitty establish
appropriate policies and procedures and train stadEsure adequate identification of customerstagid sources
of funds; and (4) to complement BID-3. The cirecukinforces BID-3 and provides further KYC ideruiftion
procedures, requires adoption of money launderoligips and procedures, suspicious transactionrtiego
procedures, and confidentiality requirements. iABID-3, the enforceability of this Circular is guestion for
the same reason offered in paragraph 238.

lack sufficient enforceability to be effective. was the view of the authorities that attemptingnéorce these
policy guidelines now may be met with court chagjes and the potential for a court to find the Babkk
enforcement power. This could have a serious avdstating impact on Namibia’'s future AML/CFT pragr.
Both BID-3 and Circular — BIA 2/02 only apply torddng institutions and not to NBFIs.

Anonymous accounts/accounts in fictitious names

anonymous accounts. Section 3.2, Opening of Adspmotes that banking institutions should not keep
anonymous accounts or accounts in obviously fiztginames. All Namibian banks indicated that #heyot
maintain anonymous accounts.

accounts under paragraph (5). An accountable fnstin must maintain the accounts in the name efttcount
holder; and must not open, operate or maintain angnymous account or any account which is fictgjdalse
or incorrect namé.

When CDD is required

of their customers at the time a relationship tal@shed, particularly when opening a deposit aotor when
offering a safe custody facility in order to pret/ére creation of fictitious accounts. BID-3 gawsto provide
that a business relationship with a banking institushould never be established until the idertftg potential
customer is satisfactorily established. If a patdmustomer refuses to produce any of the reqdesfermation,

1S

* Italicized comments regarding the FI Bill are iisiormational and guidance purposes and is notidersd
or included in the assessment rating process #irecBill has not yet been passed or enacted.

41



FINAL

any relationship already begun is required to baiteated.

244 Circular — BIA 2/02 also covers some KYC requiretsemhen customers open accounts. Neither BID-3 or
Circular — BIA 2/02 completely addresses CDD reguients that meet international standards.

245The FI Bill under Part IV, Money Laundering CorltMeasures Duty to Identify Clients, covers the
Identification of clients when business relatiopshare established or single transactions concludgedier
paragraph (13) and (14), but doesn’t completelyradd the above requirements for CDD. Before esthinlg a
business relationship or concluding a single traztga the FI Bill will require an accountable ingttion to take
reasonable steps to establish the identity and esklpof the prospective client or the beneficial @wn
Additionally, where a business relationship wasielished before the FI Bill is enacted; the accalnhé
institution will be expected to take reasonabl@st® establish the identity and address of thentlor the
beneficial owner. The threshold amount for a singd@saction should be specified by the BoN.

Required CDD measures

246.BID-3, under section 3.2, Opening of Accountsjdatkes that banking institutions should ensure @rop
identification of their customers at the time atieinship is established, particularly when opemirdeposit
account or when offering a safe custody facilitpider to prevent the creation of fictitious acasunApart from
official identification documents, a good form adrification of identity is by way of personal inthaction from a
known and respected customer and/or a memberfef 8H-3 also requires account monitoring andesathat
banking institutions should exercise due diligebggaying special attention to all complex, unudaede
transactions, especially substantial cash depaositsthdrawals, and all unusual patterns of tratisas which
have no apparent economic or visibly lawful purmos€here is no specific requirement on how to eétd legal
persons, legal arrangements, trusts or the ideatidin of beneficial owners or to determine theppge of the
business relationship. Also there is no requirerf@mbanks to ensure CDD information is kept updéde.

247 Circular — BIA 2/02 covers KYC requirements whestoumers open accounts and includes obtaining and
maintaining proper identification of customers vitghto open accounts or make transactions whethectty or
through proxy. Minimum information includes natédity and date of birth evidenced by photo ID, oadl
passport or national identity documents. Furthddresses, employment, source of income and paigk b
relationships must be verified. In practice, bainkilamibia utilize country identification cardsagsports and
birth certificates as some of the documents useddoount opening to identify clients. Additionarification
requirements for corporate, partnerships, soleetragtc are also included in Circular — BIA 2/020
requirements for identifying beneficial owners,ahbing the purpose of the business relationshipngoing due
diligence on the business relationship is incluitellA 2/02.

2481In the FI Bill, accountable institutions will beqaired to identify prospective clients’ identitycaaddress.
However, the FI Bill does not specify the naturéhefidentification documents required to be prastliby the
prospective client. The FI Bill also addressesatitens involving legal entities and requires vedfiion of the
entity, legal form, address, directors, owners @edeficiaries and provisions regulating the powebind the
entity and to verify that any person purportingat on behalf of the legal entity is so authorizddwever, the
FI Bill does not address requirements for ongoing diligence on business relationships and the teetsure
documents and data collected under the CDD proiselsspt up-to-date.

249.Where a person is acting on behalf of anotherhBill provides that, if the prospective cliestacting on
behalf of another person, then the identity andradsl of the beneficial owner, and the authorityhef
prospective client to establish the business refethip on behalf of the beneficial owner or to dode a single
transaction on behalf of the beneficial owner, regdbe verified. However, as in the case of idieation
documents, how the authority is to act on behathefbeneficial owner is to be established haseen provided
for. Further, where another person is acting on&ébf a prospective client who is the beneficiaher, then
the identity of the person so acting needs to bebéished.

Risk
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250. There are no laws, regulations or policy statesdrdt require Fls to perform enhanced due diligdac higher
risk categories of customer, business relationshigggansactions. Further, no guidelines have ligsred to
permit banks to apply simplified or reduced CDD meas. Neither BID-3 nor Circular — BIA 2/02 adskes a
risk based approach. During discussions with thi B was indicated that the development of a bhiaked
approach was being considered.

251.The FI Bill does not address risk based provisioneequirements for accountable institutions.
Timing of verification

252.BID-3, under section 3.2, Opening of Accountsjdates that banking institutions should ensure @rop
identification of their customers at the time atgnship is established, particularly when opemirdgposit
account or when offering a safe custody facilitpider to prevent the creation of fictitious acasunBID-3 goes
on to provide that a business relationship witlaaking institution should never be establishedl ting identity
of a potential customer is satisfactorily estatdshf a potential customer refuses to produceddrfie requestec
information, any relationship already begun is iegfito be terminated.

253. Circular — BIA 2/02 covers KYC requirements wherstomers open accounts. The issue of occasiosairoer
transactions is not covered by legislation or potjcidance.No specific guidance concerning the timing of
verification of customers, beneficial owners or @docting transactions for occasional customersasiged in
the following circumstances: (a) verification oétllentity of the customer and beneficial ownelofwing the
establishment of the business relationship; ahdi(bumstances where a customer is permittediliaauthe
business relationship prior to verification.

254.The FI Bill under Part IV, Money Laundering CorltMeasures Duty to Identify Clients, covers the
Identification of clients when business relatiopshare established or single transactions concludedier
paragraph (13), but doesn’t address the above tinssues.

Failure to satisfactorily complete CDD

255.BID-3, under section 3.2, Opening of Accountseddhat a business relationship with a bankingtirigtn
should never be established until the identity pbtential customer is satisfactorily establisHéd. potential
customer refuses to produce any of the requestedhiation, any relationship already begun is regglito be
terminated. BID-3 also requires the reportingudfscious transactions an amount of N$50,000 oem&iD-3
lists examples of suspicious transactions includimegreluctance to provide normal information wio@ening an
account, providing minimal or fictitious informatiar, when applying to opening account, providimgimation
that is difficult or expensive for the banking itstion to verify.

256 Circular — BIA 2/02 does not provide guidance taksawhen there is a failure to satisfactorily coet@ICDD.
However, it does require the reporting of suspisitransactions in cases when there is a reluctar®vide
reasonable information and documentation when mgean account or in connection with a requested
transaction, investment or advice or service, ergioviding of information which is unreasonablifidult or
expensive to verify.

257.The FI Bill under part IV states that an accour&aimstitution must not establish a business relahip or
conclude a single transaction with a prospectiverdlunless that accountable institution has taieasonable
steps to establish the identity of the client. tRear, an accountable institution must report to BaN any
transaction where the identity of the persons ined| the transaction itself or any other circumses
concerning that transaction gives any officer ompéoyee of the accountable institution reason tgsesthat the
transaction involves proceeds of an unlawful attivi

Existing customers
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258. Neither BID-3 nor Circular — BIA 2/02 addresses issue of CDD for clients existing as at the da#t national
requirements are brought into force.

259. Section 14 of the FI Bill provides that where aibess relationship was established before theigEhacted,
the accountable institution must, within a peridésix months after the commencement of the Aat, tak
reasonable steps to establish the identity of tiemicor the beneficial owner. If the client acted behalf of a
beneficial owner, the accountable institution igueed to establish the identity and address ofttaeeficial
owner and the client’s authority to conclude thensaction on behalf of the beneficial owner. If #ueo person
acted on behalf of the client, then the identity address of that person and the authority of ffegson to act on
behalf of the client needs to be established byadeeuntable institution. Furthermore, the accolni¢a
institution is required to trace all accounts athunstitution that are involved in transactionsctuded in the
course of that business relationship. In the etlesit an accountable institution is unable withineasonable
period to establish to its reasonable satisfactiom identity of any person as required under th&H| it may
not conclude any further transaction in the cour§¢hat business relationship and is required tpas to the
BoN.

260.Where a business relationship with a client waseeingtior to the enactment of the FI Bill, the acotable
institution is not required to establish the id¢ies of such a client. However, if the accountabgtitution seeks
to recommence a business relationship, then egsiired to take reasonable steps to, trace all aot®at that
accountable institution that are involved in tranSans concluded in the course of that businessticiship,
and establish the identities of the client or baiafowners.

Politically exposed persons (PEPS)

261.There are no specific CDD measurers for PEPsdieclun BID-3, Circular BIA — 2/02 or the Banking
Institutions Act, 1988. Meetings with the four Nidmn banks indicated that generally no special CDD
procedures or measures were in place to deal EfsP

262.The FI Bill currently does not contain any spegabvisions or measurers regarding CDD for PEPs. M/hi
requirements for PEPs were included in the previeuBill, it has subsequently been removed. Itis
recommended that CDD measures for foreign PEPadladed in the FI Bill, at a minimum, to meet the
requirements of FATF Recommendation.

Cross-border correspondent banking

263.There are no specific requirements to be takeRl®yvith respect to cross-border correspondentibgrik BID-
3, Circular BIA — 2/02, the Banking Institutions tA¢ 988, or in any other law. Namibian banks galheobtain
home office approval when entering into relatiopshwith respondent banks.

264.The FI Bill does not contain any special provisiansneasurers regarding cross-border correspondemking,
however, the FI Bill when enacted will regulate tiness border physical transportation of cash tal &om
Namibia. The FI Bill will provide that a person émding to convey an amount of cash in excess oéscpbed
amount to or from Namibia must, before that persomveys the cash into or out of Namibia, report the
prescribed particulars concerning that conveyanzea person authorized by the BoN for this purpose.

Non-face-to-face relationships and new technologies

265.There are no specific requirements to be takenlgwith respect to non-face-to-face relationshipd aew
technologies in Namibia. Non-face-to-face transarstiand transactions utilizing new technologiespbferent
risks for financial institutions and may requir&igher level of attention. Namibian banks gengredljuire face-
to-face CDD but do offer Internet banking, althowgich activity is limited in Namibia.

266.The FI Bill does not contain any provisions thaald&ith non-face-to-face relationships and new tesihgies.
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The Non-bank financial institutions sector (NBFIs)

267 Namibia has one of the most sophisticated and yidéveloped financial systems in Africihe system not only
consists of four private commercial banks mentioaleove, but about 30 insurance companies, 500grensi
funds, a stock exchange, a number of asset managame unit trust management companies, several
specialized lending institutions, and a large nunalvel variety of micro-lending institutions. Mastthese
institutions are private with strong ownership Brth South African institutions.

268 Pension funds are the largest institutional inussteith the Government Institution Pension FuntP{©
dominating the sector. Assets under managemeni)Add the GIPF, which is a defined benefit fundated
N$19 billon at end-2004 (about 70 percent of t8#dM in pension funds; 50 percent of GDP). The rimimg
N$5 billion of AUM are held by various smaller fus)dhe bulk of which are defined contribution fundshere
are five pension fund administrators who providsibadministration, legal and specialized functisnsh as
actuarial services but are not regulated. Perfsiatls generally rely on assets managers and inseiran
companies to deal with AML/CFT safeguards.

269.The insurance industry is well-developed and higiigcentrated. While there are 16 long-term insurke4
short-term insurers and one reinsurer, the topetmgurers account for 85 and 86 percent of tatagpremiums
written for long-term and short-term insurance @92, respectively. Total assets of the insurarceos
amounted to N$14.5 billion (40 percent of GDP) hwgtoss premiums about 6 percent of GDP. In sases
larger Namibian insurance companies are subsidiafisignificant companies and follow group AML/CFT
policies to some degree.

270.The Namibia stock exchange (NSX) plays a relatigghall role in the country’s economy. It listsdgal
companies with a market capitalization of only Bescent of GDP in 2004 and a turnover ratio of &get. The
value of traded local equities was 0.3 percentDPG The exchange also lists several dual listextiy South
African, companies with operations in Namibia. dirg of these dual listed issues is much greaterstill only
corresponded to 7.4% of GDP in 2004. There aeamall number of listed corporate bonds. Tiehange
has reasonably modern rules on listing and anieffiénfrastructure for trading and settlement.e Btonomic
contribution of the NSX has remained small becaighe lack of interest by most local companielgioon the
exchange. Trades are conducted through the Losidak exchange by way of the Johannesburg stock
exchange. Brokers utilize company KYC standatdp.to N$5,000 cash transactions are allowed, bdoreign
cash transactions are permitted for trades.

271There are 24 registered asset managers with AUNBBEL.2 billion sourced mainly from pension fundsian
insurance companies. Asset management servicedsarlighly concentrated and provision of theseices is
dominated by a handful of companies. Many do aetlsufficient local expertise and draw on theintBo
African parents to fill gaps.

272 Driven by money market portfolios and the tax fetgus, the unit trust industry has grown rapidiyhile there
is no requirement for localization of investmemtahit trust schemes, management companies genebsérve
the 35 percent domestic asset requirement in dod&ttract investments from institutional investoforporate
investors also invest in money market unit trustainly for tax reasons. There are eight registerattrust
management companies which have AUM of N$8 billidi7 billion in money market portfolios and the drate
in equity and balanced portfolios. Management camgs controlled by 2 domestic commercial bank® @80
percent market share of AUM.

273 There appear to be limited leasing and factorirityities. Most are carried out by retailers oraabmpanies.
There are few specialized or independent factaaimdjleasing companies nor is there specific consaneelit
legislation that governs these activities.

274 The Namibian Financial Institutions Supervisory Barity (NAMFISA) has overall supervisory responktii
for NBFIs and some DNFBPs, a function previouslgenaken by the Ministry of Finance. The entitiasler
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NAMFISA oversight, include public accountants anditors; pension funds; friendly societies; monayders;
unit trusts; stock brokers; insurance companielsidiag agents, brokers and reinsurance brokerst tru
companies; and any other person that renders acfalaservice as a regular feature of the busirtesstion 1 of
the NAMFISA Act defines a financial service as dimancial service rendered by a financial institotto the
public or to a juristic person and includes anyiserrendered by any other person and correspordiagservice
normally rendered by a financial institution. Sewet3 of the NAMFISA Act grants authority to NAMFASto
exercise supervision in terms of the Act or anyeotaw, over the business of financial institutiams over
financial services. Pursuant to section 4 of theWNASA Act it has the authority to investigate angtter falling
under its jurisdiction including the power to callits assistance any person or persons to assighie
performance of its functions.

275However, this sector is unsupervised for AML/CRYAMFISA has not issued any AML/CFT laws, regulason
guidelines, circulars or requirements to its suged institutions nor supervises them for AML/CFanpliance
with FATF international standards. Some NBFIshsas larger insurance companies, have adopted bffive
AML/CFT safeguards as part of group policies. Adsane insurance companies, micro-lenders and otrer
bank subsidiaries of commercial banks may follompany AML/CFT policies to some degree.

276.The FI Bill addresses NBFIs and some DNFBPs anitheleBeveral terms that are important for purposethe
scope and application of the proposed Bill to molaeyndering and terrorist financing. The instituti® covered
under the FI Bill are referred to as “accountablestitutions.” These are defined as a person oriagon
provided for in Schedule 1 of the Bill and incluteanches, associates or subsidiaries outside Nianoibthat
person. A person refers to legal or natural persartee list of accountable institutions or persoonsers, (i)
Legal practitioners as defined under the Legal Ritamers Act, 1995; (ii) a trust company or anyet person
that invests, keeps in safe custody, controls amiaidters trust property within the meaning of Tfrast Property
Control Act, 1988; (iii) an estate agent; (iv) adincial instrument trader; (v) a management compasigefined
under the Unit Trusts Control Act, 1981; (vi) a pen who carries on the business of bank as defindér the
BIA, 1998; (vii) a person other than a bank, whaories on the business of collecting money from ropleesons
into an account or a fund; and depositing the manesuch an account or fund into a bank accounbehalf of
the persons from whom that person had collectedrtbieey; (viii) a person who carries on the busingfss
casino or gambling institution; (ix) a person wharges on the business of car dealership; (x) asparwho
carries on the business of second hand goodsa(@grson who carries on the business of antiqesglyy and
art trade; (xii) a person who carries on the busis@f dealing in foreign exchange; (xiii) a persamo carries
on the business of lending money against the sgafrsecurities; (xiv) a person who carries on thssiness of
rendering investment advice or investment brokeseyices; (xv) a person who issues, sells or nedee
travellers’ cheques, money orders or similar ingtents; (xvi) the Post Office Savings Bank; (xvijudlic
accountant; (xviii) a member of a stock exchangg;d betting service; (ix) any institution desiged by the
Minister under the BIA; (xx) a person approved iy Registrar of Stock Exchanges; and (xxi) an tintsbin
under the NAMFISA Act.

Recommendations and comments

277 The authorities should enact an appropriate legatéwork and develop an AML/CFT regime in line WRATF
Recommendations. The following recommendationasan CDD issues:

278 The authorities need to establish in law or regutatvhen CDD is required for financial institutio(i&ls).
Coverage should include circumstances when edtaidjdusiness relations; carrying out occasiorsaidactions
above the applicable designated threshold (USDDEDY, including in a single operation or in severaérations
that appear to be linked; carrying out occasioraaidactions that are wire transfers; there is picios of money
laundering or terrorist financing, regardless of arceptions or thresholds; and when the FI hastdabout the
veracity or adequacy of previously obtained custoithentification data.

279.Need to establish and clarify in law or regulatibat Fls are required to identify the customerdthier
permanent or occasional, and whether natural @l [ggrsons or legal arrangements) and verify thstotner’s
identity using reliable, independent source documatata or information. The required identifioati
documentation should be specified.

280Law or regulation should specify that FlIs shouldéguired to identify the beneficial owner usingevant
information or data obtained from a reliable sourEer all customers, the Fl should determine wéethe
customer is acting on behalf of another persontakel reasonable steps to obtain sufficient ideatifbn data to
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verify the identity of that other person. Also farstomers that are legal persons or legal arraegemthe Fl
should be required to take reasonable measurergd@rstand the ownership and control structurbef t
customer and determine who are the natural petbahsiltimately own or control the customer.

281FIs should be required by law or regulation to aaridngoing due diligence on business relationshiggs
would include scrutiny of transactions undertakeoughout the course of the relationship to ensaresactions
being conducted are consistent with the FI's kndgéeof the customer, their business and risk grafild source
of funds. Further FI's should ensure that docusand data collected under the CDD process islgepb-date
and relevant.

282FIs should be required to perform enhanced dugetitie for higher risk customers such as non-residen
customers, private banking, legal persons and coiapdhat have nominee shareholders or sharesaneb®rm.

283 FI's should be required to put into place risk ngeraent systems to determine if customers are qalii
exposed persons (PEPs). Some safeguards sholuldarsenior management approval to establish oalstips
with PEPs, establish the source of wealth, souféenals and conduct enhanced account monitoring.

284 FlIs should be required to obtain sufficient infotima about cross-border respondent institutionsnderstand
their business, reputation, quality of supervisaon if it has been subject to a ML/TF investigatimmegulatory
action. Assess AML/CFT controls, obtain senior agament approval before establishing new correspand
relationships, document responsibilities of eadhitution and if payable-through accounts are peechi
determine if the respondent Fl is able to provielewvant customer identification information andt ey have
performed all normal CDD obligations.

285FIs should be required to have policies to preweistise of technological developments in ML/TF scasm
Policies should address risks associated with aca-fo face business relationships and measurrensaioaging
the risks.

Compliance with FATF Recommendations 5 to 8

R.5 NC e The existing requirements in the banking sector araeither
law/regulation nor other enforceable means.

e There are no CDD requirements in law or regulationfor NBFIs,
including insurance companies and the securities sor.

* No requirement in law or regulation for Fls to detal when CDD is
required, particularly when conducting occasional tansactions above
thresholds, occasional transactions that are wireransfers, suspicious
transactions and when the FI has doubts about prewusly obtained
identification data.

* No requirements in law or regulation for Fls to identify the customer
(whether permanent or occasional, and whether natwal or legal
persons or legal arrangements) and verify that cusimer’s identity
using reliable, independent source documents, data information.
The required identification documentation should beclarified and
detailed.

* No requirement in law or regulation for Fls to idertify beneficial
owners using relevant information or data obtainedrom a reliable
source. For legal customers the Fls are not requd to understand
the ownership and control structure nor determine vho are the
natural persons the ultimately own or control the tient.

* No requirements in law or regulation for FlIs to ensire that
identification documents collected for CDD are kepturrent and to
conduct ongoing due diligence on business relatidnigs, sources of
funds, transactions and risk profile.

e Fls are not required to perform enhanced due diligace for higher
risk customers.

e There are serious doubts with regard to the implematation of CDD
requirements within the banking sector.

* No measures in relation to occasional customers aie place

R.6 NC * There are no requirements for FIs to put into placeisk management
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systems to determine if customers are PEPs, requisgenior
management approval to establish relationships witfPEPs or initiate
other safeguards as required by the FATF.

R.7 NC « Fls are not required to obtain information, or obtain senior
management approval, about cross-border respondeimtstitutions in
order to understand their business, reputation, qulty of supervision
and if it has been subject to a ML/TF investigatioror regulatory
action.

R.8 NC « Fls are not required to have policies to prevent nsiuse of
technological developments in ML/TF schemes or dealith non-face
to face business relationships.

2.3 Third parties and introduced business (R.9)

Description and analysis

286 Namibian law does not address a Fl's ability ty i third parties and introduced business to perfsome the
CDD process. In practice, however, financial tasitbns in Namibia do not generally rely on intediaies or
other third parties to perform the CDD process.

287.The FI Bill does not address the issue of thirdipa or intermediaries in regard to the CDD proses

Recommendations and comments

288.The authorities should consider clarifying whethes can or cannot rely on intermediaries or othgdtparties
to perform some of the elements of the CDD procéfsisis decided to allow this practice then floedowing
safeguards should be required of Fls:

289 Financial institutions should be required to sgttemselves that copies of identification datatiegy to CDD
will be made available upon request and withouayel

290Financial institutions should be required to sgtteemselves that the third party is properly rated and
supervised and has measurers in place to comphyapipropriate CDD requirements.

291 Competent authorities should take into accountrmédion on whether FATF Recommendations are adetyuat
applied when determining in which countries thedlgarty is based.

Compliance with FATF Recommendation 9

R.9 NC e The authorities have not clarified whether FIs carrely on
intermediaries or other third parties to perform some of the CDD
process.

2.4 Financial institution secrecy or confidentialiyy (R.4)

Description and analysis

292.The issue of financial institution secrecy is caekin Section 9(5) of the POCA which overrides aegrecy or
confidentiality obligations imposed on financiasiitutions. It provides that no obligation as tereey and no
other restriction on the disclosure of informatamto the affairs or business of another, whethposed by any
law, the common law or any agreement, affects dotigation imposed by the requirement to disclogréng
of suspicion regarding proceeds of unlawful adgsitor to permit access to any registers, recardsher
documents. Subsection 7 of section 9 further pessithat no liability based on a breach of an olibigaas to
secrecy or any restriction on the disclosure afrimiation, whether imposed by any law, the commandaany
agreement, arises from a disclosure of any disodostinformation in good faith and in compliancéhany
obligation imposed by section 9. Outside the POdnework, there are no legislative or regulatorasuees
that address the issue of confidentiality as @ted to financial institutions.

293BID-3 also notes at 3.1 that The Bank of Namibia 2897 (Act 150f 1997) prohibits any person to dieor
indirectly disclose to another person any inforamatihat he or she has acquired in the performahbis @r her
duties or function for or on behalf of the Bankcept for the purpose of the performance of hisesrduties or
functions in terms of that Act or when requireditnso by a court of law or under any law or on atiti of the
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Board of Directors of the Bank. The question afamhing customer confidentiality is thus well pd»d for.

294 The FI Bill under - Reporting duty not affecteddmyfidentiality rules - section 30 (1) will provideat no duty of
secrecy or confidentiality or any other restriction the disclosure of information, whether impolgd
legislation or arising from the common law or agment , affects compliance with a provision of fis.

Recommendations and comments

295Bring into effect the POCA and pass the FI Biletwsure that no financial institution secrecy lahiliits the
implementation of the FATF Recommendations.

Compliance with FATF Recommendation 4

R.4 PC e The POCA though enacted is not yet in force.
e There is no measure to ensure that no financial sexcy law can
inhibit the implementation of the existing AML/CFT requirements.

2.5 Record keeping and wire transfer rules (R.10 &R.VII)

Description and analysis

Recordkeeping

296 Section 46(1) of the Banking Institutions Act, 198A) obliges all banking institutions to keep edlevant
banking records. Specifically, it requires bank&eep such accounting and “other banking recordsira
necessary to reflect the true and fair state dfftsrs and to explain its transactions and finangosition in such
a manner as to enable the Bank of Namibia (BoNsteertain whether the bank is complying with thA.BI
Section 46(2) in particular requires a bank to clympth section 284 of the Companies Act and regients of
the BoN, and shall keep and maintain the recorda feeriod of not less than five years after thte dé the last
entry in such record. Section 46(4) of the BIA def other banking records as any book, recordrtiepo
statement or other document relating to the busjreffairs, transactions, conditions, propertyetser liabilities
of a banking institution. While the BIA, 1998 dgalith some general recordkeeping requirementsdbayot
specifically address AML/CFT recordkeeping requiesnts that deal with information requests for thmpetent
authorities. Record keeping requirements do notemddthe need for FIs to comply swiftly with infaation
requests from the competent authorities.

297 BID-3 requires banking institutions to keep recamelating to their customers. Documents may bemethby
way of original documents, microfiche or in compited form. Banks are required to keep a copy fefremces
of a customer’s identification document, such adaaibian identity card or passport, as well agrés of
transactions such as account ledgers, credit/debithers and cheques. However, the instruction ff@BoN
does not provide guidance on how long the recdndsld be kept by the banks. (see the discussion in
paragraph’s 238-240 on the enforceability of BID-3)

2981n practice banking institutions in Namibia adviskding interviews that they maintain account relsdior a
minimum of five years.

299NAMFISA has not issued any regulations or guidaioceNBFIs that provide recordkeeping requirements.

300.The FI Bill covers record keeping requirementsent®ons 15-18 and states whenever an accountabliLition
establishes a business relationship or concludiarssaction with a client, it is required to keepegcord of the
identity and address of the client; the identitglaudress of the beneficial owner and a recorchefduthority to
act for the beneficial owner; the manner in whihk tdentity of the client, beneficial owner or tgent of the
beneficial owner was established; the nature oftthsiness relationship or transaction; all accountaintained
by the accountable institution that are involvedramsactions whether concluded in the course efthsiness
relationship or not, or it is in a single transaati; and the name of the person who obtained tleerirdtion on
behalf of the accountable institution. In additidine following information for each transactionreqjuired: (a)
the identity and address of the person in whoseematnansaction is conducted; (b) the identityref aiccounts
affected; (c) the type of transaction involved sastdeposit, withdrawal, exchange of currency, deetpshing,
purchase of cashier's cheques or money orderstgrqgiayment or transfer by, through, or to the astable
institution; (d) the identity of the accountablstitution where the transaction occurred; and (& tlate, time
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and amount of the transaction. The BoN has the ptwspecify any other information that should belided in
the records of accountable institutions. The resardn be kept in electronic form if the accountabégitution
so determines.

301 Records are required to be kept for at least figarg either from the date on which the businessticeiship is
terminated, or from the date on which that trangatis concluded. Further, accountable institutiane
expected to maintain records to enable the recorsitn of any transaction in excess of such amearihe BoN
specifies, for a period of not less than six ydeom the date the transaction has been completedrarinated.

302 Accountable institutions will be required to coogier fully with the BoN in providing all informatidept in their
records.

Wire transfers

303.The BoN has required banking institutions in BIDs8¢tion 3.9 Funds Transfers, when effecting furatssfers,
to ensure that the names, addresses and accoubersiaf both the ordering customer and the berreficre
identified. The name of the banking institutiottirag for the ordering customer should also be iifieqt

304 NAMFISA has not issued any guidance or requiremémtsdocumentation to be included in wire transfersthe
NBFI sector.

305In addition to banking institutions, individuals ttansfer funds and remit money both domesticaily a
internationally, through the Namibia Post Officevidgs Bank (NamPost). This is effected by purchgsin
money order sent to a beneficiary. In most casesthounts of transfers involved are small of notentban
N$300 (US$50). NamPost, with 120 service outleas, heen responsible for postal and savings bamicssy
catering mainly for middle- and low-income earng@essioners and those operating in the informabsec

306 With respect to UNSCRs 1267 and 1373, Namibia leayet promulgated legislation to implement the
requirements of the UN Security Council resolutidgdswever, at the present moment in the absence of
legislation to implement the Security Council regimins, the authorities use the BIA, the CPA anchicmn law,
to require all commercial banks to report to théNBamy suspicious transactions related to terrodsmerrorist
activities and to advise on whether any personheJN List of suspected terrorist or terroristamgations
have accounts in Namibia. The BoN has issued twah&xge Control Circulars (BoN 01/19 of November200
and BoN 02/08 of March 2002) to commercial bankspare the authorized dealers in foreign exchahlere
are required to report any foreign transactionslwving identified persons and institutions to theN8 The BoN
has the power under Regulation 4 of the Exchanggilgons to freeze accounts of residents trariafpfunds
identified to persons and organizations on the Ust. No such cases have been reported. Furthergvibe
instance, assets of suspected terrorists or tsriamganizations were to be identified in Namilbey would be
frozen pursuant to section 20 of the CPA, 1977.

307.The FI Bill in the section, Electronic transfersrobney to or from Namibia, notes that if an accabte
institution through electronic transfer sends moiregxcess of a prescribed amount out of Namibiagoeives
money in excess of a prescribed amount from oubéaheibia on behalf, or on the instruction, of aretperson,
it must, within the prescribed period after the rpmvas transferred, report the transfer togethahwie
prescribed particulars concerning the transfer i@ Bank. No further details regarding what the prised
particulars are or when they need to be reportedevavailable.

Recommendations and comments
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308By law or regulation FI should be required to maintall necessary records on transactions, botredbenand
international, for at least 5 years following costfn of the transaction.

309.The authorities through law or regulation shoulguiee FIs to maintain records of the identificatitetta, accoun
files and business correspondence for at leasas fellowing the termination of an account.

310FIs should be required by law or regulation to eashat all customer and transaction records afodriration
are available on a timely basis to domestic commietethorities upon appropriate authority.

311The authorities should introduce requirements ter iz addition to banks, to obtain and maintaimptete
originator information and verify its accuracy ft wire transfers.

312FIs should be required to include full originatofarmation in the message or payment form acconipgrtire
wire transfer for cross-border wire transfers.

313For domestic wire transfers FIs should include duiginator information in the message or the odgors
account number.

314Intermediary FlIs should be required to maintairttadl required originator information with the acquanying
wire transfer.

315Beneficiary Fls should be required to adopt effectisk-based procedures for identifying and hamlvire
transfers that are not accompanied by completénatigr information.

Compliance with FATF Recommendations

R.10 NC « In the Banking sector the existing provisions arenisufficient to meet
FATF standards.

* For NBFIs, there is no record keeping requirements.

* There are serious doubts with regard to the implemetation of CDD
requirements within the banking sector.

SR.VII NC e There are no requirements for Fls to ensure that cmplete originator
information is included in outgoing wires and thateach Fl in the
payment chain maintains all the originator information.

« Fls are not required to ensure that non-routine transactions are not
batched.

* No requirements for beneficiary Fls to adopt effedve risk-based
procedures for identifying wire transfers not acconpanied by
complete originator information.

e There are serious doubts with regard to the implemgtation of the
wire transfer record requirements.

2.6 Monitoring of transactions and relationships (R11 & 21)

Description and analysis

Monitoring of transactions

316.There is only one provision for account monitoringNamibia and it is contained in BID-3 which cosdranking
institutions.

317 A suspicious transaction will often be one whicimisonsistent with a customer’s known, legitimatisiness or
personal activities or with the normal businesstiiat type of account. Therefore, the first keyeoognition, is
knowing enough about the customer’s business togréze that a transaction, or series of transastiisn
unusual.

318BID-3 has no specific requirements to examine tekground and purpose of such transactions anchukrdu
the findings in writing. Further, there is no re@gment to keep the written findings for competauthorities and
auditors for at least 5 years.

319NAMFISA has not issued any regulations or guidaieceNBFIs that require the monitoring of transanto

320.The FI Bill does not contain any requirements tanitor transactions.
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Relationship with non cooperative countries

321 There are no requirements for Fls to give spetiahton to business relationships and transactigtispersons
from or in countries which do not or insufficientypply the FATF Recommendations. Neither the BoN n
NAMFISA have addressed this issue for their sugeinstitutions.

322The FI Bill does not contain any requirements ftg t6 give special attention to relationships entamafrom
countries which insufficiently apply the FATF Recoendations.

Recommendations and comments

323FIs should be required to give special attentiobusiness relationships and transactions with perfom or in
countries which do not or insufficiently apply tRATF Recommendations.

324 FlIs should be required to examine unusual trarmastnd patterns, document the findings in writind
maintain the records for at least 5 years.

325.Those transactions in non cooperating countriels motapparent economic purpose should be examimtha
findings documented in writing.

326 Namibia should be able to apply appropriate coumteasures to countries that continue not to applyF-

Recommendations.
Compliance with FATF Recommendations 11 & 21
R.11 NC * Inthe Banking sector the existing provisions are ot binding and

insufficiently address the FATF requirements.

* There is no measure that obliges the NBFIs to payscial attention to
all complex, unusual large transactions or unusugbatterns of
transactions that have no apparent or visible ecomic or lawful
purpose.

e There are serious doubts with regard to the implemgtation of the
existing requirement within the banking sector.

R.21 NC * No measures to advise FIs of AML/CFT concerns in ber countries.

« No requirements to give special attention to busirss relationships
emanating from non cooperating countries and docunré the
findings.

2.7 Suspicious transaction reports and other repoitg (R.13-14, 19, 25 & SR.1V)

Description and analysis

Requirement to Report STRs

327 The requirement to report an STR is contained weis#¢ documents. First, the Banking Institutiors,A998 in
section 50, Reporting of certain transactions lykbay institutions, requires banking institutionsréport to the
BoN, or to any other person or authority the BoN/regecify, any money transaction which it becomeara of
and which indicates or arises a suspicion thap#ieon conducting, or any person involved in, thadaction
may be engaged in an illegal activity. No furthgworting guidance or forms are provided and tiggirement is
focused on prudential banking institution mattether than an AML/CFT obligation.

328BID-3 also addresses the reporting of suspicicarssgictions. Section 3.5, Reporting of SuspiciaasiJactions,
requires banking institutions to report immediat®ithe BoN all cases of suspicious transactionsluing an
amount of N$50,000 or more. The obligation to réon the individual who becomes suspicious.3 &t
Annexure C, there is a standard format which isgaised for reporting suspicious transactionghérevent that
urgent disclosure is required in a “live” situatigrarticularly when the account concerned is piainoon-going
investigation, an initial notification should be deato the Supervision Department of the BoN byptedame.
FATF Recommendations require that all suspicicaisgactions, including attempted transactions, shioal
reported regardless of the amount of the trangactRiD-3 limits reporting only to those transacisoover
N$50,000.
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329 Circular — BIA 2/02 provides examples of suspiciaasivities and under section E., Reporting suspigi

330NAMFISA does not have any laws, regulations or gaitk for NBFIs that require the reporting of STRs.

331 Further suspicious transaction reporting requiregsmean be found in section 9 of the POCA. The aibiig to

332.The FI Bill, in section 21, makes it mandatory docountable institutions to report all suspiciotasnsactions

333Despite these many efforts to ensure the repodirsyispicious transactions the result has beeeliarg

Waiver from civil and criminal liability

334 There are no protections in BID-3, Circular — BI®2 or the Banking Institutions Act, 1998 for Riseir

335However, Section 9(7) of the POCA gives protectmpersons or businesses undertaking the making of

activities or transactions, and requires thatefloard of directors, management or staff of anfire institution
become aware of suspicious activities or transastwhich indicate possible money laundering adétigjtthe
board shall ensure that a Suspicious Activitie$ransactions Report (SATR) is submitted to the BBBink
Supervision Department, and the criminal proseguainthority within five business days. The resbrll
provide sufficient details regarding the activit@stransactions so that regulatory authoritiespraperly
investigate and, if warranted, prosecute the as/i A new reporting form is attached to the Qacureplacing
Annexure C in BID-3. The requirement does not feveporting guidance in those cases where theddions
are thought to involve tax matters.

report is imposed on any person who carries orsabss or is in charge of, or manages a businetertaking
or who is employed by a business undertaking ar suspects or ought reasonably to have suspeatd th
property coming into their possession forms pathefproceeds of unlawful activities; a transactmmwhich the
person or the business undertaking is a partyfagllitate the transfer of the proceeds of unlavefctiivities; or a
transaction to which a person or the business tadag is a party and is discontinued, may haveidind the
proceeds of unlawful activities into the possessibtihe person or business undertaking, or may Fexittated
the transfer of the proceeds of unlawful activitiéshe transaction had been concluded. Howeber ROCA
does not define what the term “business” or “bussnendertaking” means either within the entire ernof the
POCA, or section 9. Notwithstanding this lack ofdg@unce, the suspicious reports are required todmenwithout
unreasonable delay to the BoN. However, this requimt is not a mandatory obligation as the prowisioly
requires a person or business entity to take afloeable steps to discharge this obligation.

within such period as will be prescribed in theuwtgion. The Bill, if passed and enacted, will reguan
accountable institution to report to the BoN angigious transaction which, it suspects or belighes there
are reasonable grounds to suspect that, as a redutich a transaction concluded by it, it has reee or is
about to receive the proceeds of criminal condudtas been used or is about to be used in any atlgrto be
used for money laundering. But the FI Bill does spcifically appear to cover financing of terrgrisalthough
under section 23 of the FI Bill supervisory bodiave an obligation to report suspicious transactioelated to
money laundering and the financing of terrorismrtRar, the financing of terrorism is used elsewhieréhe FI
Bill in tandem with money laundering therefore,ts®t21 does not impose any obligation on accouetab
institutions to report transactions related to fi@ng of terrorismThe authorities should review this apparent
dichotomy and strengthen the provision under se@ib of the FI Bill so as to cover reporting ofdirting of
terrorism related suspicions.

ineffective. Meetings with the BoN and commerdiahks indicate that few STRs have actually beemgtdx
to the BoN for analysis. Over the past few yealy @4 STRs have been forwarded to the BoN bybtieking
institutions. No statistical information is maiimed by the BoN regarding these STRs, no knowroadias beer
taken concerning these reports and no feedbadletoeporting banks by the authorities has beenrtaidn.
None of the STR reporting requirements include faligation to prepare an STR when there are reasenab
grounds to suspect the funds are to be used farigm, terrorist acts or by terrorist organizatorAlso
requirements do not address situations of attentpa@dactions or tax matters.

directors, officers and employees to protect againsiinal or civil liability for a breach of anyestriction on
disclosure of information when reporting suspicitransactions.
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suspicious transaction reports. It provides thaiatulity based on a breach of an obligation asdorecy or any
restriction on the disclosure of information, whestimposed by any law, the common law or any ages¢m
arises from a disclosure of any information in gdéaith and in compliance with the obligation undection 9.
But this is limited to actions taken under thisdfie section and does not cover actions takenideithe
provisions of section 9.

336.The protection from liability that will be providethder the FI Bill, if passed and enacted in itegent form, will
be broader than what is granted under the POCA. HIngill provides that “no action, whether criminak civil,
lies against an accountable institution, superwsbody or person complying in good faith with aiston of
Part IV of the Bill, which deals with anti-monewfalering measures, including any director, employeether
person acting on behalf of such accountable intity supervisory body or person.”

Tipping Off

337 Circular - BIA 2/02, at section F: Confidentialid§ Information, requires banking institutions whightain or
become aware of information which is suspiciousdicates possible money laundering activities |zt
disclose such information except to report it t® pinoper authorities as required at paragraph A{#ere are no
other provisions regarding tipping off in BID-3 tbre Banking Institutions Act, 1998.

338NAMFISA has not issued any regulations or guidaioceNBFIs that prohibits tipping off.
339.There is no provision to prohibit tipping off inglPOCA.

340However, the FI Bill will prohibit tipping-off. [prohibits any person who knows or has reason gpect that an
authorized officer is acting, or is purporting totain connection with an investigation, to disédsformation to
a third party or any other matter which is likety prejudice the investigation or potential inveatign. In
addition, the FIB notes that A person who knowsuspects that a report has been or is to be matkrins of
this section (Suspicious transactions) must natloée that knowledge or suspicion or any informatiegarding
the contents or suspected contents of that repaahy other person, including the person in respéethom the
report is or is to be made.

Confidentiality

341 There are no laws, regulations or policy guidames tequires the protection of the identity of ndimg parties
and that ensures the names and personal detatiafbbf FIs that make an STR are kept confidential

342The FI Bill in the section, Protection of personakimg reports, seems to partly address the isfet (3) states
No evidence concerning the identity of a person mhade a report in terms of this Part or the consenftthat
report, or the grounds for that report, is admidsilhs evidence in criminal proceedings unless pieason
testifies at those proceedings. Part (4) notes @evidence concerning the identity of a persbho imitiated or
contributed to a report in terms of this Part ismidsible as evidence in criminal proceedings untleasperson
testified at those proceedings.

Reporting Cash Transactions above a Certain Threshd

343 Namibia does not require the reporting of largéhdesnsactions above a fixed threshold. The authserave
considered having such a system and have provatatif the FI Bill as indicated in the next paragh.

344 However, the FI Bill if enacted will regulate theoss border physical transportation of cash to drman
Namibia. The FI Bill will provide that a person émding to convey an amount of cash in excess oéstpbed
amount to or from Namibia must, before that persomveys the cash into or out of Namibia, report the
prescribed particulars concerning that conveyarea person authorized by the BoN for this purpédso,
Cash transactions above prescribed limits, reqtli@ accountable institutions must, within the jorésed
period, report to the Bank the prescribed partigalaoncerning a transaction concluded with a cligim terms
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of the transaction an amount of cash in excesBaptescribed amount that is paid by the accoumtaidtitution
to the client or is received by the accountablgitimson from the client. The FI Bill does not pozibe the
transmission of the reports to a national centrgéacy with a computerized data base.

Guidelines and Feedback

345While Namibia does not have an AML/CFT frameworlaarFIU, it has issued some guidance to its banking
institutions regarding ML. BID-3 provides a brferview of the stages of ML, KYC policy, recordegéng,
reporting of suspicious transactions, adequateriateontrols, staff awareness issues, funds teasisind at
Annexure B provides examples of suspicious tramsast Also Circular — BIA 2/02 provides background
information on ML, policy development, KYC, and pites a list of suspicious activities. No guidebrhave
been issued yet for NBFIs by NAMFISA.

346.The BoN has not provided its supervised banks adiiquate and appropriate feedback in regard tBAR&
Best Practice Guidelines on Providing Feedbackepdring Financial Institutions and Other Persons.

SR.IV

347 See discussion in paragraph 333.

Recommendations and comments

348The authorities should give effect to the POCA pasds the FI Bill to require the reporting of STgke it
applicable to terrorist acts, and include situaiohattempted transactions and those situaticsesrtasg that they!
are tax matters.

349.The authorities should prohibit by law tipping bff Fls, their directors, officers and employees.

350.The authorities should ensure that Fls are requiyeldw or regulation to report STRs in situatiomeolving
terrorism, terrorist acts, by terrorist organizas@r those who finance terrorism as required BcBb
Recommendation IV.

Compliance with FATF Recommendations 13, 14, 192&(t 25.2) and SR IV

R.13 NC e ST reporting requirements in law or regulation for Fls that includes
terrorist acts or that address attempted ML/TF transactions.

¢ No ST reporting requirements for NBFIs.

« Existing requirement in the BIA to report any transaction suspected
to be linked to a criminal activity is very generaland raises serious
issues of implementation by the banking institutios.

R.14 PC e The POCA though enacted is not yet in force.
* No law prohibiting tipping off by Fls and their employees.

R.19 C
R.25 PC * No guidelines have been issued yet to assist NBEdsmplement and
comply with AML/CFT requirements.
« The BoN does not provide feedback to banking institions reporting
STs.
SR.IV NC * No law or regulation requiring Fls to report STs involving terrorism.

2.8 Internal controls, compliance, audit and foreig branches (R.15 & 22)

Description and analysis

Relevant Legal Provisions:

351Under the general banking prudential requiremesgtstion 27 of the BIA requires banking institutipits
holding company in respect of its activities cortéddn Namibia or its subsidiaries shall, in aceorck with
guidelines or notices issued by the BoN, condsgdbitsiness in a prudent manner and consistenthéthest
standards and practices of corporate governanceamt financial management. They are further requo
comply with the standards of corporate governameeetplly practiced, or required to be practiceddypanies
listed on the NSX.
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352 Furthermore, section 41(7) of the BIA obliges tloatul of directors of a banking institution to erestirat the
internal controls and systems of the banking instih (i) are designed to provide reasonable asseras to the
integrity and reliability of the financial statentsmof the banking institution, and to adequatefegaard, verify
and maintain accountability of its assets; (ii) based on established and written policies andeglares, and are
implemented by trained and skilled officers withagopropriate segregation of duties; and (iii) aretinuously
monitored, reviewed and updated by the board efcttirs to ensure that no material breakdown odnutige
functioning of such controls, procedures and system

353BID-3 addresses some issues regarding the requitémenaintain internal controls in banking instiuns.
Section 3.0, Implementation of Know Your Customelid¥y sets the minimum safeguards for banking
institutions to detect and combat ML activities dhat banks shall include the development of a KPflicy
incorporating the following concepts, procedured eontrols:

(a)Record keeping,

(b)Knowledge of Customer’s Activities;

(c )Reporting of Suspicious Transactions;

(d)Adequate Internal Control Procedures (includimgpmpliance officer at the management level);
(e)Staff Awareness (training); and

(HFunds Transfers policies.

354 Further, Circular — BIA 2/02 reminds boards of dicrs and managements of financial institutionthefr
responsibility to establish appropriate policied @anocedures and train staff to assure adequatéfidation of
customers and their sources of funds. Sectiomt&rim measures at (1) notes that FIs are expé¢atitmulate
and adopt written policies and procedures andteddo staff to assure the effective preventiongedidn and
control possible money laundering activities.

355.These policies do not include material guidancadwice on how to develop these policies and areletsiled,
but provide more general guidance. The guidanes dot include requiring FIs to put in place sciegn
procedures to ensure high standards when hirindoggs and lacks specific guidance on expectedinggo
employee training to ensure they are kept inforwfegew developments, requirements and ML techniques
methods and trends.

3561n practice, not all banks have appointed an AMLY@®empliance officer, but have identified certaidividuals
to handle AML/CFT issues in the corporation. Rejpgrtines vary considerably and all subsidiary afdtlow
home office AML/CFT policies to some degree. Furtimslicy requirements do not address the neeé&lf®to
have an adequately resourced independent audtidarand the need for appropriate testing for caamgle with
policies.

357 With regard to the BIA Internal Control provisiocised in paragraph’s 351-355, they do not addréd&/EFT
controls but are only designed for general pru@tbtnking matters.

358.The FI Bill at section 25. Obligations of accounamstitutions requires at (1)(2) accountable ihgions to
adopt, develop and implement internal rules, progmaes, policies, procedures and controls to guaairagy any
offence under the Act. The programme must indlue@stablishment of procedures to ensure highdstas of
integrity of its employees and a system to evalthegersonal, employment and financial historthoke
employees; on-going training programs, such as yd@grammes, and instructing employees with regard t
responsibilities under this Act; and an independamdit function to check compliance with those paogmes.
Paragraph (3) Requires the designation of compkeofficers at the management level in each bramzch a
subsidiary to be in charge of the application af thternal programmes and procedures, includingpgem
maintenance of records and reporting of suspiciwaissactions. Paragraph (5) An accountable insiitn must
develop audit functions to evaluate any policieecpdures and controls developed under this se¢tidast
compliance with the measurers taken by the acctlmiastitution to comply with this Act and theeetiveness
of those measurers.

56



FINAL

Application of AML/CFT requirements to branches and majority-owned subsidiaries located abroad

359 Banking institutions and NBFIs in Namibia do notintain foreign subsidiary operations although pléms
foreign subsidiaries and branches are being coresidey some Fls. Section 14 of the BIA required tanks
shall not, without the prior approval of the BONadgish or acquire a subsidiary, open a branchideifdamibia,
acquire any direct or indirect interest in any utaldng outside Namibia or establish a represerdatffice
outside Namibia.

360.The FI Bill at section 25. Obligations of accounammstitutions, paragraph (4) require accountabistitutions
to implement compliangarogrammes at their branches and subsidiaries withi outside Namibia. There are
no requirements to pay particular attention thastis followed if the branches are located in coigst which do
not apply the FATF Recommendations or to applhhtgker standard where the AML/CFT requirementsef t
home and host country differ. Further, there isrequirement to inform the home country supervigben a
foreign branch is unable to observe appropriate AGET measures because it is prohibited by locaklaw

Recommendations and comments

361.The authorities should enact measures to requir¢oRdevelop appropriate compliance management
arrangements and at a minimum the designation 8\NI/CFT compliance officer at the management level
The compliance officer should have timely acce$Y€& data and other CDD information.

362Require Fls to maintain an adequately resourcedratependent audit function to test compliance.

363 Require Fls to establish ongoing employee traibingnsure that employees are kept informed of new
developments, including current ML/TF techniquestimds and trends.

364 Fls should be required to put in place screenioggaures to ensure high standards when hiring greeo

Compliance with FATF Recommendations 15 & 22

R.15 NC < Insufficient or no requirements to develop approprate compliance
management arrangements in Fls.

* No specific provisions for Fls to adequately resowe an independent
audit function and to test compliance.

* No specific provision to require the establishmenof ongoing
employee training programs for ML/FT techniques.

* No employee screening requirements for FIs.

e There are serious doubts with regard to the implem@tation of the
existing requirement within the banking sector.

R.22 N/A » There are no known foreign subsidiaries or branches operation.

2.9 Shell banks (R.18)

Description and analysis

365Part 11l of the BIA provides for the criteria fostblishing a banking institution in Namibia. Undexction 5 of
the BIA a person is prohibited from conducting bagkbusiness unless authorized to do so. “Bankirginess”
is defined under section 1 of the BIA as receivindunds from the public and using those fundsidans and
investments, any activity authorized by law or haghkpractice and any other activity approved byNtieister of
Finance. A “banking institution” is defined undexcton 1 of the BIA as a public company authorineder the
BIA to conduct banking business. Section 9 of th& Equires that all persons conducting bankingress to
be incorporated as a public company under the Campa\ct. Furthermore, under section 11 of the BlAen
considering an application to undertake bankingrnass, the BoN is required to ascertain the firarustory,
policies and strategies relating to the future tgyaent of the banking business of the applicahigtiver the
applicant has an adequate capital structure; tegiity of the applicant and competence to contiacking
business; the ability of the applicant to complytvthe provisions of the BIA; whether the directarsl officers
of the applicant are fit and proper persons; whetie granting of the authorization will be in theonomic
interest of Namibia; and whether the applicant idlable to apply or maintain adequate, effecti @roper
internal control systems when conducting the bamkinsiness in terms of the authorization. Theirequents of
section 11 do not explicitly prohibit the estabiiemt of a shell bank in Namibidn addition, section 19 of the
BIA prohibits the opening of a representative a@ffin Namibia by a foreign banking institution withiqrior

57




FINAL

approval of the BoN.

3661n practice, commercial banks in Namibia do notrapeshell banks. Fls, however, do not satisfyigelves
that their respondent financial institutions indign countries do not permit their accounts to $ediby shell
banks.

Recommendations and comments

367 .The authorities should clearly prohibit the esttininent of shell banks.

368 Measures should be put into place to prohibit &leriter into, or continue, correspondent bankitegimnships
with shell banks.

369FIs should be required to satisfy themselves #sppandent financial institutions in a foreign coyro not
permit their accounts to be used by shell banks.

Compliance with FATF Recommendation 18

R.18 NC * No specific prohibition for Fls to establish shelbanks.

* No specific prohibition for Fls to enter into or cantinue correspondent
banking relationships with shell banks.

< Fls are not required to satisfy themselves that rggndent financial
institutions in a foreign country do not permit their accounts to be
used by shell banks.

* The effective implementation of shell bank oversigtis further
undermined by a total lack of supervisory efforts @er AML/CFT in
Fls.

2.10 The supervisory and oversight system—competeatithorities and SROs: Role, functions, duties and
powers (including sanctions) (R.17, 23, 29 & 30)

Description and analysis

370Authorization, registration and supervisory resjloilises for banking institutions and NBFIs arevidied
between the BoN and NAMFISA. NAMFISA, the Ministof Mines and Energy, the LSN and other SROs fo
supervision of DNFBPs will be discussed in the DNF&ction later in the Report.

371The BoN is responsible for supervising and moniigll institutions authorized to operate as bagkin
institutions. The BoN can authorize an applicaripierate as a bank upon the applicant satisfyia@thiN that
all the capital requirements are met; fit and propss of shareholders, directors, and officerd@fapplicant;
permission from home country supervisor; the stmecand shareholding of the group of companiestotvthe
applicant is a part or intends to form a part; aether it is in the economic interest of Namifliae objectives
of the BoN are to promote and maintain a sound maopecredit and financial system in Namibia ansitain the
liquidity, solvency and functioning of the finankgystem; to promote and maintain internal andrexte
monetary stability and an efficient payments me@ranto foster monetary, credit and financial cdiogis
conducive to the orderly, balanced and sustainedauic development of Namibia; to serve as the
Government’s banker, financial advisor and fisggr#; and to assist in the attainment of nationahemic
goals.It derives its supervisory and regulatory poweosrfithe BIA. It has the authority to issue deterriores
relating to prudential requirements including anthey laundering and fraud and economic crime.Bédngk has
Memoranda of Understanding (MOUSs) with other sufsems both at home and abroad. Within this contiest
BoN has the authority to monitor AML/CFT complianiceall authorized institutions; however, the Bobked not
examine or monitor its supervised banking institogi for compliance with AML/CFT measures. The Buié
no examination procedures for AML/CFT and doesemsture that Fls are effectively implementing lanutgs,
policy guidance or the FATF Recommendations.

372The BIA under section 56 provides the BoN with a feptions to achieve remedial action at bankingjtunsons.
If the BoN is satisfied that a banking institutiam,an affiliate or associate of the banking ingi@n is in breach
of the BIA or any other law applicable to the bathie BoN can require the banking institution toetalction or
steps, or to discontinue any action. An array ottans is available culminating with the imprisozmh of
officers, employees or agents of the banking iattihs convicted of an offence under the BIA. BuN is
responsible for taking supervisory action to resgivoblems with an authorized bank, including ef@essary,

r

applying to the Courts for a winding up order aiténate withdrawal of the banking license. Sectidnof the
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BIA provides that any cancellation of the bankighse can, however, only be effected after coasoit with
the Minister of Financ@. Although the BoN has sanctioning powers over kahis questionable whether they
would prevail regarding enforcement of AML/CFT me@&s's since there is no current AML/CFT framewark i
place. BoN management indicated that becausésofdimcern they have not supervised banks for camgz
with AML/CFT measures nor have they undertaken/&ly /CFT enforcement actions.

373The NAMFISA has overall responsibility for NBFIscheome DNFBPs, a function previously undertakethley
Ministry of Finance. The NBFIs under the NAMFISAargight, include public accountants and auditoesisppn
funds; friendly societies; money lenders; unittrggock brokers; insurance companies includingiesgéorokers
and reinsurance brokers; trust companies; and tingy person that renders a financial service agalar feature
of the business. Section 1 of the NAMFISA Act defra financial service as any financial serviceleeed by a
financial institution to the public or to a juristperson and includes any service rendered by togy person and
corresponding to a service normally rendered kipantial institution. Although NAMFISA has supesury
responsibilities for the NBFI sector, it does naparvise any of the NBFIs or DNFBPs for AML/CFT
compliance and does not ensure that NBFIs and DISEB® effectively implementing the FATF
Recommendations.

374 Section 3 of the NAMFISA Act grants authority to NWISA to exercise supervision in terms of the Acaay
other law, over the business of financial instdns and over financial services. Pursuant to sedtiof the
NAMFISA Act it has the authority to investigate amyatter falling under its jurisdiction includingetpower to
call to its assistance any person or persons tstédisi the performance of its functions. The MBRISA Act
does not specify effective, proportionate and disste criminal, civil or administrative sanctiomsdeal with
natural or legal persons to deal with entities fhatto comply with national AML/CFT requirements other
prudential compliance matters. Prudential supesxisind sanctions are generally contained in indafid\cts for
the specific NBFI sector. As noted in paragrap, MdAMFISA has not issued any AML/CFT requiremefats
its supervised entities.

Preventing Criminals from Controlling Financial Institutions

375Section 27 of the BIA provides the benchmark of Hmamking institutions are to be managed. It provitdhat the
business of banking institutions is to be conduatesl prudent manner and consistent with best ataisdand
practices of corporate governance and sound finhm@anagement. Determinations on the Appointmeatied
and Responsibilities of Directors and Principali€ffs of Banking Institutions, BID-1 of 1998 (BID;Jprovides
that the management of a banking institution mubtbét impeccable integrity and professionalisnthieir
conduct so as to engender public confidence isdiety of their deposits. It goes on to furthernjate that the
board of directors of a banking institution musingwise technically competent persons of integritth\a strong
sense of professionalism, fostering and practithieghighest standards of banking and finance ircthetry.
Further, there are elaborate requirements undeaphkcation and notification procedures for essitihg
banking operations, require that a director orceffiof a banking institution submit a statementiatéay among
other things that they have not at any time beewicted of any criminal offence, censured, discipd, warned
or made the subject of a court order at the ingtigabf any regulatory authority or professionatipdgo which
they belong or belonged. The acts committed bytitential director or officer are relevant regasdl of
whether committed in Namibia or outside Namibiae Oeclarations made by a potential director oceffare
required to be made under oath.

376BID-1 paragraph 2 obliges banking institutions ppaint directors and principals officers that antydfit and
proper” persons. In determining whether a persstiitiand proper”, banking institutions are reqdrto have
due regard to the persons probity, competence @mttisess of judgment; and high standard of intggrit
objectivity and professionalism. Further, the paagd prohibits banking institutions from appointipgrsons

> Whether by consultation it means that the Ministar override a decision made by BoN, or not goglon
with a recommendation made by BoN is not providedri the BIA.
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who have at any time committed an offence involviragid or other dishonesty, or any other relevaimioal
offence; or engaged in any business practicesriagitbe regarded as being deceitful or otherwiseopgr
(whether unlawful or not) or which otherwise refldéscredit on the persons method of conductingriess.
These requirements provide the authorities witfigaht powers to ensure that criminals do not assdirect or
indirect control of banking institutions.

377The NAMFISA Act does not specify any specific maasuegarding evaluating directors and senior mansaof
NBFIs. Supervisory powers and licensing requireimiane contained in specific Acts that providedb#ority
for registration and operation of NBFIs such ag trosts, insurance, etc. Supervisory manualshamdibooks
for the NBFI sectors were not provided. In praesfMAMFISA officers indicated that for some NBFI&th
obtain curriculum vitae’s and crime certificates jfwinciple officers and some directors. Littleckground or
police checks are undertaken.

Money or Value Transfer System

378The BoN licenses and monitors return’s from theddwrDe Change which operates a foreign exchangedsss
that includes an airport branch. Operations argitoed by the BoN with on site inspections to aueported
transactions and compliance systems. Howevereatsps do not supervise or monitor for compliand w
AML/CFT requirements.

Inspection and Access to Records

379.The BIA in section 52 grants general powers of ération to the BoN to determine whether a banking
institution is in a sound financial condition antether the provisions of the BIA or any other legajuirements
pertaining to the banking business have been antdeing complied with by the banking institutiomcfon 53
of the BIA obligates a banking institution to pragéuall records including cash or other liquid assetinutes,
books, vouchers, accounts, deeds, securities &ed dbcuments in possession or custody of the hgnki
institution and relating to the business of theliragn institution and all other information concergithe business
of the banking institution. The authority to acctssse documents by the BoN does not require paort order.
Indeed, the BoN can issue a “search warrant” tockeand seize any books, documents or informattating to
any alleged violation of the BIA.

380.The NAMFISA Act does not specify examination powgrsnonitor and ensure compliance with laws,
regulations and policies within its supervised Hisspection powers are contained in each respebtiRfF| Act
and in addition, the Inspection of FIs Act 38 0B49 The 38 Act allows for the production of recrdocuments
or information relevant to monitoring compliancewever, the permission of the Registrar is necgsaasome
cases to obtain customer accounts. Discussiomsingitirance industry executives indicated that aetrecords
could not be released without the approval of thentindicating some question whether NAMFISA has
adequate authority to supervise for AML/CFT activit

Technical and Other Resources

381. Since Namibia does not have an AML/CFT framew®ik] or regime in place there are only minimal skill
available in law enforcement and prosecution agenim deal with these issues. No special traiong
educational programmes are provided for judgescands concerning ML and FT offences, and the sejzu
freezing and confiscation of property that is thegeeds of crime or is to be used to finance tesmar In
addition, there are virtually no AML/CFT staff dkilavailable at the BoN or NAMFISA to perform any
AML/CFT supervisory functions in Fls. In both tBeN and NAMFISA, staff members clearly lack tectabic
and other resources and training to fully and ¢iffety perform AML/CFT compliance inspections.

382.The BON supervisory staff total 18 professionalssgwo support staff, which would seem sufficiémttheir
current responsibilities, but is likely to be inficient to assume the burden of AML/CFT compliasapervision
when the new regime becomes operational. Staapprofessional in their approach and have apiatepr
academic qualifications. Budgets appear adequateafeel and training, but suffer from some equipine
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shortages, such as laptops. Additional budgethgilhecessary to implement the new AML/CFT regime.

383 NAMFISA staff lacks skills, training and capacity adequately perform their current responsibiliti€ce the
POCA is put into effect and the FI Bill is passed amplemented substantial training, technicalstaace and
resources will be necessary for all competent aitté® in order to operationalize Namibia's new AMIET
regime into an effective system.

384.The FI Bill when passed will cover some of theseds. Part Il identifies accountable instituticanrsd
supervisors responsible for AML/CFT compliance e FhBill imposes on the BoN the responsibilities auties
to monitor and ensure that accountable institutionmply with the Act, part IV, Money Laundering €oh
Measurers Duty to Identify Clients. Part IV caveunles for CDD, anonymous accounts, record keeBaN's
access to records, cash transactions, suspici@rsstctions, electronic transfers, obligations ofl aaporting by
supervisory bodies, cross border cash transactiobfigations of accountable institutions, reportipgppcedures
and other administrative requirements.

Recommendations and comments

385 Authorities should enhance and clarify the NAMFIB4t to include effective, proportionate and dissvas
criminal, civil or administrative sanctions to dedth AML/CFT compliance matters.

386 Authorities should ensure that Fls are effectiveiplementing the FATF Recommendations and that a
designated competent authority has responsibdityehsuring that FIs adequately comply with theunesgments
to combat ML/TF.

387 Authorities should ensure that directors and semianagement of FIs are properly evaluated, on dlsestof fit
and proper criteria if appropriate, including thoskating to expertise and integrity and ensuré ¢chaninals are
prevented from ownership and management functions.

388.The money changing service (Bureau De Change) Narsiiould be subject to effective systems for nowirig
and ensuring compliance with national requiremémtombat ML/TF.

389 Authorities should provide AML/CFT training to albmpetent authorities involved in combating ML/TF.
Specific training is necessary initially for BONcANAMFISA regulators.

390.The BoN and NAMFISA AML/CFT compliance functionsats to be provided with adequate staffing, experti

and training.

Compliance with FATF Recommendations 17, 23 (c 23324, 23.6-23.7), 29 & 30

R.17 PC « BoN and NAMFISA lack effective, proportionate and dssuasive
criminal, civil or administrative sanctions available to deal with
enforcement of FATF Recommendations.

R.23 NC e The BoN and NAMFISA do not ensure Fls are effectivg
implementing the FATF Recommendations.

* NBFIs have not been designated a competent authoyito ensure that
Fls adequately comply with the requirements to comét ML/TF.

< Directors and senior officers of NBFIs do not undego necessary legal
or regulatory measures to prevent criminals from owership or
management functions.

« The BoN does not supervise the money exchange seev{Bureau De
Change operators) for compliance with AML/CFT requirements.

R.29 LC « BON and NAMFISA do not have clear authority to compel the
production of or to obtain access to all records, @cuments or
information relevant to monitoring AML/CFT complian ce.

R.30 NC e The BoN and NAMFISA have not trained its staff on AML/CFT
issues or supervisory responsibilities to ensure ogpliance in Fls.

* NAMFISA lacks appropriate skills, training and capacity to carry out
their current responsibilities.

Financial institutions—market entry and ownershipdatrol (R.23)

Description and analysis
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Banks

391 Criteria for the licensing of banking institutioage set out in the BIA, which also authorizes tberising
authority (the BON) to set additional criteria, i@ 110f the BIA. The criteria set by the BIA aby the
“application and notification procedures” issuedthg BON are comprehensive (suitability of major
shareholders, ownership structure, fit and proggrfor directors and officers, internal contr@pital adequacy,
etc.). An initial capital of ND10 millions (or 10epcent of risk weighted assets when it exceeds NDilldns) is
required at section 28 of the BIA). Although théligbof the shareholders to supply additional ficél support
is assessed by the BON, it does not require amggbcommitment from a parent company to support its
subsidiary.

392 Before taking any decision, the BoN must consuthwlie Minister of Finance. After this consultatjdhe Bank
can refuse the application, grant it or grant ljeat to conditions, sections 11(3) & 11(4). Tiehse can be
revoked if its approval proves to be based on falimation. See paragraph 285 above on the effiettte
consultation with the Minister.

393With regard to prevention of criminals from contireg financial institutions, see discussion abav@aragraph’s
374-375.

NBFIs

394.The NAMFISA Act does not specify any specific meaasuwor fit and proper tests regarding evaluatimgatiors
and senior managers of NBFIs. Supervisory poweddiaensing requirements are contained within each
specific Act that provides the authority for regagion and operational requirements for each NEBEtar, such
as insurance, unit trusts etc. Supervisory mararashandbooks for the NBFI sectors were not pexidin
practice NAMFISA officers indicated that for som8Ns they obtain curriculum vitae's and crime datites
for principle officers and some directors. Thereicertificate is provided to the requesting pédiyectors and
officers) by the police and certifies that there mo police records. NAMFISA management undertéiités if
any, background or police checks.

Recommendations and comments

395 Authorities should ensure that directors and semi@nagement of FIs are properly evaluated, on dlses lof fit
and proper criteria if appropriate, including thoskating to expertise and integrity and ensuré ¢hianinals are
prevented from ownership and management functions.

396 Authorities should ensure that Fls are licenseckgistered and appropriately regulated and subgect
supervision or oversight for AML/CFT purposes, mayiegard to the risk of ML or TF in that sector.

Compliance with FATF Recommendation 23 (¢ 23.1323.5)

R.23 NC < Directors and senior officers of NBFls are not adegately evaluated to
ensure that criminals do not hold significant owneship interests or
management functions.

* NBFIs are not appropriately licensed, registered ad regulated for
AML/CFT purposes.

AML/CFT Guidelines (R.25)

Description and analysis

397While Namibia does not have an AML/CFT frameworlaarFIU, it has issued some guidance to its banks
regarding ML. BID-3 provides a brief overview bt stages of ML, KYC policy, record keeping, repatof
suspicious transactions, adequate internal constdff awareness issues, funds transfers andra>dme B
provides examples of suspicious transactions. @lsoular — BIA 2/02 provides background informaition
ML, policy development, KYC, and provides a listaafspicious activities.

398 No guidelines have been issued for NBFIs by NAMFISAe LSN has not issued any AML/CFT related
guidelines.
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399.The BoN has not provided its supervised banks adiiquate and appropriate feedback in regard tBAR&
Best Practice Guidelines on Providing Feedbackepdring Financial Institutions and Other Persolamibian
banking institutions indicated that they have mateived any feedback from the BoN regarding sukohi8TRs.

400.The proposed FI Bill requires at section 23 (7)@)ligations of and reporting by supervisory bodiegjuires
that the relevant supervisory body of an accoumaiftitution to issue guidelines to assist accahle
institutions in detecting suspicious patters ofdebr in their clients and these guidelines shaldeveloped
taking into account modern and secure techniquesarfey management and will serve as an educattonél
for reporting institutions personnel. Part I, pgraph 5. requires the BoN at (2)(a) to colleatqess, analyze)
and assess all reports and information receivetéims of this Act or in terms of any law; and @)xbmpile
statistics and records, disseminate informatiorhvidamibia or elsewhere and make recommendatiosari
out of any information received.

Recommendations and comments

401.The authorities should establish and issue guidembiBFIs and DNFBPs that will assist them in immpénting
and complying with AML/CFT requirements.

402.The BoN should provide banks that report suspictoarssactions, with adequate and appropriate feddba
having regard to the FATF Best Practice Guidelme®roviding Feedback to Reporting Financial Insitins
and Other Persons.

Compliance with FATF Recommendation 25 (c25.1)

R.25 PC * No guidelines issued yet to assist NBFIs and DNFBRsimplement
and comply with AML/CFT requirements.
» The BoN does not provide feedback to banks reportmSTs.

Ongoing supervision and monitoring (R.23, 29 & 32)

Description and analysis

403 See discussion above in paragraph’s 374-378.

2.11 Money or value transfer services (SR.VI)

Description and analysis

404 Money or value transfer services (MVT) are limitedhe four commercial banks licensed and supedvisethe
BoN. Banking institutions use the S.W.I.F.T systensonduct wire transfers. In addition the PoSitc®
Savings Bank may issue domestic money orders. thiar ononey or value transfer services currentlyraeein
Namibia. The BoN does not ensure that MVT serwvigerators are subject to the FATF Recommendatiods &
the Nine Special Recommendations nor does it hgsterss in place monitoring compliance. Measuret®st
in the Best Practices Paper of SR VI have not lreptemented.

Recommendations and comments

405.The competent authorities need to ensure that MAfVice operators comply with the FATF 40 + 9
Recommendations and monitor their compliance.

Compliance with FATF Recommendation SR VI

SR.VI NC * No policies, procedures in place to ensure compliaa by MVT
operators.

* No monitoring of MVT operators to ensure compliancewith the
FATF 40 + 9 Recommendations.

¢ No requirements for MVT service operators to maintan a current list
of its agents.
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Preventive Measures—Designated Non-Financial Businesses anafessions

3.1 Customer due diligence and record-keeping (R.12applying R. 5 to 10)

Description and analysis

Relevant Legal Provisions:

406.There are currently no AML/CFT measures imposedesignated non-financial businesses and professions
However, under the proposed FI Bill relevant DNFBHEbe covered as accountable institutions inaigd
lawyers, accountants, estate agents and casinessoMerage will be broad enough to include caredeand
dealers in second hand goods. However, dealergaiqus stones and metals will not be covered hissis a
significant industry in Namibia, the authoritiessid include the sector under the FI Bill becausedoing so will
create a loophole in the AML/CFT framework. In dissions with the authorities it is not sufficienthear yet how
this will be implemented with respect to DNFBP4t tiia not fall under any supervisory regime of sdimel such as
the car dealers and dealers in second hand goods.

Public accountants and auditors

407 There are approximately 14 accounting firms opegaith Namibia. NAMFISA has oversight over public
accountants and auditors through the SRO. Un@eN&kiMFISA Act, the definition of financial institittn includes
a person registered in terms of section 23 of thidi® Accountants' and Auditors' Act, 1951, and vidhia member
of the Institute of Chartered Accountants of Namit#ferred to in that Act. Currently neither NAMBA nor the
SRO has issued any CDD or any other AML/CFT requéets for accountants and auditors nor do theyeirtsp
accountants or auditors for compliance with the FAID Recommendations. Discussions with a majoowating
firm indicated that AML reviews and testing are dooted in the normal course of auditing clientedularities are
reported to the Accountants and Auditors Boardifeposition.

Lawyers

408 Lawyers, notaries and other independent legal psidas are governed by the Legal Practitioners ¥495 (LPA)
and the rules and guidelines issued by the LaweBpoif Namibia (LSN) pursuant to the LPA. There euerently
88 private law firms in Namibia; 390 licensed pitamhers out of which 190 are in private practiédout 70% of
the law firms are sole practitioners. The largast firm has 11 partners although at the time ofrtigsion, the LSN
advised that this law firm was on the verge of palissolved.

409.The LPA and the rules and guidelines reviewed ddmonpose any anti-money laundering and antietést
financing obligations on legal practitioners. Thare no guidelines that have been issued by the &iShbw
lawyers should deal with issues related to ML or TRere is no requirement to verify the identitytiodir clients;
keeping of records and in what form the recordstrhagetained; paying close attention to non- tadace
business relationships or transactions; and pagfitggtion to unusual or complex transactions.

4101In discussions with the LSN, it was stated thatipg CDD requirements in their work would not cieany
difficulties as this is something similar to thatiah lawyers do in practice before taking on artli®etails of the
potential client’'s background are taken includidgritification documents, the residential or busireeddresses as
well as details of the nature of the transactionshich a potential client wishes a lawyer to actleeir behalf.
However, as discussed under Recommendation 34 oes8do beneficial ownership, a lawyer preparitrgist for
a client is not in a position to know the ultimaneficiary under the trust in part because lawgleraot apply the
CDD to any of their transactions. It is thereforitical that CDD is applied before agreeing to esgmt a potential
client.

411 When the FI Bill is enacted and comes into effdw, legal profession will be obliged to undertakelCin their
business activities.

Dealers in precious stones and metals
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412 Namibia is one of the leading producers of diamdndke world, with the diamond industry contriimgi
significantly to the GDP. A number of diamond comigas operate in Namibia. The market leaders aredéam
Diamond Corporation (Pty) Ltd, a joint venture beém the Namibian Government and De Beers of Sofrtbad
and Namibia Minerals Corporation (NAMCO), in whittte Namibian government holds some shares. There ar
numerous other smaller operators holding miningriges that authorize them to carry out mining djmeTs
Namibia being a signatory to and participant inKli@berly Certification Process of rough diamonds lensured
that the security of the diamonds is of internaticstandards. As the diamonds are recovered uptfiemestricted
diamond mining areas up until they are valued leydfiicially appointed Government Diamond Valuatiey
remain under strict security. After valuation, thamonds are sealed in parcels and issued with &ilplProcess
Certificate and export permit, which indicate thember of stones, carats and the corresponding walNamibia
dollars. The Kimberly Process Certificate and tkeogt permit values (number of stones, carats aive pare
supposed to and must be the same. Furthermoresaassions with the Diamond Commissioner, he irtditahat
the destination of the diamonds being exported ineshe same on both documents.

413The Kimberly Process Certificate (specimen copiesvprovided to the team) are specially designédpainted to
prevent any forgery and only three senior officialthe Ministry of Mines and Energy are authorizedgign.

414 And yet notwithstanding the fact that the diamamdiistry is a major sector in Namibia and vulnerabI®IL, it has
not been included to the list of accountable io#tins subject to the FI Bill.

415The Ministry of Mines and Energy employs a largenber of diamond inspectors who are equipped wittewi
powers. However, they cannot police the vast ggitcal area covered by diamond prospecting andngini
operations. Because of this challenge, some dfpleeators in the diamond industry do not complyhwilite
regulatory obligations imposed on them.

Unit trust and asset management

416There are 24 registered asset managers with assi#s management (AUM) of N$31.2 billion sourcedniya
from pension funds and insurance companies. Asaaagement services are also highly concentragkd an
provision of these services is dominated by a hdraffcompanies. Many do not have sufficient loegbertise and
draw on their South African parents to fill gaps.

417 Driven by money market portfolios and the tax fséstus, the unit trust industry has grown rapidiyhile there is
no requirement for localization of investments nitdrust schemes, management companies genetagree the
35 percent domestic asset requirement in ordetttacainvestments from institutional investorsor@orate
investors also invest in money market unit trustainly for tax reasons. There are eight registerattrust
management companies which have AUM of N$8 billigs7 billion in money market portfolios and the drade in
equity and balanced portfolios. Management congsaoontrolled by 2 domestic commercial banks haé@ a
percent market share of AUM.

418 NAMFISA has overall supervisory responsibility faublic accountants and auditors; pension fundsnéty
societies; money lenders; unit trust; stock brok@surance companies including agents, brokergeindurance
brokers; trust companies; and any other persorrénalers a financial service as a regular featbitkeobusiness.
Section 1 of the NAMFISA Act defines a financiahgice as any financial service rendered by a fir@n
institution to the public or to a juristic persomdaincludes any service rendered by any other peaad
corresponding to a service normally rendered bipantial institution. Section 3 of the NAMFISA Agtants
authority to NAMFISA to exercise supervision inrtex of the Act or any other law, over the busind€tancial
institutions and over financial services. Pursuargection 4 of the NAMFISA Act it has the authgtib investigate
any matter falling under its jurisdiction includitlyge power to call to its assistance any persgreosons to assist it
in the performance of its functions.

419However, as noted, these entities are unsuperfase®ML/CFT. NAMFISA has not issued any AML/CFT
regulations, guidelines, circulars or requiremeats supervised institutions nor supervises et for
AML/CFT compliance with international standardon® entities, such as larger insurance compareeg, h
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adopted home office AML/CFT safeguards as partrofig policies. Also some insurance companies,ari@mders
and other non-bank subsidiaries of commercial bamdg follow company AML/CFT policies to some degree
Namibia has undertaken measures to develop an AMLA@amework to deal with the DNFBPs and NBFls thgb
passage of the POCA and the FI Bill which when @dsgill address many deficiencies in these sectors.

Real estate agents

420.The Estate Agents Board is established in terntseoEstate Agents Act, 1976 (Act No 112 of 1976is |
considered as the supervisory body of the profassi integrated as such in the FI draft bill. [dedfic incentive
has been given to professionals in order to baaaibn possible ML patterns. There has not begraamareness
raising sessions to inform professionals of thedrfee an AML/CFT framework and of the possible gsk their
sector. The key issues in this sector are the piigsbf cash transactions and the absence ofaeatrols. KYC
does not seem to be a priority. No more informatias been delivered by the authorities.

Casinos

421 The Casinos and Gambling Houses Act, No 32, 1994rsahe activity. The assessors were advisedateaft law
has been prepared to amend the 1994 Act but tessaes were not availed of the draft. It has nehbe
communicated to the mission despite our requegttelis no provision in the Act requiring specifiigénce
towards clients except for minors, particularly ceming customer identification, payments of gainexchanges
of chips, such as thresholds for cash. (See foligwiection: supervision, regulation, monitoring).

Recommendations and comments

422 The application of CDD requirements should be ingglosn lawyers when they prepare or carry out tictitsss for
their clients.

423 The authorities should develop CDD requirementgfdilic accountants and auditors, specifically wtrery
prepare for or carry out transactions for a clemnth as management of bank, savings or securiigesiats.

424 FATF CDD requirements should be developed by thkaities for trust and company service providers.

Compliance with FATF Recommendations

R.12 | NC * There are no AML/CFT measures imposed on DNFBPs

Monitoring of transactions and relationships (R.1)2(applying R. 11 & 21)

Description and analysis

425See above, description and analysis under custdugediligence and record keeping. There are no ANHI/
measures imposed or applicable to DNFBPs to motréosactions and relationships. The LSN does odtrehnual
inspections of some law firms to ensure that tlaeeecomplying with the LPA and the LSN rules. Thisre
nevertheless no AML/CFT monitoring of transactiamsl relationships required of lawyers other thanetkpected
professional ethics and standards that there asbgerve in the course of their business.

Recommendations and comments

426 The authorities should impose on relevant DNFBPottigyation to closely monitor transactions andibess
relationships in respect of AML/CFT.

427 The authorities should develop and implement FAGduirements for the monitoring of transactionseagiired by
Recommendation 12 for lawyers, accountants and@sdind trust company service providers.

Compliance with FATF Recommendations

R.12 NC * No laws, regulations or policies that require accaut monitoring.
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3.2 Suspicious transaction reporting (R.16) (appiyig R.13 & 14)

Description and analysis

428 There are no reporting requirements imposed on C-Burther, there is no obligation on DNFBPs taiao or

Lawyers

429 Section 9(6) of the POCA preserves the sanctithefattorney-client privilege. In discussions viite Law Society

4301In discussions with the LSN, it was suggested leyliN that rather than having reporting obligationposed on

431 Should the authorities determine that lawyers egont to the LSN, then appropriate mechanismsdiitite

pay special attention to transactions with perdegal or natural from countries which do not hadeguate
AML/CFT systems in place. In discussions with tHieRBPs it was not clear whether even in the absehadegal
obligation they do in practice pay attention totstransaction. On the other hand, from discussiatisthe
DNFBPs it was clear that a significant number ahgactions involve domestic customers and may maligi
involve a foreign jurisdiction.

of Namibia (LSN), there was concern that the Fl Bding proposed by the authorities will not onhdermine the
attorney-client privilege but remove it completeljien a requirement to report STR is imposed orettpal
profession under the FI Bill. It was argued thatylars should not be made to be investigators anmutors of their
client’s conduct unless there is actual knowledgea kawyer that a transaction involving a cliens laacriminal
element to it. The only incidents lawyers in Naraibhave had with transactions having a suspicicmeht to them
are the 419 scams originating from Nigeria.

the legal profession, it was best to leave thigesi the professional body itself. The first angunt for suggesting
such an approach was that the LSN under the LPAtamdles has unqualified access to all documehlaw firms
and all accounts of the law firms in Namibia arguieed to be audited by qualified auditors. Secgnidile LSN in
discussions with the assessors advised that thé pegctitioners have in the past asked for guiddram the
governing Council of the law society on cases imv clients with which, there were not comfortablewhere
suspicious about. By way of illustration, two ineids of suspicious transactions in the past yeas veported by
two law firms to the LSN. Guidance was sought orethibr to proceed with such transactions and aéf#betations
with the Council, the law firms decided againstngpihrough with the suspicious transactions. It thasefore felt
that suspicious transaction issues should be dehlty the LSN itself as the body responsiblerf@anitoring the
professional conduct of its members. This it wagssted would maintain the sanctity of the attorcigynt
privilege. However, these were the only two examgliwen and therefore judgment cannot be made @thehthis
is a general practice by legal practitioners. THieltargument advanced was that in any case, initNanthe largest
percentage of money coming into law firms is thiobgnking institutions. The point with this argurhesas that
the transaction would already have been scrutinigetthe banking institution itself under their pedeires for
dealing with their customers.

cooperation with the FIU should be put in placeis™ill enable the LSN to be able to report ST#® FIU after
making their analysis on whether or not a traneaatéported by a lawyer has information that isifgged. If it is,
then the information cannot be forwarded to the.FDd the other hand, if it is not privileged infation, then it
would have to be sent to the FIU. Indeed, the L8dfested that if the reporting obligation to the) B imposed on
the lawyers, consideration will be made on askigdourts to review the constitutionality of suchadbligation. As
discussed below under Regulation, supervision amaitoring, the LSN has demonstrated that it caoeef its
rules and guidelines if a lawyer is suspected tthey are allegation of professional misconduct.

Recommendations and comments
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432 Reporting requirements should be imposed on casimayers, dealers in precious stones and metas$estate
agents and public accountants.

4331t is recommended that should the authorities dater that the lawyers should report to the LSNntappropriate
mechanisms such as entering into MoUs with theFikhen created — should be established. This adilifate the
exchange of information between the LSN and the FIU

434 DNFBP should have systems in place by which theyahte to monitor transactions involving personsnr
jurisdictions with weak AML/CFT systems.

Compliance with FATF Recommendation 16

R.16 NC * No laws or regulations enacted requiring the repoiing of STs by
DNFBPs.

Internal controls, compliance & audit (R.16)

Description and analysis

435See above description and analysis under custongeditigence and record keeping. They are no iaterontrol
obligations imposed on DNFBPs. The DNFBPs do neelsystems to conduct audit test of internal céntro
processes; they do not conduct employee trainilageet to money laundering and terrorist financiaugg have no
screening procedures to ensure high standards itieg employees.

Recommendations and comments

436.The authorities should develop requirements foretablishment and maintenance of internal proesjyolicies
and controls to prevent ML/TF in accountants anditats and trust company service providers. Thegdares
should cover CDD, record retention, the detectibnrmsual and suspicious transactions and the tiagor
obligation.

437 Further, DNFBPs should be required to establistoorigemployee training to ensure that employee&epé
informed of new developments, including informatmmcurrent ML and TF techniques.

438 DNFBPs should be required to have screening praesda ensure high standards when hiring employees.

Compliance with FATF Recommendations

R.16 NC * No requirements for appropriate AML/CFT compliance management,
audit, employee training programs or employee screéng for lawyers,
accountants and auditors and trust company servicproviders.

3.3. Regulation, supervision and monitoring (R.1724-25)

Description and analysis

439 There is no supervisory framework for DNFBPs for &WKFT purposes. There are no AML/CFT guidelineg tha
have been issued to assist DNFBPs to implementamgly with AML/CFT measures.

Casino’s

440.There are currently four casinos in Namibia witiot@l of 600 machines. They are all in hotels adeurthe existing
regulatory regime casinos can only be operatedrateal hotel with specified rooms. In this regdod, Windhoek
the capital city, the required rating is a 4 stéhwat least 100 rooms, while hotels outside Wirehequire a 3 star
rating with at least 50 rooms. Specifically, ca&rere not subject to a comprehensive regulatodysapervisory
regime that will ensure that they implement necgs8ML/CFT measures once the Fl Bill is enacted aralight
into effect casino’s will be covered.

4411n discussions with the Casino Board, the missias advised that it would be expensive to have atorarg
system and could entail increasing the licensieg.f& he only due diligence process performed whgistering
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casino’s is to have the police do a routine baakgdocheck. This background check however has nptioiio with
whether the proprietors are fit and proper or @nguhat there are not criminals but rather iosurposes of
acquiring a liquor license. Indeed, the authoritidsise that there is no police clearance requoeprove an
applicant.

442 Notwithstanding the foregoing discussion, the arities advised that they do have 4 inspectors whib the
existing 4 casinos. It was not clear however framdiscussion on the nature and extent of the atigpes
undertaken and for what purpose as the Board hasspection manual. What was evident was that iher® does
not have adequate powers to monitor and sanctisinasand lacks sufficient technical and humanuess to
perform its functions.

Lawyers
443 The Legal profession is self-regulated throughlt88l pursuant to the LPA and the rules issued theteu

444The LSN has a rigorous monitoring regime of theégmmbers although not related to AML/CFT mattersedated to
monitoring specific AML/CFT transactions. Becau$éhe attorney-client privilege and the need tomtain
confidentiality of information in their custody,ig not possible for the LSN governing body to ntontransactions.
However, this is possible where there is an ingesion into the misconduct of a lawyer. On the hahd LSN does
undertake annual visit to every law firm to monitieeir operations. Currently, 50% or 44 law firme &isited every
year by the LSN. They check compliance of law fitimsheir obligations under the LPA and the ruteréunder
including ensuring that law firms keep accurate apdo date records and maintain proper trust atsoln order tg
maintain the integrity of the legal profession, &N organizes training programs for their memb&hese
seminars and workshops cover issues related togimanelient accounts or trust accounts as thereedegred to in
Namibia; how to maintain proper accounts throudttieht bookkeeping skills; and auditing of lawrfiraccounts.
They have not done any training on money laundesimgrrorist financing.

445Where a lawyer violates the rules of the LSN, tlezv&ning Council has a range of sanctions it cgrose to
discipline the lawyer. The sanctions range frorima,fto denial of a fidelity certificate which etiéis a partner of a
law firm to accept client’'s money, and in egregioases, debarring and where applicable criminadgedings.
Where a compliant is made to the LSN of allegectonigluct or practices that violate the rules ofliB&l, the LSN
carries out its investigation within a month. [pama facie case is established, it is referrethéoGoverning
Council for further consideration and action by Bisciplinary Committee.

446 A number of cases have been dealt with by the L&&MIting in numerous members of the LSN being dis@d
for professional misconduct. In discussions with LISN, the mission was advised that there wererabwagoing
investigation of lawyers alleged to have violatied tules of the LSN.

Recommendations and comments

447 The Casino Board in collaboration with the casimtuistry should develop an appropriate AML/CFT sujsery
mechanism in the light of the fact that the indystill be covered by the FI Bill.

448In view of the Casino Boards concern on the ineda®st of introducing a monitoring system, itdasammended
that a self-regulatory mechanism for the indusbyld be devised. Once the FI Bill is enacted, tbar@ will not
have the capacity to ensure that casinos implethelAML/CFT measures.

449The Casino Board should develop an inspection mameahnical assistance will be necessary in dgmtpan
appropriate manual for the casino industry.

450.The Casino Board should develop an appropriate amsim for checking whether prospective operators or
managers of casinos do not have a criminal backgtou

451 The Casino Board and the LSN should issue AML/CHiliglines to their respective institutions and merab
under their jurisdiction.

452 The competent authorities should ensure effectik@portionate and dissuasive criminal, civil or acistrative
sanctions are available to deal with persons cavieyehe FATF Recommendations that fail to compithw
AML/CFT requirements.

453 Authorities should designate an authority empowéoeapply these sanctions.

454 The competent authorities should ensure complianiteFATF Recommendations 17, 24-25.
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Compliance with FATF Recommendations 17 (DNFBP)&25 (c 25.1, DNFBP)

R.17 PC « Lack of sanctions to deal with AML/CFT matters andno designated
authority designated to apply sanctions for accournts and auditors
and trust company service providers. While other DFBPs do not have
an appropriate regulatory and supervisory frameworkincluding a
sanctioning regime, the legal profession has a rignus monitoring

system.

R.24 NC « DNFBPs are not subject to effective regulatory angupervisory
regimes in the AML/CFT area.

R.25 NC * No AML/CFT guidelines issued to accountants and autbrs and trust

company service providers to assist them in complnze.
e There are no AML/CFT guidelines that have been issd to assist
DNFBPs to implement and comply with AML/CFT measure.

3.4 Other non-financial businesses and professionsModern secure transaction techniques (R.20)

Description and analysis

455The authorities have considered applying the AMLI@Bligations to other non-financial business arafgssions
such as car dealers and Shebeens. There are apgtelyi 260 registered Shebeens in Namibia withstéimated
1,600 slot machines. The Casino Board is respan§iibla fee for registering the Shebeens. The Simshare
required to pay an annual registration fee and hippiayments on their returns calculated at 15%hefmonthly
turnover. In addition to the annual registratioa, flne Shebeens are required to have a proper Veane adequate
security, have a valid liquor license, and notwaltthildren to enter the Shebeen premises.

456 There are no AML/CFT measures that are imposedhesetgambling houses although they do pose aoris&ing
used for money laundering purposes. In discussigtisthe Casino Board, which licenses the Shebdenmission
was advised that there are a significant numb&hetbeens that operate illegally. But the Boardneasontrol over
these as the Police are the one’s responsiblenfor@ment of the Gambling Act.

457 Under the FI Bill, AML obligations will be extended other professions and activities besides thivsehave been
discussed in detail in this report. These professare car dealers, trading in second hand goodidss of
antiques, jewelry and art trade and investmentdming services. It however is not clear how theliappon of
AML/CFT measures will be applied to these professid-rom discussions with the authorities’ partaicthe Inland
Revenue and customs department, there was conddrbwsinesses that involve second hand goods sexdl cars
brought in from outside Namibia.

458 With regard to the use of modern secure transagtidamibia has extensive electronic payment sysiemkace
such as the use of debit, credit and mobile phahgevransfer system. In addition, in major tratisas such as the
sale and purchase of real property, parties anginedjto execute the transaction through a regiiffsb@ncial
institution.

Recommendations and comments

459 The Shebeens pose a money laundering risk anddshewrought under the AML/CFT regime. In view loéir size
and how the business is conducted a self-reguléitanyework might be appropriate.

Compliance with FATF Recommendation 20

R.20 LC * No AML/CFT measures apply to Shebeens although thgyose a money
laundering risk.
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Legal Persons and Arrangements & NonProfit Organizations

4.1 Legal Persons—Access to beneficial ownershipdaaontrol information (R.33)

Description and analysis

460Beneficial ownership and control of legal personsThe office responsible for the registration dfcampanies
and other business entities in Namibia is the Cangsaand Patents Registration Office (RegistraCahpanies).
This office is a Directorate of the Ministry of Taand Industry. The office is responsible for adstéring the
Companies Act 61 of 1973. However, the 1973 Act bélreplaced by the Companies Act, 2004 as sotimeas
implementing regulations are issued by the MinisteFrade and Industry. The office is responsiblefiling and
maintenance of all documents submitted to the effiteregistration of companies on request, by auralr or
initiated by the office due to non-payment of dusrsl updating of the register. The office is pet seresponsible
for anti-money laundering issues. The office of Registrar is in the process of computerizing thetord and
filing system. This will enhance the efficiency aménagement of company information. This will ferth
facilitate the ability of law enforcement agendiesiccess the information in a timely manner.

461 As part of the registration process, prospectivaganies through their promoters are required tonstihe
Memorandum and Articles of Association with the R&gr of Companies. A list of shareholders inchggdtheir
full names, occupation and residential, businesspastal address must be submitted together wéthitttuments
of incorporation (Memorandum and Article of Assditia). In addition, particulars of the directorstbé company|
and statement by the directors regarding adequiaityeshare capital should also be submitted. Egempany
including a foreign one is required to have a ptalsand postal address in Namibia.

462 The Registrar of Companies is the central authoigy registers and maintains all company recdktishe
records kept by the office are available for insjpecsubject to a minimal fee. However, in discassiwith the
office, the mission was advised that the documesgarded as “closed files” are only accessible wétmission
from the shareholders. In other words, competetitagiies cannot have access to these files ualgforized to
do so by the shareholders.

463 All companies registered are as soon as practicaieto the Inland Revenue as proof of registnatio this way
the Inland Revenue is able to track the compamiesgistered for tax purposes.

464 The authorities advised that law enforcement agsmsiich as the police have from time to time reqdes
information on companies from the Registrar of Camps. What type and for what purpose the inforomatvas
requested was not indicated by the authoritiesekample, in the case of “closed files” the autliesidid not
provide any information on what has been done veheequest for information from such files has besuested.
However, the fact that there is such cooperatigrlane suggests that information is readily avégdor law
enforcement agencies if so requested.

465Public companies can issue bearer shares. Howigenot clear from the Companies Act whether gaigév
companies can also issue bearer shares. Morebeeg, is no mechanism to monitor and control thesisse of
bearer shares or ensure that the companies knovthghwlders of the shares are.

466.The Registrar of Companies has no mechanism byhabidetermine who else has beneficial interest in
registered company other than those that are stdzhii the office and are indicated on the documsubmitted
by the company upon incorporation or whenever thegechanges in the composition of shareholderscidirs or
change in location. The authorities advised thatatfice cannot go beyond any information presertedause
information submitted to the office is presumedbéomade in good faith.

467 As there is no mechanism to determine benefictet@st or ownership in a company, law enforcemganaies,
other competent authorities as well as financistifutions do not have the ability to obtain sucfoimation.
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Recommendations and comments

468lt is recommended that the authorities ensureitispiection of documents regarded as “closed fissiuld be
accessible to law enforcement agencies notwithstigritie requirement of getting permission from the
shareholders.

469.The Registrar of Companies should consider a méstmaloy which to determine who else has benefioi@rest
in a registered company other than those thatudmisted to the office.

470.The authorities should consider a mechanism byttanonitor and control the issuance of beareresha

Compliance with FATF Recommendation 33

R.33 NC * Access to all documents kept by the Registrar shalibe made
available irrespective of the type of companies.

e They should be a mechanism to check beneficial imgsts in
companies.

4.2 Legal Arrangements—Access to beneficial ownerighand control information (R.34)

Description and analysis

471In Namibia, trust arrangements are primarily dasreektate purposes. The office of the Master oHigh Court
is responsible for the administration of deceastdtes in terms of the Administration of Estate A895 (Act 66
of 1995); the administration of insolvent estateterms of the Insolvency Act, 1936 (Act 61 of 1936e
Companies Act, 1973, and the Trust Moneys Proteciict, 1934 (Act 34 of 1934); the protection of mis and
legally incapacitated persons, the protection ahdiaistration of the funds of minors and contraaipacitated ang
absent heirs that have been paid into the Guardhiand; the handling of liquidation of companies afase
corporations in terms of the Companies Act, 19&ednination and assessment of estate duty; and the
supervision of trusts in terms of the Trust MonBystection Act, 1934.

472 The preparation of trusts is primarily done by lggactitioners. Legal practitioners and auditiirgn assist
clients in the drafting and preparation of TruseB& There are, however, no prescribed formaliéied,a trust can
even be constituted orally. Further, any persondraw up a trust deed, just as in the case of malccommercial
contract. In view of the attorney-client privilegempetent authorities cannot obtain, nor have adcethe
information on beneficial owners under a trusteed, in further elaborating on this issue, the l#8Mised that a
legal practitioner or auditor may also not be awarihe ultimate beneficiary, if there is anotheust”
relationship between the beneficiaries whose nappsear in the Deed, and the actual beneficiaries@/hames
may not appear.

473 Trusts are established for estate planning purpegesreby a wealthy individual might transfer hisher assets tg
the trust so that the assets no longer formedqbduis or her estate. A trust is a form of legahagement that
vests legal interest in certain assets on thegegsivho hold and apply the assets in accordanbetvétterms of
the trust deed. Typically a trust deed will contdétailed provisions relating to the administratidrithe trust and
the duties and powers of the trustees. A deedypiltally also indicate the minimum number of tees to be in
office, and what happens if the number falls betbg/minimum, proceedings at meetings of trustedstam
manner in which trustees can exercise their funstid he trustee has to act in accordance withetygirements in
the trust deed. The Trust Deed needs to specifigeheficiaries, or, as in charitable trusts, asctifdbeneficiaries,
with sufficient particularity that they can readig identified.

474The Trust Moneys Protection Act protects trust nyofddne Trust Deed should be filed with the Mastethe High
Court, and as such becomes a public document,am@ha can access it, including the competent aitigsr
Where a trust acquires real property, this woulddggstered with the Deeds Registry. Some of tfarination
required to be provided when registering the tistrument include the property which the trustekl$ in his or
her capacity as a trustee; make any account ostiment at a financial institution identifiable agwast account or
trust investment; and make any other property iflabte as trust property. However, informationtbie ultimate
beneficial interest under a trust is not availabléhe public.

475Under the 1934 Act, whenever a person receives ynionieis or her capacity as trustee, he or shedsired by
law to deposit such money in a separate trust axt@ia banking institution. But as discussed epteceding
paragraph, the trustee has to indicate that theustds a trust account.

476 With respect to custody of documents, a trustgeakibited from destroying any document without Written
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consent of the Master of the High Court which ssrag proof of any investment, safe custody, control
administration, transfer or distribution of trusbperty before the expiration of a period of 5 gelaom the
termination of a trust.

477 With regard to lawyers preventing the unlawful as@buse of trusts, the LSN advised that legaltjti@gers are
officers of the court, and undertake to uphold@uastitution of Namibia. As such they are not akkolvto aid the
commission of an offence, and must guide theintéi¢o act within the law. There is no list of pnélsed
mechanisms used by legal practitioners to ensateatkrust is not used for unlawful purposes. Ghedrust is set
up, the legal practitioner would in any event tait of the picture. However, while this is the casevertheless thg
LSN should make reasonable efforts to carry out GD[2lients seeking to set up trusts.

17

Recommendations and comments

478The authorities should impose obligations on lawyerknow who the ultimate beneficiary is undenst and
prevent the abuse of trusts for unlawful purposes.

479 Competent authorities should be given adequate go@weobtain or access information on the ultintereficial
owners under a trust.

480While the legal practitioners may not have contmoltheir client’s actions under a trust, the LSNuwdd consider
providing guidance on the type of CDD that may agied out to ameliorate the risk of abuse of sust

Compliance with FATF Recommendations

R.34 NC « Competent authorities have no access to informatiorelated to the
ultimate beneficial owners under a trust.

* No measures have been taken to prevent the unlawfuse of trusts in
relation to ML and FT.

4.3 Nonprofit organizations (SR.VIII)

Description and analysis

481 Registration of NPOs:Article 21 of the Constitution guarantees the famental right to freedom of association
which includes the freedom to form and join assimies or unions, including trade unions and pditigarties.
Registration of NPOs in Namibia is mandatory irnt tilhassociations seeking to operate as NGOsegained to
incorporate their entities under section 21 of@enpanies Act, 1973 (the provision will remain #zane under
the 2004 Act). Hence they are described as se2fidbompanies. In the experience of Namibia thesgskof
companies are suitable for associations with thie wlaject of promoting religion, art, sciences, ritya
recreation, or any other cultural or social acyivit communal group interests. There are an estith@80 section
21 companies in Namibia. This estimate is basednoextrapolation of the number of NPOs registenetthé last 5
years which according to the Ministry of Trade &mdustry 2004 annual report was 158. The 480 asstina
these have been registered since 1990, which isbh&mindependence. There is no information awdéan the
actual number of NPOs operating in Namibia botleiffm and domestic hence the extrapolation. Se@tlon
companies do not automatically receive tax exemptidhese have to be applied for in terms of thevamt
legislation.

4821 egal and Supervisory framework: The Registrar of Companies is responsible for tegisgy NPOs. In order to
register, a NPO needs to reserve a proposed nairitate the main object of the NPO which as meatiabove
has to advance causes for the betterment of Namdlmieiety. Once the name is approved, as in the afes
company for profit, the Memorandum and ArticlesAs&ociation have to be prepared and submittedeto th
Registrar of Companies. A section 21 company & emtter of practice limited by guarantee as taatheunt
contributed by each member. No shares are isstteolgh the list of all subscribers of the NPO labé
submitted to the Registrar. As the NPO is a putdimpany, all provisions in the Companies Act depliith
public companies, other than those provisions penig to the shares or share capital of a compapply. This is
because the NPOs are not primarily commercial ip@ge and do not distribute profits to a set ofctiors,
shareholders or managers.

483Under the Companies Act, the section 21 company hige a minimum of 7 members and at least 2 dirsct
There is no legal impediment to foreign memberdictors but these have to be identifiable. Before

incorporation, the written consent of a Namibiaditar is required. Importantly the registered addref the
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company in Namibia has to be provided preferabdyatidress of the attorneys or auditors. BecaussRi@2is
registered as a public company, they are requaratiibmit on an annual basis audited financial statgs and
render income tax returns. Indeed, a NPO is requo@ppoint a public officer appointed pursuarth&® Income
Tax law, who is a person responsible for dealinipwhe Ministry of Finance. This provides a measafre
accountability and monitoring of the activitiestbé NPO. Further, as in the case of profit makiogpanies, all
section 21 companies registered are sent to taadriRevenue, which is proof of registration.

484 However, while the Companies Act provides an adeggistamework for NPOs, the authorities acknowlediged
discussions with the mission team that there imnaitoring mechanism for NPOs. Indeed, no followisimade
by the Registrar to monitor their activities andetlmine whether they are undertaking activitieteéd in the
Memorandum of Association submitted to the compaigystry. Only when they is an allegation of misdoct by
an NPO does the Registrar check what activitieg faee been engaged and whether there has beeatioéation
of any law. On the other hand, it is not necesgatéar who has oversight on the activities of NR®she mission
was advised that the National Planning Commissionitars the activities of NPOs to oversee theilijguts.

485 Sanctions:NPOs can be de-registered for failure to pay taeirual dues to the Ministry of Trade and Industry
keep their company operational and any other sen@mlations of the companies’ law or other lawNamibia.
No NPO has been de-registered or sanctioned imamner by the Registrar’s office.

486 Terrorist Financing: There are currently no measures in place to ertbatderrorist organizations cannot pose
legitimate non-profit organizations. Indeed, thioaf of the Registrar of Companies advised thay ttenot check
whether the NPOs have funds when registering orevtineir funding is coming from. This is a potehkiephole
for either money laundering or terrorist financatguse since the sources of funding are not checkedguired
into. The reason given was that NPOs are considerbd charitable organizations and will not makg profits.
This is an area where the authorities should fiagisnof strengthening the registration and possteggion
mechanisms.

487No AML/CFT guidance has been given to NPOs by anmgpetent authority in Namibia.

Recommendations and comments

488 The Registrar’s office should ensure that it hasfiable and timely information on NPOs operatimgNamibia.

4891n the light of the computerization process undgrvtlae information on NPOs should be maintainecesely
from profit making companies.

490 An appropriate monitoring mechanism for NPOs wipacific responsible body should be establisheltidting
the ability to monitor sources of funds for NPOs.

491 As AML/CFT guidelines are developed for accountabgitutions, those related to NPOs should be et w

Compliance with FATF Recommendations

SR.\VIII PC e There is no appropriate effective monitoring mechaism for NPOs
including the ability to monitor sources of funds br NPOs.
« No AML/CFT guidelines have been issued for NPOs.

National and International Cooperation

5.1 National cooperation and coordination (R.31)

Description and analysis

492 The Ministries of Finance and Justice are the galdnstitutions responsible for coordinating timvernment'’s
AML/CFT policies both domestically and internatidiga

493There is a Task Force on AML/CFT established indl®®ough a Cabinet decision. It was constituteithiwithe
framework of ESAAMLG’s MOU signed by the governmefitNamibia. It currently reports to the Ministry o
Finance and has been chaired by NAMFISA. Howeudhetime of the assessment, the authorities ad\isat
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the BoN would soon take over the responsibilitglodiring the Task Force. Its mandate is to advisegmment
on AML/CFT matters, and work with ESAAMLG on mutualaluation exercises. The Task Force worked well
with government until in 2003 when there was a geaof administration. The challenge then was teerai
AML/CFT awareness for the new Ministers of Finanhgstice and Safety and Security to bring themowgpeed
with AML/CFT issues.

494 The members of the Task Force are: Ministries nRte, Justice, and Safety & Security; the AttorGeyeral;
BoN; NAMFISA; and a representative of the commeroanks.

495While progress has been made in enacting legislatigreparing Bills to address AML/CFT issues, muemains
to be done by way of setting up effective mechaaigrhich will enable the BoN (designated to be thd) Haw
enforcement agencies and NAMFISA to cooperatedrirtiplementation of policies and activities to catnb
money laundering and terrorist financing. This Wil especially critical in the area of sharingrdbrmation
among the agencies but with regard to the FIUct@a an interface between the law enforcementcggrand the
accountable institutions.

496.The Task Force is a strong foundation which wilitgtrumental in facilitating consultations betweba
competent authorities, the accountable institutionkiding DNFBP once the AML/CFT measures areiput
place. In discussions with some member of the fgigactor, concern was expressed at their lackvolvement
in contributing to the development of the AML/CRaghl and institutional framework in Namibia. In f@wlar,
there were concerns that there was less consultatidhe FI Bill.

497 With regard to the membership of the Task Foroe BN, dealers in precious stones and the accoisraae not
represented on the Task Force. As they are impastakeholders in the AML/CFT framework the autties
should invite them to participate in the Task Force

Recommendations and comments

498 Membership on the Task Force should be increasetthiode the LSN and dealers in precious stonébeysare
important stakeholders in the AML/CFT framework.

499.The BoN, law enforcement agencies such as the qutiea office and the police, and NAMFISA shouldaddish
clear operational mechanism for purposes of impiging the policies and activities to combat moreyndering
and terrorist financing.

Compliance with FATF Recommendation 31

R.31 LC * They should be appropriate operational mechanism byhich the
various AML/CFT stakeholders including the private sector will
cooperate as this is currently lacking.

5.2 The Conventions and UN Special Resolutions (.3 SR.I)

Description and analysis

500Namibia is not a party to the Vienna Conventiod ®88. However, it has ratified the Palermo Conwemin 2002
although it has not fully implemented the requiraisef convention notwithstanding the passing lato of the
POCA and the ACA. One of the areas not implemewpgds instituting a comprehensive domestic regujaaind
supervisory regime for banks and non-bank finariostitutions and other bodies susceptible to mdaagdering;
and using existing special investigative technicaiesh as controlled delivery, electronic or otlenfs of
surveillance in money laundering or terrorist fiogug activity. Its criminalization, law enforcememmternational
cooperation as it relates to extradition and AMLIGIystem have deficiencies as discussed in thizrrégee
discussion below on Extradition under R37, 39 aRdvV3.

501 Namibia is signatory to the International Conventior the Suppression of the Financing of Terroriarhhas not
yet ratified the instrument. Further, it has noplemented the requirements of the convention agghdbere is, as
discussed, a Terrorism Bill pending. No time framas been set for ratifying the convention.

502.The GoN is actively giving due consideration to tivelve existing anti-terrorism conventions witkiaw to
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ratifying all of them. Out of the twelve, Namibiasratified the following conventions:
(a)Convention on Physical Protection of Nuclear éfial, September 2002;
(b)Convention for the Suppression of Unlawful Aatminst Safety of Maritime Navigation, April 2004;
(c )Convention for the Suppression of Unlawful Segzof Aircraft, November 2005;
(d)Convention for the Suppression of Unlawful Aatminst the Safety of Civil Aviation, November 20@&d
(e)Protocol for the Suppression of Unlawful Actsviblence at Airports Serving International Civilviation,
December 2005.

503 With respect to the UNSCRs 1267 and 1373, Namiagartot yet promulgated legislation to implement the
requirements of the UN Security Council resolutiqsse discussion under R 10 and SR VII)

504 .The authorities did advise that in view of the uparny 2010 World Cup even in South Africa, SADC lieady
discussing the challenges that will be faced byréiggon and how to address these challenges. Naisilthe
current chair of the sub-committee looking at thibject matter. There is particular concern thabtests and
terrorist organization might take advantage of Wisld gathering either through setting up of “mesises” or
other means as fronts to perpetrate their adsfdir this reason that the authorities should dikpehe full
implementation of all the UN obligations as disagsabove.

Recommendations and comments

505Namibia should use existing special investigataehhiques such as controlled delivery, electroniatber forms
of surveillance in money laundering or terrorisiafincing activity.

506 Namibia should expedite the ratification of all tieenaining relevant anti-terrorism related conwamdi

507 Namibia should establish a framework or appropmagehanism to fully implement the UN Security Calinc

resolutions.
Compliance with FATF Recommendation 35 and SR |
R.35 NC e Lack of implementation of the Vienna Convention

e Although the Palermo convention has been ratifiednost of its
provisions have not been fully implemented yet. laddition, other UN
Conventions and Resolutions have not been ratifieahd implemented.

SR.I NC e The Terrorist Financing Convention has not been rafied nor its
provisions implemented. There is a Terrorism Bill gnding.
* The UN Resolutions have not been fully implemented.

5.3 Mutual Legal Assistance (R.32, 36-38, SR.V)

Description and analysis

508 Relevant Legal Provisions and FrameworkThe principal legal instrument providing the bdsisinternational
cooperation in Namibia is the International Co-@pien in Criminal Matters Act No. 9, 2000 (ICCM)hé& other
laws complimenting the ICCM are the Criminal PrasedAct No. 51, 1977 (CPA, 1977). Parliament hasspd a
new CPA, 2004, which when it comes into effect wjbeal the 1977 statute. It will however, not etfftne
provisions that deal with international cooperation

509.The ICCM is the law that facilitates the provisioihevidence and the execution of sentences in nahuases and
the confiscation and transfer of proceeds of cti@igveen Namibia and foreign states. The Ministryusttice is
responsible for the administration and implemeatatf the requirements of the ICCM. The ICCM applie and
facilitates international cooperation with courgrigithin the Southern African Development CooperaiSADC)
namely, Angola, Botswana, Democratic Republic oh@n Lesotho, Malawi, Mauritius, Mozambique,
Seychelles, South Africa, Tanzania, Zambia and Ziswie® Section 27 gives authority to the Minister to ente
into an agreement with any State outside the SAEN for the provision of mutual assistance imanial

® In August 2005, Madagascar was admitted as a meofileis regional grouping. However, it has noebe
added to the Schedule 1 of the ICCM listing the EAdduntries. Seychelles temporarily withdrew as a
member of SADC.
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matters.

510Under the ICCM, Namibia's international cooperatiormutual legal assistance or extradition hassto b
established by way of entering into bilateral ortitateral agreements with other countries, or bgignating
specific countries to which MLA or extradition mhg effected, as is the case with SADC countries. Th
authorities did however, advise that MLA can béliated on the basis of reciprocity as will be i3dater in the
requests that have been made either by Namibiadiher country or from another country to Namibia.

511There are currently no formal agreements betweeniNa and other countries that address the issue of
international cooperation in criminal matters. Isadissions with the authorities, they advised theate were in the
process of negotiating treaties with several coemtiHowever, the Namibian law enforcement ageritie®
informal agreements with other SADC countries firavide mutual legal assistance and cooperati@niminal
matters. This is for example done through Integral the Southern African Regional Police Chiefs fgavation
Organization (SARPCCO). But since these agreensptgiformal and cannot be enforced in a couraof there
a need for formal legal initiatives to strengthegional law enforcement cooperation.

512 Process of providing MLAN section 2 of the ICCM, a judge in chambers aragistrate can, on application ma
to him or her, issue a letter of request in whissistance from a foreign state is sought in oligimformation as
is stated in the letter of request for use in aedtigation relating to an alleged offence. In otddssue the letter
of request, there have to be reasonable groundsefmving that an offence has been committed imid&a or that
it is necessary to determine whether an offencéobas committed. The Permanent Secretary (PSed¥ithistry
of Justice is responsible for sending the lettaegtiest to the court or body specified in thesketf request, with
jurisdiction in the area or place where the evidencinformation is to be obtained. Once a letfeequest is
issued by the court, the registrar or clerk ofdbart is required to notify the PS in writing witltcany delay of
such decision and furnished with a copy of thestett

513In matters requiring urgent attention, a letteragfuest may be sent directly to the court or compdiody.
However, a follow up notification of this urgencyriequired to be sent to the PS in writing by #gstrar or clerk
of the court and furnished with a copy of the letterequest.

514 Section 5 of the ICCM provides that evidence oladihy a letter of request is admissible as evideneay
proceedings related to the offence alleged for wttie evidence was obtained.

515With regard to foreign requests to Namibia for stesice, section 7 of the ICCM provides that a reghas to be
submitted to the PS, or in case of an emergencghitbe made directly to the magistrate’s couriwitvhose aread
of jurisdiction the person whose evidence is regfliiesides or is living. Where a request is reckbsethe PS, the
PS is required to forward this to the appropriatert; where it is the court receiving the requttst, PS has to be
notified without delay. The assistance can be pleyieither where the proceedings have been iredtiinta court
or tribunal in the requesting State; or there assonable grounds for believing that an offencebleas committed
in the requesting State, and an investigation iisgobeonducted in the requesting State.

516.The ICCM in section 8 further provides that whereguest for assistance is granted, a magistratdigfied that
the assistance is necessary, shall cause the pgheme evidence is so required, to be subpoenasgptear and
give evidence or produce any book, document orablefore him or her, and upon the appearanceatf garson,
the magistrate shall administer an oath to or acae@ffirmation from him or her and take his or beidence
upon interrogatories or otherwise as requesteif sash person were a witness in a magistrate’stéou
proceedings similar to those in connection withakhiis or her evidence is required.

517 Section 20 of the ICCM provides a framework forigtssice in enforcing foreign confiscation ordersgiving
effect to such order, the PS has to be satisfiadstiich order is final and no longer subject teewythat the
person against whom such order was made had amtapipy to defend during the proceedings in whicattorder
was made; that such order cannot be satisfiedlimfthe foreign State in which it was made; teath order is
enforceable in the requesting State concernedttatdhe person concerned holds property in Namitboavever,

the PS has to submit such request to the Ministéustice for approval to enforce such order in Nxéan Once the
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Minister gives the approval, the PS has to lodgeotider with the clerk of a magistrate court in Naiena certified
copy of the foreign order to which the approvaates. The court then issues a notice to the pergaimst whom
the order has been made and that such order hasdygstered at the court concerned The personwithin a
prescribed period and in a prescribed manner appipurt for setting aside such an order. The rdcserved on
the person in a prescribed manner. But where trsopés not present in Namibia, the notice is sttimehe
person having effective control of the relevantgay in Namibia.

518 Section 24 of the ICCM is the provision that deaith foreign restraint orders. The process of gimiifect to
such order is the same to the one dealing withiscaifon order except that this is done in the Highurt as
opposed to the magistrate court.

519.The ICCM does not limit provision of other assistanindeed, section 30 provides that nothing in@@M shall
be construed as to prevent or abrogate or derdgaiteany arrangement or practice for the provisioobtaining
of international cooperation in criminal matters.

520 Statistics: Namibia has made 4 requests (which were also psedg$or MLA to Latvia, Poland, South Africa an
the United Kingdom. The requests to Latvia, Poland the United Kingdom were made on the basis of
reciprocity. The authorities indicated that the GmiMnmitted themselves to providing assistancedsdltountries
notwithstanding the absence of any formal agreemedéesignationOn the other hand, Namibia has received 3
processed 3 requests from Angola, Botswana andh3dtita. In the past years, the authorities hddsed to
process a request from a designated country fluréaio satisfy Namibia MLA requirements.

521 Range of Mutual AssistanceAs discussed above, the scope of mutual legaltassisis defined in the ICCM,
the CPA and other laws. Discussions with the aitiksrindicated that assistance can be providethemasis of
the principle of reciprocity. However, it is noear whether MLA can be provided where the requadates to
property of corresponding value.

522 Secrecy and Confidentiality:It was indicated to the authorities, that in viefdte fact that the POCA has not y¢
come into effect, it would be difficult to effectraquest for MLA were secrecy or confidentialitguss arise. For
example, it was suggested that absent a court dicgating a bank to share information, the GoNnearfacilitate
MLA to another country seeking information fromanlx. This would also be the case with respect to tagnuis.
But in discussions with the tax authorities, thdyiaed that while they would oppose any request&er
information on individuals or companies, they woalttl have complied with court orders requiring therdo so.
On the other hand, there has been no MLA casevimgh secrecy or confidentiality matter that hesrbdealt
with by the authorities.

523 Efficiency of ProcessesThe process of executing MLA requests is laid dawtne ICCM. The Ministry of
Justice is the Central Authority for processingatjuests to and from Namibia. The officials atMiaistry of
Justice responsible for international cooperatidvised that as at the time of the assessment, sesqoade by
Namibia to other countries take a minimum of a y@amore to be processed. Requests received acdgsed by
Namibia have taken a minimum of 3-6 months. Thisithin the reasonable time frame that most juddns
around the world would take to process a requedadt, the time within which Namibia processed réaguests
received appears to be faster than the time it footheir request to be processed.

524 Direct Judicial Cooperation between Competent Authdties: The primary channel for judicial cooperation is
through the Ministry of Justice. Police and othamlEnforcement cooperation are facilitated throlmgérpol and
the SADC protocols.

525Dual Criminality: There is no requirement for dual criminality in piding MLA to a country. MLA will be
granted if it satisfied Namibia law as indicateadwad in discussing the process of MLA, and it is matessary thal
the offence for which MLA is requested be an offeiit Namibia as well. Indeed, MLA has been provited
countries with which Namibia has no treaty or agrest. This has been done on the basis of the pténof
reciprocity. As will be discussed later under taeammendation dealing with Extradition, dual criadity is

nd

required in extradition cases. Providing assistamextradition cases may be a challenge wherdfanae which
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is the basis of the request is not recognized imiNi.

526. Confiscation Procedures:Under section 20 of the ICCM, the authorities addithat what the GoN does is to
give effect to or enforce a confiscation order madéhe requesting country. There is no other piloce that is
required to undertaken with respect to confiscatibproceeds of crime or instrumentality. In otherds,
authorities from a requesting country cannot contaaronfiscation proceedings in Namibia as thiots n
provided for under the ICCM. The obligation the Gas under the ICCM is to only enforce an ordermihe
authorities are satisfied pursuant to the provsiofithe ICCM that all the procedures as providedafe met.

527 Terrorist Financing: Currently there is no legislative framework foriféiating MLA for matters related to
terrorism generally and terrorist financing in parar. This might make it difficult for Namibia forovide MLA
to a requesting country due to the absence of dnTAmrorism law. However, the authorities at theMaised the
possibility that the assistance can be facilitateder the provisions of the CPA. Specifically, &atR0 of the
CPA was cited as the provision that can be us¢hisrregard. This section provides that the Stag seize any
article which is concerned in or is on reasonabteigds believed to be concerned in the commissiauspected
commission of an offence, whether within Namibigetsewhere; which may provide evidence of the cossion
or suspected commission of an offence, within dside Namibia; or which is intended to be usedsari
reasonable grounds believed to be intended to édinghe commission of an offence. The sectioegiyeneral
powers to the GoN to seize certain articles in ptd@btain evidence for the institution of a pras#on or the
consideration of instituting such prosecution. ‘pogvers under section 20 are given effect to byiee&1 of the
CPA, which is the authority to seize any articlevityue of search warrant issued by the courts.iBtite absence
of an Anti-Terrorism law, the power under the CPAynbe limited in its effect, for example when inoes to
confiscation of terrorist related assets whichiffecent from searching and seizing such assets.

528 Forfeiture Fund: Currently there is no asset forfeiture fund intaiah all or a portion of confiscated property w
be deposited. But the POCA provides for the esthbient of the Criminal Assets Recovery Fund. Ohee t
POCA comes into effect and the institutional frarogwfor the Fund is created, all moneys derivednfro
confiscation and forfeiture orders as well as takice of all moneys derived from the executiofoodign
confiscation orders will be paid into the Fund. Fhand as provided by the POCA will be used for psgs of
supporting law enforcement agencies. There areitlyrno arrangements for coordinating seizure and
confiscation of actions with other countries.

Recommendations and comments

529 Namibia should develop mechanisms by which theyotamdinate seizure and confiscation operationk wfibher
countries. This should be done by establishingfitare fund into which confiscated property shibbke
deposited.

530.The authorities should ensure that provision of Mtgvers property of corresponding value where ¢aint
property which is found to be the proceeds of crisneot available to be confiscated.

531.The authorities should expedite the enactmentefdrrorism Bill so as to ensure that MLA for teism, even if
provided on a reciprocal basis, is not impededelgal technicalities such as a lack of existenananti-terrorism
legislative framework.

Compliance with FATF Recommendation 32, 36-38 aRdVS

R.32 NC * There were no statistics available.

R.36 LC * Inthe absence of the AML law, confidentiality requrements may be
an impediment to providing appropriate MLA to a requesting
country.

R.37 C

R.38 LC e Itis not clear whether requests for MLA as it relaes to property of

corresponding value can be provided. Further, therégs no mechanism
for coordinating seizure and confiscation operatios with other
countries.

SR.V LC « MLA is not restricted by dual criminality and assistance can be
rendered on the basis of reciprocity.
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5.4 Extradition (R.32, 37 & 39, & SR.V)

Description and analysis

532 Relevant Legal Provisions:nternational cooperation as it relates to extradiis governed by the Extradition

Act, 1996. It is also based on a legal relationgi@fween Namibia and another country. The relalignss in the
case of MLA, is either facilitated by treaty or @gmtion. At the time of the assessment, the fathgwcountries
have been designated for extradition purposes, Iyadestralia, Botswana, Brazil, Canada, Germanlyata,
India, Italy, Jamaica, Kenya, Lesotho, Malawi, Maia, Malta, Mauritius, Mozambique, New Zealandgéia,
Seychelles, Sierra Leone, Singapore, South AfBcal anka, Swaziland, Tanzania, Uganda, The Urifieddom
and Northern Ireland, Zambia and Zimbabwe.

533With regard to specific provisions in the ExtraalitiAct, sections 2 and 4 of this Act subjects aargspn in

Namibia other than Namibian citizens to be subje&xtradition. The extradition is subject to tlrewsed having
committed an extraditable offence within the juiisidn of any country which has entered into arradition
agreement with Namibia, or any other country ingigda Commonwealth member country, which has been
specified by proclamation (or designated) in the&di@. An extraditable offence is defined in setBao mean an
act, including an act of omission, committed witthie jurisdiction of a country as provided for @cson 4, which
constitutes under the laws of that country an afepunishable for 12 months or more and which,h&d
occurred in Namibia, would have constituted underlaws of Namibia an offence punishable for thaesaeriod.

534 Process of providing extradition assistan€®irsuant to section 7 of the Extradition Act, resfa for extradition

are made to the MoJ in a manner specified in aradition agreement; or by a diplomatic or consular
representative of the requesting country accrediddamibia. In addition, to the request being maderms of
an agreement, section 8 requires the requestaodmmpanied by (a) full particulars of the persdmse return is
requested, and information, if any, to establighghrson’s location and identity; (b) full partiatg of the offence
of which the person is being accused or was cosdjaelevant provisions of the law of the requestiauntry
which was breached, and a statement of the penaltich may be imposed for such offence; (c) statém
containing which set out prima facie evidence ef¢bmmission of the offence. In discussions withadhthorities,
it was made clear that the requirement to set ootgofacie evidence is an important ingredient withwhich a
request for extradition can be denied; (d) theioaigor authenticated copy of the external warissiied in
relation to the person whose return is requestedi(@) in the case of a person who is a fugitiverafonviction of
an extraditable offence, provide an original otheuticated copy of the record of conviction andeece and a
certificate stating any outstanding period of angtssentence, or if no sentence has been impogelde loriginal
or authenticated copy of the record of the coneitind a statement by a competent judicial or pudfficer of
the requesting country affirming that a competentrtintends to impose a sentence. When approiate
applicable, the Minister of Justice can at his@r discretion request for further particulars withiprescribed
time as the Minister may determine.

535When the MoJ is satisfied that all the requiremangsmet, it sends the request to a magistratésands to the

magistrate in the area in which person being sotegitles an authority in writing to proceed with thatter.
Without such an authority, the magistrate cannotged with any hearing related to the person bsdnght for
extradition. The magistrate if satisfied that ateexal warrant is authenticated as required byate will endorse
such warrant, which can be executed in a manndenygriated by the Namibian laws related to criminal
procedure. In executing the warrant and where sopeis arrested, the provisions of the Namibiarstitution
dealing with due process apply.

536.Urgent extradition requests can be made, providatla requesting country makes a formal applicatiomriting

within a month from the date of the request.

" The list of countries which Namibia has designdtedextradition purposes was submitted to the éthit
Nations Counter-Terrorism Committee in the repéthe GoN of April 2003 pursuant to the UNSCR 1373
(2001).
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537 Statistics: Between 2002 and 2005, the authorities receivexdradition requests from Botswana (2); South Afr
(4); and the Czech Republic (3). However, one efrdguests from Botswana was not processed dumto n
compliance with Namibian law. And in the periodwee¢n 2003 and 2004, the authorities sent 10 regjtest
Botswana (1) and South Africa (9). As at the tifheanducting the assessment, there were no extradiquests
made by the authorities to other countries. It suaggested that the reason for the many requeste&etNamibia
and South Africa is because of their close econasaiationship.

538.Dual Criminality: For the GoN to assist a requesting country, theréawires that the extraditable offence also
an offence under the laws of Namibia. This is aygtlle under section 2 of the Extradition Act.

539 Extraditable Offences: An extraditable offence is defined in section 3rtean an act, including an act of
omission, committed within the jurisdiction of aurdry as provided for in section 4, which constétitinder the
laws of that country an offence punishable for Ihths or more and which, if it had occurred in Naimi would
have constituted under the laws of Namibia an afegpunishable for the same period. There is anili-b
flexibility in the interpretation of this provisioin that all the surrounding circumstances pentaito the alleged
conduct are taken account. In other words, it moll matter that the terminology or language isedédht in
describing the conduct, or the offence for whictradition is sought pertains to taxation, customtydexchange
control or any other form of fiscal regulation. Wieimportant is that the request made compligh thie laws of
Namibia including the provisions of the Extraditidnt and that there be a treaty or extradition egrent with the
requesting country. However, since money laundesingrrorist financing are not yet offences undamibian
law, it will not be possible to extradite a persemo may have committed an alleged money laundemnirigrrorist
financing offence in the requesting country.

540 Further, since Namibia has not ratified the Vie@uavention, and has elected not to use the Pal@wnoention,
which it has ratified, as a legal basis of coopegatvith other state parties on Extradition mattatssent a treaty
or agreement, its ability to effectively providetraxition assistance will be limited. The authestdid indicate
that the issue of making the Palermo conventioasistfor extradition in the absence of an agreeiisdrging
explored and any advice that can be provided bgrspn international law will be welcomed in thghit of the
fact that the ratification instrument has been dépd with the UN Secretariat. It was not clear howler
Namibian law this can be facilitated.

541 Extradition of Nationals: Section 6 of the Extradition Act precludes Namibigtionals from being extradited tg
a requesting country. But where a country requbstis extradition, the authorities are obligedristitute the
prosecution and if convicted their punishment ioardance with the laws of Namibia. Notwithstandihig
provision, it is possible for a Namibian nationabte extradited. For this to happen, the Minisfetustice may
give a waiver by in writing authorizing a magiserab proceed with the extradition process agaimtmibian
citizen whose return has been requested. The Mimigts to satisfy himself or herself with eithetloke
situations: (a) the seriousness of the extraditafitmce such as acts of treason against a govetrohanother
country; or (b) the cost involved in bringing thecessary witnesses and other evidence to Namib(a) any
other circumstance justifying extradition, althougis not clear what these circumstances would be.

542 Terrorist Financing: Since there is no legislative framework to crintimaterrorist financing, it may be difficult
to process the extradition of a person living imilaia due to the dual criminality requirement unther
Extradition Act. This difficult has also been dissed with regard to extraditable offences.

Recommendations and comments

543 The authorities should consider ways in which tbay make the Palermo Convention the basis of @itracgven
though this provision of the convention was exctudethe time of ratification. For example, theyicbnotify the
UN Secretary General of their intention to charggrtposition as originally indicated at the tinfedepositing the
instrument of ratification.

544 The authorities should expedite the criminalizatberrorist financing to prevent potential impedints to
extradition in view of the dual criminality requirent.

Compliance with FATF Recommendations
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R.32 NC » No statistics are available
R.37 C
R.39 NC * Money Laundering is not yet an extraditable offenceln addition, even

though Namibia has ratified the Palermo Conventiont excluded the
application of the Convention as the basis of extdition from
applying to Namibia.

SR.V NC Terrorist Financing is not an extraditableoffence.

5.5 Other Forms of International Cooperation (R.32& 40, & SR.V)

Description and analysis

5451n discussions with the authorities responsibledsues related to national, regional and inteonali security, the
assessors were advised that there is bilateratrattilateral cooperation between Namibia and cdestin the
region. Within the SADC context, there are protsaitaling with defense and security matters whicludes
cross border issues. SADC member states meet dynandl whenever necessary to discuss issues ahnagi
concern. They have adopted early warning systelateceto security matters. At the bilateral leWdmibia has
entered into joint permanent commissions with ssveeighboring countries including Angola, BotswaBauth
Africa, Zambia and Zimbabwe which meet annuallye3écommissions in addition to discussing secig#yes
of mutual concern are also a mechanism to resalye@ss border issues and facilitate bilaterapevation
including extradition matters.

546.The BoN has Memoranda of Understanding (MOUSs) wftter supervisors both at home and abroad. For gheam
it has MOUs with Central Banks from SADC membeteta

547NAMFISA has signed a MOU with the Micro Finance Rkgory Council (MFRC) of South Africa. The MOU i
the basis upon which the two Authorities providetialiassistance and the exchange of informatiothfor
purpose of facilitating the performance of theindtions under their respective laws.

1°2)

548.The police through Interpol and the Southern Afri&egional Police Chiefs Cooperation Organization
(SARPCCO) engage in informal international and@egl cooperation.

549. As the FIU is not in existence, there is no FIUFtD cooperation.

Recommendations and comments

Compliance with FATF Recommendations

R.32 NC * No statistics were available.

R.40 LC < Within the region there is extensive cooperation ttough the SADC
and SARPCCO framework. However, there is not much etivity
outside the SADC region.

* No FIU to FIU cooperation

SR.V PC « Within the region there is extensive cooperation ttough the SADC
and SARPCCO framework. However, there is not much etivity
outside the SADC region.
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TABLE 2: RATINGS OF COMPLIANCE WITH FATF RECOMMENDATIONS

The rating of compliance vis-a-vis the FATF Recomdsions should be made according to the four ¢evel
of compliance mentioned in the 2004 Methodology ribant (C), Largely Compliant (LC), Partially
Compliant (PC), Non-Complaint (NC), or could, inrceptional cases, be marked as not applicable (N/A).

Forty Recommendations

Rating

Summary of factors underlying rating

Legal systems

1. ML offence

Partially Complian

Though POCA crminalizes money laundering i
is not yet in force.

2. ML offence—mental element
and corporate liability

Partially Compliant

Though POCA crminalizes money laundering i
is not yet in force.

3. Confiscation and provisional
measures

Partially Compliant

The CPA, 1977 does not provide Namibia with
comprehensive legal regime for confiscation.

There are no provisions dealing with the tracin
and identification of proceeds of crime.

The POCA though enacted is not in force.

a

y

Preventive measures

4. Secrecy laws consistent with
the Recommendations

Partially Compliant

The POCA though enacted is not yet in force.
There is no measure to ensure that no financig
secrecy law can inhibit the implementation of
the existing AML/CFT requirements.

5. Customer due diligence
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Non-compliant

The existing requirements in the banking
sector are neither law/regulation nor other
enforceable means.

There are no CDD requirements in law or
regulation for NBFls, including insurance
companies and the securities sector.

No requirement in law or regulation for Fls to
detail when CDD is required, particularly
when conducting occasional transactions
above thresholds, occasional transactions that
are wire transfers, suspicious transactions and
when the FI has doubts about previously
obtained identification data.

No requirements in law or regulation for FIs

to identify the customer (whether permanent
or occasional, and whether natural or legal
persons or legal arrangements) and verify that
customer’s identity using reliable, independent
source documents, data or information. The
required identification documentation should
be clarified and detailed.

No requirement in law or regulation for Fls to
identify beneficial owners using relevant
information or data obtained from a reliable
source. For legal customers the Fls are not
required to understand the ownership and

control structure nor determine who are the
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natural persons the ultimately own or control
the client.

No requirements in law or regulation for FIs
to ensure that identification documents
collected for CDD are kept current and to
conduct ongoing due diligence on business
relationships, sources of funds, transactions
and risk profile.

Fls are not required to perform enhanced due
diligence for higher risk customers.

There are serious doubts with regard to the
implementation of CDD requirements within
the banking sector.

No measures in relation to occasional
customers are in place

6. Politically exposed persons

Non-compliant

There are no requirements for Fls to address
PEPs.

7. Correspondent banking

Non-compliant

There are no AML/CFT requirements for
correspondent bank relationships in Fls.

8. New technologies & non face-
to-face business

Non-compliant

No requirements for Fls regarding non-face to
face business relationships or new technologie

2

9. Third parties and introducers

Non compliant

While Fls are not specifically prohibited from
using third parties they do not utilize them asth
time. No regulations or policies address this
issue.

10. Record keeping

Non-compliant

In the Banking sector the existing provisions
are insufficient to meet FATF standards.
For NBFls, there is no record keeping
requirements.

There are serious doubts with regard to the
implementation of CDD requirements within
the banking sector.

11. Unusual transactions

Non-compliant

In the Banking sector the existing provisions
are not binding and insufficiently address the
FATF requirements.

There is no measure that obliges the NBFIs to
pay special attention to all complex, unusual
large transactions or unusual patterns of
transactions that have no apparent or visible
economic or lawful purpose.

There are serious doubts with regard to the
implementation of the existing requirement
within the banking sector.

12. DNFBP-R.5, 6, 8-11

84

Non-compliant

There are no CDD requirements in law or
regulation for DNFBPs including public
accountants and auditors and trust and compa|
service providers.

There are no requirements for DNFBPs to put
into place risk management systems to determ
if customers are PEPs or require senior
management approval to establish relationship
with PEPs.

ine

()

DNFBPs are not required to have policies to
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prevent misuse of technological developments
ML/TF schemes or deal with non-face to face
business relationships.

There is an absence of laws and regulations th
require DNFBPs to maintain proper record
keeping.

No laws, regulations or policies that require
account monitoring.

Absence of an effective enforceable requireme|
to monitor transactions in Fls.

No requirement to document unusual transacti
and maintain the records for a minimum of 5
years in Fls.

13. Suspicious transaction
reporting

Non-compliant

ST reporting requirements in law or
regulation for Fls that includes terrorist acts
or that address attempted ML/TF
transactions.

No ST reporting requirements for NBFIs.
Existing requirement in the BIA to report any
transaction suspected to be linked to a
criminal activity is very general and raises
serious issues of implementation by the
banking institutions.

14. Protection & no tipping-off

Partially Compliar

The POCA though enacted is not yet in force.
No requirements to prohibit tipping off by Fis
and their employees.

15. Internal controls, compliance &
audit

» Non-compliant

Insufficient or no requirements to develop
appropriate compliance management
arrangements in Fls.

No specific provisions for Fls to adequately
resource an independent audit function and to
test compliance.

No specific provision to require the
establishment of ongoing employee training
programs for ML/FT techniques.

No employee screening requirements for Fls.
There are serious doubts with regard to the
implementation of the existing requirement
within the banking sector.

in

DNS

16. DNFBP-R.13-15 & 21

Non-compliant

There are no obligations for DNFBPs to monitd
transactions and business relationships.

No laws or regulations enacted requiring the
reporting of STs in DNFBPs.

There are no reporting requirements imposed
DNFBPs.

There are no mechanisms to monitor transact
involving jurisdictions with lax AML/CFT
systems.

No requirements for appropriate AML/CFT
compliance management, audit, employee
training programs or employee screening for
accountants and auditors and trust company

pn

ons

service providers.
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17.

Sanctions

Partially Complian

—

BoN and NAMFISA lack effective,
proportionate and dissuasive criminal, civil or
administrative sanctions available to deal with
enforcement of FATF Recommendations.

18.

Shell banks

Non-compliant

No specific prohibition for Fls to enter into or
continue correspondent banking relationships
with shell banks and Fls are not required to
satisfy themselves that respondent financial
institutions in a foreign country do not permit
their accounts to be used by shell banks.

The effective implementation of shell bank
oversight is further undermined by a total lack
supervisory efforts over AML/CFT in Fls.

Df

19.

Other forms of reporting

Compliant

20.

Other NFBP & secure
transaction techniques

Largely compliant

No AML/CFT measures apply to Shebeens
although they pose a money laundering risk.

21.

Special attention for higher ris
countries

k Non-compliant

No measures to advise Fls of AML/CFT conce
in other countries and no requirements to give
special attention to business relationships

emanating from non-cooperating countries and
document the findings.

ns

22.

Foreign branches &
subsidiaries

Not Applicable

There are no known foreign subsidiaries or
branches in operation.

23.

Regulation, supervision and
monitoring

Non-compliant

The BoN and NAMFISA do not ensure Fls are
effectively implementing the FATF
Recommendations.

NBFIs have not been designated a competent
authority to ensure that Fls adequately comply
with the requirements to combat ML/TF.
Directors and senior officers of NBFIs do not
undergo necessary legal or regulatory
measures to prevent criminals from ownership
or management functions.

The BoN does not supervise the money
exchange service (Bureau De Change
operators) for compliance with AML/CFT
requirements.

24.

DNFBP - regulation,
supervision and monitoring

Non-compliant

DNFBPs are not subject to effective regulatory|
and supervisory regimes in the AML/CFT
area.

25.

Guidelines & Feedback

Partially compliante

No guidelines have been issued yet to assist
NBFlIs to implement and comply with AML/CFT
requirements.

The BoN does not provide feedback to banking
institutions reporting STRs.

Institutional and other measures

26.

The FIU

Non-Compliant

The FIU has not been established yet.

27.

Law enforcement authorities

Partially Complig

i

Namibia has designated law enforcement
authorities to be responsible for investigating
ML and FT offences, however, as such
offences are not criminalized yet, such

measures are not in effect yet.
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Specialized Police Units are in place but offeng
of money-laundering and financing of terrorism
do not exist yet.

es

28.

Powers of competent
authorities

Partially Compliant| «

Legal tools exist but rarely used.
POCA and CPA though enacted are not yet in
force.

29.

Supervisors

Largely Compliant

BON and NAMFISA do not have clear
authority to compel the production of or to
obtain access to all records, documents or
information relevant to monitoring AML/CFT
compliance.

30.

Resources, integrity and
training

Non-Compliant .

Expertise enough staff resources are needed.
Relevant training is lacking to combat efficientl
ML and FT. Status of staff regarding integrity
and independence should be worked out.

31.

National co-operation

Largely Compliante

There should be appropriate operational
mechanism by which the various AML/CFT
stakeholders including the private sector will
cooperate as this is currently lacking.

32.

Statistics

Non Compliant | «

There are no comprehensive statistics availabl

33.

Legal persons—beneficial
owners

Non Compliant | e

Access to all documents kept by the Registrar
should be made available irrespective of the ty
of companies.

They should be a mechanism to check benefic
interests in companies.

pe

al

34.

Legal arrangements —
beneficial owners

Non Compliant |

Competent authorities have no access to
information related to the ultimate beneficial
owners under a trust.

No measures have been taken to prevent the
unlawful use of trusts in relation to ML and
FT.

International Cooperation

35. Conventions Non Compliant | «  Although the Palermo convention has been
ratified, most of its provisions have not beenyfull
implemented yet. In addition, other UN
Conventions and Resolutions have not been
ratified and implemented.

36. Mutual legal assistance (MLA Largely Compliape  In the absence of the AML law, confidentiality
requirements may be an impediment to providing
appropriate MLA to a requesting country.

37. Dual criminality Compliant

38. MLA on confiscation and Partially Compliant| « It is not clear whether requests for MLA as it

freezing relates to property of corresponding value can pe

provided. Further, there is no mechanism for

coordinating seizure and confiscation operations

with other countries.

39.

Extradition

Non Compliant |

Money laundering and terrorist financing are n
extraditable offences. Further, even though
Namibia has ratified the Palermo Convention it
excluded the application of the ratification
provisions in the Convention from applying to
Namibia.

bt
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40. Other forms of co-operation

Largely Complai

Within the region there is extensive cooperatio
through the SADC and SARPCCO framework.
However, there is not much activity outside the
SADC region.

Nine Special Recommendations

Rating

Summary of factors underlying rating

SR.I Implement UN instrumen

S

Non Complian

The Terrorist Financing Convention has not be
ratified nor its provisions implemented. There i
Terrorism Bill pending.

The UN Resolutions have not been fully
implemented.

SR.II
financing

Criminalize terrorist

Non Compliant

Terrorist financing has not been criminalized a
the Terrorism Bill is still in draft form and there
is no time frame as to when it will be tabled in
parliament.

Legal liability for legal persons under the
Terrorism Bill should be provided for.

nd

SR.II Freeze and confiscate
terrorist

assets

Non Compliant

There is no legal or administrative framework f
the freezing, seizing and confiscation of
terrorism-related funds and implementation of t
Resolutions.

Namibia does not have an institutional
framework to effectively provide assistance to
another jurisdiction pursuant to UNSCR 1373.
There is no mechanism to communicate
effectively with the financial sector.

pr

SR.IV  Suspicious transaction

reporting

Non-compliant

No law or regulation requiring FIs to report ST
involving terrorism.

SR.V International cooperation

Partially Cdisupt

Since MLA is not restricted by dual criminality
and assistance can be rendered on the basis g
reciprocity, the absence of an Anti-Terrorism Id
cannot be a major impediment.

Terrorist Financing is not an extraditable offeng
Within the region there is extensive cooperatio
through the SADC and SARPCCO framework.
However, there is not much activity outside the|
SADC region.

—

w

SR.VI  AML requirements for
money/value transfer

services

Non-compliant

No policies, procedures in place to ensure
compliance by MVT operators and no monitori
of MVT operators to ensure compliance with th
FATF 40 + 9 Recommendations.

No requirements for MVT service operators to
maintain a current list of its agents.

g

SR.VIl Wire transfer rules

Non-compliant

There are no requirements for all FIs to ensure
that complete originator information is included
in outgoing wires and that each FI in the paym
chain maintains all the originator information.
Fls are not required to ensure that non-routine
transactions are not batched. No requirements
beneficiary Fls to adopt effective risk-based
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procedures for identifying wire transfers not
accompanied by complete originator informatig
There are serious doubts with regard to the
implementation of the wire transfer record
requirements.

The effective implementation of wire record
keeping requirements is further undermined by
total lack of supervisory oversight over
AML/CFT efforts in banking institutions and the
lack of enforceability of BoN requirements.

SR.VIII Nonprofit organizations

Partially
Compliant

There is no appropriate effective monitoring
mechanism for NPOs including the ability to
monitor sources of funds for NPOs.

No AML/CFT guidelines have been issued for
NPOs.

SR.IX Cross Border Declaration &
Disclosure

Partially Compliant

There is a lack of effective implementation of §
IX and no monitoring mechanism of
transportation of currency.

89
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TABLE 3: RECOMMENDED ACTION PLAN TO IMPROVE THE AML/CFT SYSTEM

AML/CFT System
1. General

2. Legal System and Related
Institutional Measures

Criminalization of Money Laundering
(R.1,2&32)

Criminalization of Terrorist Financing
(SR.II, R.32)

Confiscation, freezing and seizing of
proceeds of crime (R.3, R.32)

Freezing of funds used for terrorist
financing (SR.1I, R.32)

The Financial Intelligence Unit and its
functions (R.26, 30 & 32)

Recommended Action (listed in order of priority)
No text required

Law enforcement, prosecution and othere

competent authorities (R.27, 28, 30 &
32)

90

There is need to maintain a comprehensive record of
statistics on confiscation, criminal cases and rotbkated
law enforcement matters. Creating a mechanismunpde
such statistics in a systematic manner is crifi@apurposes
of policy formulation on AML/CFT matters.

The authorities are encouraged to expedite thgimgninto
force the POCA.

The authorities should expedite the enactmentef th
Terrorism Bill.

Legal liability for legal persons under the Tersoni Bill
should be provided for.

There is need to maintain a comprehensive record of
statistics on confiscation, criminal cases and rotbkated
law enforcement matters. Creating a mechanismumpde
such statistics in a systematic manner is crif@apurposes
of policy formulation on AML/CFT matters.

The authorities should expedite the establishmént o
mechanism to fully implement UN Security Council
Resolutions 1267 and 1373. The authorities shontdider
requesting TA if necessary for the purpose of ggtthe
appropriate assistance to comply with the UN oliliges.

There is need to maintain a comprehensive record of
statistics on confiscation, criminal cases and rotblated
law enforcement matters. Creating a mechanismupde
such statistics in a systematic manner is crif@apurposes
of policy formulation on AML/CFT matters.

Provide core AML/CFT capacity to all relevant agesdn
order to ensure that the FIU to be establishedbeill
effective.

Provide core AML/CFT capacity building for law
enforcement agencies and prosecutors office.

In addition, individual agencies should seek spjzed
ML/FT training appropriate to the agency.



3. Preventive Measures — Financial
Institutions

Risk of money laundering or terrorist
financing

Customer due diligence, including .
enhanced or reduced measures (R.5 to 8)
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The authorities should consider developing and
implementing a risked based approach to its prapose
AML/CFT regime.

The authorities should require in law or regulatidrere
appropriate or by other enforceable means CDD
requirements in line with FATF Recommendations vaith
focus on the following:

The authorities need to establish in law or regmtatvhen
CDD is required for financial institutions (FIsCoverage
should include circumstances when establishingnegsi
relations; carrying out occasional transactionsvaltbe
applicable designated threshold (USD/€15,000)uiticlg in
a single operation or in several operations thpeapto be
linked; carrying out occasional transactions thatwaire
transfers; there is a suspicion of money laundesing
terrorist financing, regardless of any exceptions o
thresholds; and when the FI has doubts about ttaeivg or
adequacy of previously obtained customer identifica
data.

FI's should be required to put into place risk ngaraent
systems to determine if customers are politicalfyased
persons (PEPs). Some safeguards should includte sen
management approval to establish relationships RERs,
establish the source of wealth, source of fundscamdiuct
enhanced account monitoring.

Fls should be required to perform enhanced dugetitie
for higher risk customers such as non-residenbousts,
private banking, legal persons and companies tat h

nominee shareholders or shares in bearer form.

Need to establish and clarify in law or regulatibat Fls
are required to identify the customer (whether zaremt or
occasional, and whether natural or legal persotegad
arrangements) and verify that customer’s identiiyng
reliable, independent source documents, data orrtion.
The required identification documentation should be
specified.

Law or regulation should specify that FIs should-éguired
to identify the beneficial owner using relevantimhation or
data obtained from a reliable source. For allaustrs, the
FI should determine whether the customer is aaiimg
behalf of another person and take reasonable siegstain
sufficient identification data to verify the idetytiof that
other person. Also for customers that are legedqyes or
legal arrangements, the FI should be requiredk®s ta
reasonable measurers to understand the ownerstip an



Third parties and introduced business
(R.9)

Financial institution secrecy or
confidentiality (R.4)

Record keeping and wire transfer rules
(R.10 & SR.VII)
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control structure of the customer and determine afeathe
natural persons that ultimately own or control ¢thetomer.

Fls should be required by law or regulation to agtd
ongoing due diligence on business relationshigss Would
include scrutiny of transactions undertaken thrauglhe
course of the relationship to ensure transactieisgb
conducted are consistent with the FI's knowledgthef
customer, their business and risk profile and soofdunds.
Further FI's should ensure that documents and askacted
under the CDD process is kept up-to-date and rateva

Fls should be required to obtain sufficient infotima about
cross-border respondent institutions to understheid
business, reputation, quality of supervision arithfs been
subject to a ML/TF investigation or regulatory aati
Assess AML/CFT controls, obtain senior management
approval before establishing new correspondent
relationships, document responsibilities of eadtitiation
and if payable-through accounts are permitted deter if
the respondent FI is able to provide relevant custo
identification information and that they have penfied all
normal CDD obligations.

The authorities should clarify whether FIs can amrot rely
on intermediaries or other third parties to perf@ame of
the elements of the CDD process. If it is decittedllow
this practice then the FATF Recommendation 9
requirements should be adopted.

Give effect to the POCA and pass and implemenEtHzill
to ensure that no financial institution secrecydamhibit the
implementation of the FATF Recommendations.

By law or regulation FI should be required to maintall
necessary records on transactions, both domegtic an
international, for at least 5 years following costn of the
transaction.

The authorities through law or regulation shoulguies Fis
to maintain records of the identification data,@ott files
and business correspondence for at least 5 ydborw/ifog
the termination of an account.

Fls should be required by law or regulation to eashat all
customer and transaction records and informatien ar
available on a timely basis to domestic competatiiaities
upon appropriate authority.

The authorities should introduce requirements fer i
addition to banks, to obtain and maintain compdeiginator
information and verify its accuracy for all wiratsfers.



Monitoring of transactions and
relationships (R.11 & 21)

Suspicious transaction reports and others

reporting (R.13-14, 19, 25 & SR.IV)

Cross Border declaration or disclosure
(SR.IX)
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Fls should be required to include full originatoformation
in the message or payment form accompanying the wir
transfer for cross-border wire transfers.

For domestic wire transfers Fls should include duiginator
information in the message or the originators antou
number.

Intermediary Fls should be required to maintairtte|
required originator information with the accompamyivire
transfer.

The competent authorities should implement effectiv
measurers to ensure that FIs are advised of canedout
weaknesses in the AML/CFT systems of other coumtrie

Fls should be required to give special attentiobusiness
relationships and transactions with persons frotin or
countries which do not or insufficiently apply tRATF
Recommendations.

Those transactions in non cooperating countriels mot
apparent economic purpose should be examined and th
findings documented in writing.

Fls should be required to examine unusual trarmastind
patterns, document the findings in writing and rteimthe
records for at least 5 years.

Namibia should be able to apply appropriate counter
measures to countries that continue not to applyA-A
Recommendations.

The authorities should give effect to the POCA pasds and
implement the FI Bill to require the reporting of § make it
applicable to terrorist acts, and include situatioh
attempted transactions and those situations asgehiat
they are tax matters.

The authorities should be sure that Fls are reduiyelaw or
regulation to report STRs in situations involviegrorism,
terrorist acts, by terrorist organizations or thaém finance
terrorism as required by Special Recommendation IV.
The authorities should prohibit by law tipping bff Fls,
their directors, officers and employees.

The development of a large cash reporting systemneah
fixed threshold and a computerized data base shmuld
considered.

Provide AML/CFT core capacity training for customs
officials. The customs department should seek sfized
training in risk profiling and other matters specib the



Internal controls, compliance, audit and
foreign branches (R.15 & 22)

Shell banks (R.18)

The supervisory and oversight system -
competent authorities and SROs

Role, functions, duties and powers

(including sanctions) (R.23, 30, 29, 17,
32 & 25)
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customs officials.

The authorities should enact measurers to reqlsréoF
develop appropriate compliance management arrangeme
and at a minimum the designation of an AML/CFT
compliance officer at the management level. The
compliance officer should have timely access to Kdéta
and other CDD information.

Require Fls to maintain an adequately resourced and
independent audit function to test compliance.

Require Fls to establish ongoing employee traitingnsure
that employees are kept informed of new developsyent
including current ML/TF techniques, methods anddie

Fls should be required to put in place screeningguures
to ensure high standards when hiring employees.

The authorities should clearly prohibit the estginlent of
shell banks.

Measures should be put into place to prohibit &lertter
into, or continue, correspondent banking relatigrskvith
shell banks.

Fls should be required to satisfy themselves #sondent
financial institutions in a foreign country do rpermit their
accounts to be used by shell banks.

Authorities should ensure that Fls are effectively
implementing the FATF Recommendations and that a
designated competent authority has responsibdity f
ensuring that FIs adequately comply with the rezegnts
to combat ML/TF.

Authorities should ensure that directors and senior
management of Fls should be properly evaluateth®n
basis of fit and proper criteria where appropriateluding
those relating to expertise and integrity and ensloat
criminals are prevented from ownership and managéeme
functions.

Authorities should provide AML/CFT training to all
competent authorities involved in combating ML/TF.
Specific training is necessary initially for BoNdan
NAMFISA regulators.

The BoN and NAMFISA AML/CFT compliance functions
needs to be provided with adequate staffing, eiqeeand
training.

Authorities should enhance and clarify the NAMFIS4t to
include effective, proportionate and dissuasiveniral, civil
or administrative sanctions to deal with AML/CFT
compliance matters.

The money changing service (Bureau De Change) in
Namibia should be subject to effective systems for
monitoring and ensuring compliance with national
requirements to combat ML/TF.



Money value transfer services (SR.VI)
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The competent authorities need to ensure that MAfVice
operators comply with the FATF 40 + 9 Recommendatio
and monitor their compliance.

4. Preventive Measures —Non-
Financial Businesses and Professions

Customer due diligence and record-
keeping (R.12)

Monitoring of transactions and
relationships (R.12 & 16)

Suspicious transaction reporting (R.16)

Internal controls, compliance & audit
(R.16)

Regulation, supervision and monitoring
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FATF CDD requirements should be developed by the
authorities for trust and company service providers

The authorities should develop FATF CDD requireradat
lawyers, public accountants and auditors, spedlifieehen
they prepare for or carry out transactions fori@ntlsuch as
management of bank, savings or securities accounts.
Dealers in precious stones and metals should beredv
under the AML/CFT framework. As this is a signifita
industry in Namibia, the authorities should inclubtle sector
under the FI Bill because not doing so will cremieophole
in the AML/CFT framework.

The authorities should develop and implement FATF
requirements for the monitoring of transactionseaglired
by Recommendations 12 and 16 for lawyers, accotsitan
and auditors and trust company service providers.

Reporting requirements should be imposed on Casino’
lawyers, dealers in precious stones and metalsesétate
agents and public accountants.

The authorities should develop requirements for the
establishment and maintenance of internal procedure
policies and controls to prevent ML/TF in accoumssand
auditors and trust company service providers.

The authorities should give effect to the POCA atiter
AML/CFT laws and regulations to require the repagtof
STs, make it applicable to terrorist acts, andudel
situations of attempted transactions and thosatgitus
asserting that they are tax matters.

Laws and regulations should be enacted to regeperting
of STs in line with FATF requirements for lawyers,
accountants and auditors and trust company service
providers.

The authorities should develop requirements for the
establishment and maintenance of internal procedure
policies and controls to prevent ML/TF in accoumseand
auditors and trust company service providers.

The Casino Board in collaboration with the casimiuistry



(R.24-25)

Other designated non-financial
businesses and professions (R.20)

FINAL

should develop an appropriate superviemghanism in the
light of the fact that the industry will be coveredthe FI
Bill. However, in view of the Casino Boards concemthe
increased cost of introducing a monitoring systieiis,
recommended that a self-regulatory mechanism for th
industry could be devised. Once the FI Bill is ¢rad¢cthe
Board will not have the capacity to ensure thainzess
implement the AML/CFT measures.

The Casino Board should develop an appropriate argsim
for checking whether prospective operators or marsagf
casinos do not have a criminal background.

The Casino Board and the LSN should issue AML/CFT
guidelines to their respective accountable bodmeteutheir

jurisdiction.

The competent authorities should ensure that a¢ants
and auditors and trust company service provideysabject
to effective systems for monitoring and compliandt

AML/CFT requirements and issue guidelines to ashistn

in complying.

The competent authorities should ensure effective,
proportionate and dissuasive criminal, civil or awistrative
sanctions are available to deal with persons caoMeyethe
FATF Recommendations that fail to comply with AMIET
requirements.

Authorities should designate an authority empowéoed
apply these sanctions.

The competent authorities should ensure compliaiite
FATF Recommendations 17, 24-25.

The Shebeens pose a money laundering risk anddsheul
brought under the AML/CFT regime. In view of theize
and how the business is conducted a self-regulatory
framework might be appropriate.

5. Legal Persons and Arrangements
& Non-Profit Organizations

Legal Persons — Access to beneficial
ownership and control information
(R.33)

Legal Arrangements — Access to
beneficial ownership and control
information (R.34)
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» Itis recommended that the authorities ensure that
inspection of documents regarded as “closed files”
should be accessible to law enforcement agencies
notwithstanding the requirement of getting pernoissi
from the shareholders.

» The Registrar of Companies should consider a
mechanism by which to determine who else has
beneficial interest in a registered company othant
those that are submitted to the office.

e The authorities should impose obligations on lawyer
know who the ultimate beneficiary is under a trust.

« Competent authorities should be given adequate zowe
to obtain or access information on beneficial owner



Non-Profit Organisations (SR.VIII)

FINAL

under a trust.

While the legal practitioners may not have control
their client’s actions under a trust, the LSN skoul
consider providing guidance on the type of CDD that
may be carried out to ameliorate the risk of alnfse
trusts.

The Registrar’s office should ensure that it has
verifiable and timely information on NPOs operating
Namibia.

In the light of the computerization process undgrwa
the information on NPOs should be maintained
separately from profit making companies.

An appropriate monitoring mechanism for NPOs with a
specific responsible body should be established
including the ability to monitor sources of funds f
NPOs.

As AML/CFT guidelines are developed for accountable
institutions, those related to NPOs should be dk we

6. National and International Co-
operation

National co-operation and coordination
(R.31 & 32)

The Conventions and UN Special
Resolutions (R.35 & SR.I)

Mutual Legal Assistance (R.36-38,
SR.V, and R.32)
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Membership on the Task Force should be increased to
include the LSN and dealers in precious stonebes t
are important stakeholders in the AML/CFT framework
The BoN, law enforcement agencies such as the
prosecution office and the police, and NAMFISA
should establish clear operational mechanism for
purposes of implementing the policies and actigitie
combat money laundering and terrorist financing.

Namibia should use existing special investigative
techniques such as controlled delivery, electronic
other forms of surveillance in money laundering or
terrorist financing activity.

Namibia should expedite the ratification of all the
remaining relevant anti-terrorism related convamtio
Namibia should establish a framework or appropriate
mechanism to fully implement the UN Security Colinci
resolutions.

Namibia should develop mechanisms by which they can
coordinate seizure and confiscation operations with
other countries. This should be done by establighin
forfeiture fund into which confiscated property shb

be deposited.

The authorities should ensure that provision of MLA
covers property of corresponding value where tdinte
property which is found to be the proceeds of crisne

not available to be confiscated.



Extradition (R.39, 37, SR.V & R.32)

Other Forms of Co-operation (R.40,
SR.V & R.32)

FINAL

The authorities should consider ways in which tbary
make the Palermo Convention the basis of extraditio
even though this provision of the convention was
excluded at the time of ratification. For exampley
could notify the UN Secretary General of their iriten
to change their position as originally indicatedst
time of depositing the instrument of ratification.

The authorities should expedite the criminalizatidn
terrorist financing to prevent potential impedineetd
extradition in view of the dual criminality requiment.

7. Other Issues

Other relevant AML/CFT measures or
issues

General framework — structural issues
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AUTHORITIES ' RESPONSE TO THEASSESSMENT
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ANNEX 1—LI1ST OF MEETINGS CONDUCTED
Public Sector

Attorney-General's Chambers

Bank of Namibia

Casino Board

Government Institutions Pension Fund

Ministry of Defense

Ministry of Finance (incl. Customs Office & Commiisser of Inland Revenue)
Ministry of Home Affairs and Immigration

Ministry of Justice

Ministry of Mines and Energy (incl. Diamond Comniisser)

Ministry of Trade & Industry (Registrar of Compasije

Ministry of Trade & Industry (Offshore Developmedbmpany Ltd)

Namibia Financial Institutions Supervisory Authgrit

Namibia Police

Office of Prosecutor-General

Task Force on Anti-Money Laundering and CombathregREinancing of Terrorism

Private sector

Bank Windhoek

Deloitte & Touche Chartered Accountants
DTC Valuations Namibia (Pty) Ltd
First National Bank

Law Society of Namibia
Micro-lending and Credit Agreements
Namibian Stock Exchange

Nedbank

Old Mutual Group

Sanlam Insurance Company
Standard Bank
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ANNEX 2 - LIST OF LAWS, REGULATIONS AND OTHER MATERIAL RECEIVED

Prevention of Organized Crime Act, 2004

Companies Acts 1973 & 2004

Anti-Corruption Act, 2003

Banking Institutions Act, 1998

Bank of Namibia Act 15 of 1997

Export Processing Zone Act, 1995

Combating of Terrorist Activities Bill, 2003

Drug and Drug Trafficking Bill, 2002

Use of Electronic Communications & TransactiBiilk

Legal Practitioners Act 15 of 1995

Public Accountants and Auditors Act 51 of 1951

Namibia Financial Institutions Supervisory Aarity Act 3 of 2001
Friendly Societies Act 25 of 1956

Stock Exchanges Control Act 1 of 1985

Unit Trusts Control Act 54 of 1981

The Constitution of the Republic of Namibia

Legal Practitioners’ Fidelity Fund Act 22 ofa®(Prior to Repeal by Act 15 of 1995)
Financial Intelligence Bill 2004

Short-Term Insurance Act 4 of 1998 (Part 1)

Short-Term Insurance Act 4 of 1998 (Part 2)

Participation Bonds Act 55 of 1981

Long-Term Insurance Act 5 of 1998

Inspection of Financial Institutions Act 38184

Financial Institutions (Investment of Funds) 88 of 1984
Usury Act 73 of 1968

Schedule 1 and 2 of the Prevention of OrganCramie Act, 2004
Extradition Act 11 of 1996

Transfer of Convicted Offenders Bill

Notice in Terms of Section 15A of the Usury At368

Criminal Procedure Act 25 of 2004

International Co-operation in Criminal Matté& 9 of 2000
Criminal Procedure Act 51 of 1977 (only sectid®-36). This is the only other act that
compliments the provisions of the International @peration Act.

Subsidiary requlations, circulars, directives amgtructions

1.

NoGAWN
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BID - 1 Determinations on the Appointment, Daténd Responsibilities of Directors and
Principal Officers of Banking Institutions

BID — 2 Determinations on Asset ClassificatiSBuspension of Interest and Provisioning
BID - 3 Determinations on Money Laundering antb& Your Customer Policy, 1998
BID — 4 Determinations on Limits on ExposuresStogle Borrowers

BID - 5 Determinations on Capital Adequacy

BID - 6 Determinations on Minimum Liquid Assets

BID - 7 Determinations on Minimum Local Assets



8.

9.
10.

11.
12.
13.
14.
15.
16.

FINAL

BID — 8 Determinations on Fees Payable in Teoh®ection 64(6) of the Banking
Institutions Act, 1998

BID - 9 Determinations on Fraud and Other Ecaicd@nime

BID - 10 Determinations on the Appointment, iBsitand Responsibilities of An
Independent Auditor of a Banking Institution

BID — 13 Determinations on the Disclosure ohB&harges, Fees and Commissions
BID — 14 Determinations on Minimum InsuranceBanking Institutions

BID — 15 Determinations on Limits on Inter-bdplacements

BID — 16 Determinations on Foreign Currency &yre Limits

Rules of the Law Society of Namibia (Part 1 ahd

Application and Notification Procedures, Bankp&rvision Department document.

Miscellaneous reports
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13.

14.
15.

16.
17.
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UN Security Council reports to the CTC

The Structure and Nature of Savings in NamiBal) Research Department

Viability of Commercial Bank Branches in Ru@&dmmunities in Namibia, BoN Research
Department

Efficiency of Commercial Banks in Namibia, Bo$earch Department

Private Equity: Lesson for Namibia, BON Resedbelpartment

Promoting Microfinance activities in Namibia, B&kesearch Department

Basel Core Principles Assessment Questionnaire

Namibia Mutual Evaluation Report 2004

Estimating the Demand for Money in Namibia

Central Government Debt Sustainability

Namibia Compliance with the Core PrinciplesEffiective Banking Supervision
Self-Assessment Report January 2004

Documents from the Bank Examinations DivisiBank of Namibia, which includes the 1)
Procedure Manual Action Plan for unlawful schen®sAdministrative Procedures
Manual; and 3) Job descriptions for the Examinesigtant Examiner, Manager
Examinations, and Senior Examiner.

Documents on the Examinations Procedure Manuhe areas of Asset Quality, Capital,
Earnings, Liquidity, Management, Planning, and Otkesets.

Procedures Manual for Supervisory Actions

Bank Regulations and Analysis Division, BankBwpervision Department, Bank of
Namibia Procedures Manual

Materials and data on insurance and pensiasfteceived from NAMFISA

Procedure when responding to the ExaminatigpoRe



